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Preface

In January 2009, IN-TECH publisher printed a book entitled “Development and
Implementation of RFID Technology”. Approaching a variety of aspects concerning RFID
(Radio Frequency IDentification) systems, the book focused on several key issues such as
new design solutions for RFID antennas, the typology of readers and tags, ways to maintain
security and privacy in RFID applications, the selection of appropriate encryption
algorithms, etc.

The number of applications for RFID systems has increased each year and various
research directions have been developed to improve the performance of these systems.
Therefore IN-TECH publisher has decided to continue the series of books dedicated to the
latest results of research in the RFID field and launch a new book, entitled “Radio Frequency
Identification Fundamentals and Applications, Design Methods and Solutions”, which
could support the further development of RFID.

Chapter 1 comprises reviews of recent works in current passive UHF RFID systems to
provide guidance regarding the RFID system design and deployment. The chapter proposes
a variety of issues, problems and solutions such as: UHF RFID radio links using the link
budget concept to calculate forward-link and reverse-link interrogation ranges; reader
hardware design considerations; phase diversity and quadrature signal combining, phase
noise with range correlation effect, and transmitter leakage reduction methods; deployment
issues including reader-to-reader interference.

Chapter 2 is dedicated to design considerations for the digital core of an EPC Class 1
Gen 2 (C1G2) RFID tag.

Chapter 3 proposes a brief introduction to RFID systems, and then focuses on the
design of efficient space-filling antennas for passive UHF RFID tags.

The fourth chapter introduces the concept of RFID systems and the relevant parameters
for proper antenna design. It also approaches the expressions for the phase constants,
propagation constants and the characteristic (or Bloch) impedance of a wave propagating
down an infinite transmission line to introduce the concept of LH-propagation.
Subsequently, the design of several meta-material-based antennas for passive UHF RFID
tags is summarized.
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Chapter 5 proposes an in-depth investigation of the requirements for the antenna part
of UHF RFID tags, with focus on antenna design, characterization and optimization from
the perspectives of both costs involved and technical constraints. A special attention is given
to antennas that could be manufactured if one follows more or less standard manufacturing
techniques available in the packaging industry. The chapter also presents some new ideas
on how to utilize the antenna structure itself as a sensor for measuring different physical
properties within the logistic chain.

Chapter 6 focuses on the operation theory of the RFID system. The antenna in RFID
system is discussed, and the designing considerations of the antennas for RFID applications
are presented. Also the design, simulation and implementation of some commonly used
antennas in the RFID system are investigated.

Chapter 7 deals with the design strategy and process integration for a small on-chip-
antenna with a small RFID tag on a chip-area 0.64 x 0.64 mm at 2.45 GHz for communication
in near field.

Chapter 8 presents some considerations over the design of an RFID tag.

Chapter 9 discusses active RFID tags system energy analysis as excitable linear
bifurcation system.

In Chapter 10, several types of tag antennas which are mountable on metallic platforms
are introduced and analyzed. It is generally known that metallic objects strongly affect the
antenna performance by lowering the efficiency of tags. Therefore tag antennas have to be
designed to enable tags to be read near and on metallic objects without severe performance
degradation.

Chapter 11 also deals with problems raised by the use of RFID technologies in metal
environments and proposes various solutions. Thus, the authors explain the basics of the
inductive coupling method, the detuning and the shielding effects due to metals.
Additionally, a new system that is able to work at ultra-low frequencies (ULF) and through
a metallic shielding is proposed. Finally, the properties of the low frequencies and the new
ULF systems are compared.

Chapter 12 refers to the development of metallic coil identification system based on
RFID technologies. This type of system was developed for the supply chain management in
the iron and steel industry.

Chapter 13 presents a TransCal software-based system design approach for inductively
coupled transponder systems. The authors discuss three design examples to show the
advantages and limits of their approach.

The broad objective of Chapter 14 is to show an integrated process flow for the
integration of gas sensors onto flexible substrates together with an RFID transponder to get
a Flexible Tag Microlab innovative system for food logistic applications.

Chapter 15 gives additional insight into the inks to be used in printing RFID antennas,
their properties, their performance, benefits and drawbacks, and future concerns. In
addition, some attention was given to adhesives, which are necessary to bond the die or die
strap to the antenna.

Chapter 16 describes how inkjet printing techniques can be used for the fabrication of
conductive tracks on a polymer substrate; these techniques can be applied to manufacture
RFID tags.

Chapter 17 introduces a Wi-Fi RFID active tag called Tag4M with the functionality of a
multifunctional input/output measurement device. This tag offers a combination of Wi-Fi
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radio and measurement capabilities for sensors and actuators that generate output as
voltage, current, or digital signal. TagdM is suitable for prototyping wireless sensor
measurements, as well as for educational purposes such as teaching wireless measurement
using the existing Wi-Fi infrastructure.

The final chapter of this book presents the technology, design and implementation of an
inductively-coupled passive 64-bit organic RFID tag, which is fully functional at 13.56 MHz.

One of the best ways of documenting in the domain of RFID technology is to analyze
and learn from those who have trodden the RFID path. And this book is a very rich
collection of articles written by researchers, teachers, engineers, and technical people with
strong background in the RFID area.

I wish to sincerely acknowledge the efforts of all scientists that contributed to this book.
In addition, I would like to express my appreciation to the team at InTech that has fulfilled
its mission with the highest degree of dedication again.

Editor

Cristina TURCU
Stefan cel Mare University of Suceava
Romania
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Hardware Design and Deployment Issues in
UHF RFID Systems

Byung-Jun Jang
Kookmin University, Seoul
Korea

1. Introduction

Recently, radio frequency identification (RFID) have created emerging applications for
tracking, sensing, and identifying various targets in wide-ranging areas such as supply
chain, transportation, airline baggage handling, medical and biological industry, and
homeland security. RFID systems with a variety of radio frequencies and techniques have
been introduced. Among them, ultra-high frequency (UHF) band passive RFID systems that
operate in the 860 - 960MHz band have drawn a great deal of attention because of its
numerous benefits, such as cost, size, and increased interrogation range. In particular, the

interrogation range of the UHF RFID system is comparatively large, due to the use of a

travelling electromagnetic (EM) wave to transfer power and data. The increased

interrogation range makes it possible for UHF RFID systems to revolutionize commercial
processes, such as supply chain management. Several major supply chain companies such as

Wal-Mart and Tesco plan to mandate the use of an UHF RFID system in their supply chains

(Finkenzeller, 2003).

UHEF band passive RFID system based on modulated backscatter has a unique characteristic,

quite distinct from those encountered in most other radio systems which involve active

transceivers on both sides of the link (wireless LAN, Bluetooth, etc). Because tag has no
internal power supply, RFID reader must always supply the power in order to communicate
with tags. This puts a different emphasis on the radio link, hardware design, and

deployment aspects (Nikitin & Rao, 2008).

In this chapter, we review recent works in current passive UHF RFID systems to provide

guidance regarding RFID system design and deployment. We cover the following topics.

e UHF RFID radio links using the link budget concept to calculate forward-link and
reverse-link interrogation ranges.

e Hardware design considerations at the reader: phase diversity and quadrature signal
combining, phase noise with range correlation effect, and transmitter leakage reduction
methods.

¢ Deployment issues including reader-to-reader interference

The organization of this chapter is as follows. Section 2 analyzes the RFID link

characteristics and shows the necessity of link budget concepts to calculate the RFID

interrogation range. The hardware issues in an RFID reader are discussed in Section 3 along
with recently published research results. Section 4 shows the RFID deployment issues with
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emphasis on reader-to-reader interference in dense reader environments. Finally, the
conclusions are presented in Section 5.

2. RFID link budget

A communication link, as is well known, encompasses the entire communication path from
the transmitter (TX), through the propagation channel, and up to the receiver (RX). In a
typical wireless communication system, illustrated in Fig. 1(a), there are forward and
reverse links. The forward link is the communication link from a base station (BS) to a
mobile station (MS), whereas the reverse link is the opposite communication link, from MS
to BS. Because BS and MS can simultaneously transmit data to each other through the
forward and reverse links, a typical communication link is called full duplex. In addition,
the power levels of the two links have few differences. Therefore, the forward link coverage
is almost the same as that of the reverse link, although the transmit power and sensitivity of
both links are a little different (Dubkin, 2008).

Forward link
—— ;’ Command signal _:
% 1
1 [ ="TE Y=
— P, I CW signal ! [ e -
Reverse link 1 : === =Bt
e
Base Station Iobile Station Reader | back-scatter signal ! Tag
®5) 5) Reovores s
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30dBm —— B I ME Tz I0dPm o ------mje------ \
Forward h
— -1 ll.nk 4
0dBm —— 0dBm ——
Forwrard Reverse
-+ link link T _TeeRayy
-13~-20dBm (Pryg)
Tag Tx
-40dBtn — -40dBm —— Feverse
T T N _ Phase noise
1 1 A of TX leakage
T Y. T \
90dBm 4 ~ MERx Y -90dBm —— Thermal Naise + NF
BERx
(a) Typical wireless communication system (b) RFID system

Fig. 1. Comparison of link characteristics between a typical wireless system and an UHF
RFID system

On the other hand, UHF RFID links, as illustrated in Fig. 1(b) are different from typical
wireless links. An RFID system is generally comprises two components: reader and tag. The
reader, sometimes called the interrogator, is made up of a TX/RX module with one or more
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antennas. The tag consists of a microchip for storing data and an antenna to transmit stored
data. Tags are normally categorized into active and passive types by the presence or absence
of an internal power supply. Because the passive tag has no power supply of its own, it
obtains energy from the continuous wave (CW) signal transmitted by a reader. In addition,
the passive tag transmits its data by backscattering the CW signal. In other words, the data
transmission from tags to the reader is done by reflecting the wave energy back to the
reader. Therefore, an RFID link is half duplex: reader to tag and then tag to reader. This
means that RFID links are intrinsically unbalanced. Moreover, the reverse link is highly
correlated with the forward link, because the tag's transmit power is determined by the
reader's transmit power (Yoon & Jang, 2008).

These link characteristics of the UHF RFID system can be easily calculated using the link
budget concept, which is the wireless communication system designer's primary tool for
estimating the cell coverage.

2.1 Forward link budget calculation
In the forward link, the power received by the RFID tag, Py, can be found by applying the

Friis EM wave propagation equation in free space:

2
Pex(r)= (%) PGy Gy @)
zr
where
A : the wavelength in free space
r : the operational distance between an RFID tag and the reader
P, : the signal power feeding into the reader antenna by the transmitter

Gy : the gain of the reader antenna
G; : the gain of the tag antenna

One portion of the power P, is absorbed by the tag for direct current (DC) power
generation, and the other portion of P,y is backscattered for the reverse link. In order to
deliver enough power to turn the tag's microchip on, the absorption power for DC power
generation must be larger than the minimum operating power required for tag operation,
Py, . For example, the forward link budget which has amplitude shift keying (ASK)
backscatter modulation is given by:

1-m* (2 Y
Prx(r) = 2( ] PG, Gy 2 Py )
(m+ 1) \dnr

where m means the modulation depth.

The forward-link interrogation range (FIR) using the forward link budget calculation is
depicted in Fig. 2. The FIR is proportional to the square root of the transmitted effective
isotropic radiated power (EIRP), P,,G;, and the tag antenna's gain, G,, and is inversely
proportional to the square root of the tag's power threshold level, P, . From experience, it is
known that the threshold power level required to turn on a tag ranges from 10uW (-20dBm)
to 50uW (-13dBm) (Karthasu & Fischer, 2003). The modulation depth, m, is chosen to be an
average value between 0.1 and 0.9.
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Fig. 2. Forward link budget of an UHF RFID system with center frequency of 915MHz,
receive antenna gain of 2.15dBi, of -15dBm, and transmit EIRP of 4W

2.2 Reverse link budget calculation

In the reverse link, the backscattered signal from a tag should be strong enough so that the
reader's demodulation output signal will meet the system's minimum signal-to-noise-ratio
(SNRmin) requirement. This is very similar to typical wireless communication system links.
However, because the CW signal always exists in a reverse-link to turn the tag on, the TX
leakage level plays an important role in determining the reverse-link budget. Fortunately,
the DC offset due to TX leakage is removed from a baseband bandpass filter. Nonetheless,
the phase noise of the TX leakage, Npn, on the receiving bandwidth is unfortunately not
removed by the filter. Therefore, it may be much stronger than the thermal noise, to a degree
that the reverse link budget mainly depends on the phase noise of the TX leakage. On the
other hand, in a typical wireless communication system, the phase noise of the TX leakage
within the receiving bandwidth is normally not a major problem, because duplexing
techniques, such as frequency division duplexing (FDD) and time division duplexing
(TDD), are applied.

Figure 3 shows a link budget example in the stationary reader case according to tag-reader
distance. The reverse-link interrogation range (RIR) is defined as the maximum distance at
which the tag’s backscattered signal meets the minimum reader sensitivity condition. As
showin in Fig. 3, the forward link is determined by a tag threshold voltage, the reverse link
is mainly determined by the phase noise of TX leakage.

2.3 Interrogation range

The performance of an UHF RFID system is usually characterized by its interrogation range,
which is defined as the maximum distance at which an RFID reader can recognize a tag.
This can be divided into two categories: the FIR and the RIR. Since the actual interrogation
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Fig. 3. Reverse link budget of an UHF RFID system (N: thermal noise) (Yoon & Jang, 2008)

range is determined by the smaller value of FIR and RIR, both values should be considered
simultaneously when deploying UHF RFID systems. As shown in Fig. 3, FIR has a smaller
value than RIR in the case of a well-designed reader. However, RIR may be much more
significant than the FIR in environments such as warehouses because of interference from
other readers. Also, the interrogation range of a battery-assisted tag is determined by the
RIR only.

3. Hardware design issues in the UHF RFID reader

In order to discuss hardware design issues in the UHF RFID reader, let us consider an UHF
RFID system model using a direct-conversion I/Q demodulator, as shown in Fig. 4. The
reader is composed of local oscillator (LO), a transmitter, a receiver and an antenna. The
power amplifier (PA) amplifiers the LO signal to achieve a high power level. The amplified

Antenna Antenna
- —V Circulator
Tag re £~ ¥
—»

RFID Tag S
a7
S0, () Sp0(F) 2 R
T 4 . BPF
- |~ a7
- -, Y-
Je 0 21 X0

UHF RFID Reader

Fig. 4. Architecture of an UHF RFID system and block diagram of a reader and a tag
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signal feeds into the reader antenna via the circulator and then radiates into the air. The
reader antenna simultaneously receives the backscattered signals from the tag. The antenna
can be configured in two ways: two antennas or one antenna with a circulator. The
circulator is a non-reciprocal three-port device, where the signals travel from the transmitter
port to the antenna port or from the antenna port to the receiver port. In practice, the
circulator cannot entirely isolate the transmitter from the receiver, due to the inherent
leakage between its ports. Generally, TX leakage is between -20 to -50dB (Jang & Yoon,
2008a).

3.1 Phase diversity and optimal 1/Q signal combining

As shown in Fig. 4, the same LO provides two identical frequency signals, one for the
transmitter and the other for the receiver. The LO signal for the receiver is further divided
using a power splitter to provide two orthonormal baseband outputs, I and Q signals.
Because the received signal and the LO signal have the same frequency, the absolute phase
of the received signal influences the amplitude of the down-converted signal. Therefore,
some sort of phase diversity using I and Q signals should be provided to demodulate the tag
signal (Jang, 2008).

Figure 5 shows the simulation results of normalized I and Q signal power at the quadrature
receiver for the case of tag moving. For this simulation, the tag located 1 meter below the
reader antenna is assumed to move up to 5m away from the reader. The complex plot forms
a spiral-like shape due to the periodic received signal power variation.

0.8
0.6
Reader

04

0.2

Qv
(=]

-0.2

-0.4

-0.6

#lml Tae

-0.8

v
(a) Simulation scenario (b) Constellation diagram

Fig. 5. Received signal variation characteristics of an UHF RFID receiver with respect to the
reader-tag distance

Using the quadrature receiver, the demodulator can choose the higher of the tag signals to
retrieve the tag's data. This is called selection diversity. Now, the reader can select the better
of the quadrature (I and Q) channel outputs and overcome the limitation of a single channel
receiver. Figure 6 shows the performance of selection diversity compared with the I and Q
channel signals with respect to phase value from zero to 7. In selection diversity, two
extreme instances, i.e., 'minimum' and 'optimum' occur every A /8 meters, as the tag moves
away from the reader antenna. At 900 MHz, these minimum points occur every 4.2cm. For
the optimum instance, the tag signal can be demodulated without loss. However, for the
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minimum instance, the tag signal can be reduced with a 3dB loss in power. In order to
overcome this 3dB loss of selection diversity, various 1/Q combining techniques can be
used. For example, the power combining technique can be used in the ASK case. On the
other hand, signal combining with phase shift keying (PSK) is not as easy as ASK. Recently,
arctangent combining and principal component combining (PCC) have been suggested
(Jang, 2008).

10 T T
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optimum point — Selection combining

5l / }i . 7 N J
/ minimum point . \
N /
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/ ! ! \
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phase [rad]

Fig. 6. SNR degradation for various receiver combining techniques

3.2 Phase noise and range correlation effects

Phase noise is an important parameter in designing RFID systems since it can have a
significant influence on system performance. Because a LO is generally used for both CW
signal generation and the down-converting operation, the phase noise of the received signal
is correlated with that of the LO signal. The correlation level is inversely proportional to the
time difference between the two signals. In an UHF RFID system, this time difference is very
small (several nsec) due to the short tag-reader distance, and so phase noise is reduced by
the correlation effect. In an RFID application, this phase noise reduction phenomenon is
called the range correlation effect (Jang & Yoon, 2008b).

The baseband power spectral density (PSD), S,,,(f), for LO phase noise with the offset

frequency Af, and a round-trip delay of At is given by (Droitcour et al., 2004):

c

S =50, in 452 )

where AO(t)=6,,(t)—6,,(t—At)and 6,,(t)is the phase noise of the LO signal.
The term in parenthesis embodies the range correlation effect on the baseband spectrum.
Assuming that the typical values for r and f, are 8m and 160kHz, respectively, the value
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of rAf. / ¢ will be on the order of 10-3. So the range correlation effect will dramatically reduce
the PSD of the LO phase noise.

Figure 7 shows an example of a typical PSD of the LO itself and the phase noise reduction
effects due to the range correlation with a round-trip delay of 1m. The typical PSD of the LO
is selected considering state-of-the-art UHF RFID LO performance. The effect of the range
correlation on the phase noise for different offset frequencies was estimated by (3). For
example, at an offset frequency of 10Hz, the phase noise is reduced by 130dB.

-60 -
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-80+ <> - -
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—_ [ o ~
¥ 100t x o
o N
8 .
2 — %
& 120t T A
2
4 e
[ 7 .
8 140 typical LO(@, (1)) |
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_— O samsung(2007)
6o -~ +  Intel(2007) 1
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O Microelectronics(2007)
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10' 10% 10° 10* 10° 10°

Offset Frequency (A f C) [Hz]

Fig. 7. LO phase noise as a function of offset frequency

In addition, the phase noise may affect the symbol-error-rate (SER) performance in an RFID
system. Figure 8 shows the SER performance of the PSK modulation and FMO coding with
phase noise as a function of range correlation. Without the range correlation, the SER
performance is worse for the case of typical LO phase noise, as shown in Fig. 7. This
degradation is worse for a small modulation phase noise. However, the phase noise of the
LO with range correlation effects is almost identical to the SER performance in AWGN
environments because of the phase noise reduction by range correlation. For a real LO using
a phase-locked loop (PLL), the power spectral density of the phase noise is filtered by the
transfer function of the PLL, and the phase noise effects on the error performance are even
small. Unlike PSK modulation, phase noise has no effects on ASK modulation, because there
is no information in the carrier’s phase (Jang & Yoon, 2008b).

3.3 TX leakage reduction methods

Finally, some difficult technical problems arise from TX-to-RX leakage because the RFID
reader transmits CW and simultaneously receives back-scattered data from tags. The strong
TX leakage into the receiver side degrades the reader performance in relation to the
sensitivity of the receiver and its interrogation range. In detail, the low noise amplifier
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Fig. 8. SER performance of FM0-BPSK signal as a function of phase noise and range
correlation effect (Jang & Yoon, 2008b)

(LNA) of the receiver can be saturated by this strong TX leakage, decreasing the dynamic
range of LNA. A DC offset problem is also caused by self mixing at the mixer in the reader
receiver.

To alleviate the TX leakage problem, the strong TX signal should be separated from the RX
signal as much as is possible to achieve higher performance from the RFID reader. The
simplest solution is to separate the TX and RX antennas. However, the size and cost of the
reader hardware will increase. A circulator of ferrite material or an active CMOS circulator
may lighten this burden, but the cost is still high, and isolation of these circulators is
insufficient to meet some required criteria. A directional coupler may, therefore, be a better
choice given its simplicity and low cost (Kim et al., 2006).

4. Deployment Issues

In supply-chain applications, tens or hundreds of RFID readers will be in operation within
close range of each other, which may cause serious interference problems.

There are three types of UHF RFID interference: multiple-tag-to-reader interference (tag
collision), multiple-reader-to-tag interference (tag interference), and reader-to-reader
interference (reader interference or frequency interference) as shown in Fig. 9.
Multiple-tag-to-reader interference arises when multiple tags are simultaneously energized
by a reader and reflect their respective signals back to the reader. Due to a mixture of
scattered waves, the reader cannot differentiate individual IDs from the tags: therefore, anti-
collision mechanisms such as those known as binary-tree and ALOHA are needed to resolve
multiple-tag-to-reader interference (Dubkin, 2008), (EPCglobal, 2004). Multiple reader-to-tag
interference happens when a tag is located at the intersection of two or more reader
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interrogation ranges and the readers attempt to communicate with the tag simultaneously.
This can cause a tag to behave and communicate in undesirable ways. Multiple reader-to-
tag interference can be solved simply by separating reader intterrogation ranges.

Tag anti-¢ellision
Interrogation
range

)

......... > | EE[p pp——— - em mm|mm mm = Em E=m = ==
T Reader-to-reader
X < \ Rehder j

I
Reader k interference
"

A
b 4
A
4

~ meters ~ mdred meters

4= =  Reader-to-reader interference < =s« Multiple reader tag interference 4= Tag anti-collision

Fig. 9. Three types of Interference in UHF RFID systems

The last type of interference, reader-to-reader interference, is induced when a signal from
one reader reaches other readers (Birari & lyer, 2005). This can happen even if there is no
intersection among reader interrogation ranges. As the signal transmitted from distant
readers may be strong enough to impede accurate decoding of the signals that are back-
scattered from adjacent tags, reader-to-reader interference can cause serious problems in
UHF RFID system deployment (Kim et al, 2008), (Kim et al., 2009). Moreover, the
interference is potentially magnified in a dense reader environment, which can involve
hundreds of readers in one warehouse or manufacturing facility. Many attempts to mitigate
reader-to-reader interference have been made. They are normally based on standard
multiple access mechanisms such as frequency-division multiple access (FDMA), time-
division multiple access (TDMA), or carrier-sense multiple access (CSMA). For example, the
electronic product code for global class 1 generation 2 (EPCglobal C1G2) includes spectrum
management of an UHF RFID operation in a dense reader environment. According to
EPCglobal C1G2, reader transmit signals and tag back-scattered signals are separated in a
spectral domain (EPCglobal, 2004).

Additionally, careful consideration of the positioning and type of RFID reader antenna
selected are important for reader-to-reader interference (Leong et al., 2006). The situation
can also be improved by using reader synchronization and frequency channelling. Actual
field testing will be carried out in the future, especially in warehouses, where dense RFID
reader environments are most likely to exist

5. Conclusion

In this chapter, we discuss hardware design and deployment issues in current passive UHF
band RFID systems. Using the link budget concept, the simple method to calculate forward-
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and reverse-link interrogation range is shown. Then, we consider the hardware issues on an
RFID reader: phase diversity and signal combining techniques, phase noise with range
correlation effect, and TX leakage reduction methods. Finally, three interference problems
with an emphasis on reader-to-reader interference encountered in the deployment of RFID
systems are presented.

6. References

Birari, S. M. & Iyer, S. (2005). Mitigating the Reader Collision Problem in RFID, Proceedings of
the 13th IEEE International Conference on Networks, 16-18 Nov. 2005

Droitcour, A. D.; Lubecke, O. B., Lubecke, V. M., Lin, J. & Kovacs, G. T. A. (2004). Range
correlation and I/Q performance benefits in single-chip silicon doppler radars for
noncontact cardiopulmonary monitoring, IEEE Trans. Microwave Theory Tech., Vol.
52, No. 3, pp.838-848, Mar. 2004, ISSN 0018-9480

Dubkin, D. M. (2008). The RF in RFID: passive UHF RFID in practice, Elsevier ISBN 978-0-
7506-8209-1

EPCgloabl (2004). EPC radio-frequency identity protocols class-1 generation-2 UHF RFID protocol
for communications at 860MHz-960MHz wversion 1.0.9, EPCglobal Standard
Specification, 2004.

Finkenzeller, K. (2003). RFID Handbook: Fundamentals and applications in contactless smart cards
and identification, John Wiley, ISBN 0-470-84402-7, Chichester

Jang, B. -J. (2008). Phase diversity and optimal I/Q signal combining methods on an UHF
RFID reader's receiver, Microwave Journal(Web Exclusive), Vol. 51, No. 4, April. 2008

Jang, B. -J. & Yoon, H. (2008a). Examine the effects of phase noise on RFID range, Microwave
and RF, July. 2008, pp. 78-77, ISSN 0745-2993

Jang, B. -J. & Yoon, H. (2008b). Range correlation effect on the phase noise of an UHF RFID
reader, IEEE Microwave and Wireless Components letters, Vol.18, No. 12, Dec. 2008,
pp. 827-829, ISSN 1531-1309

Karthasu, U. & Fischer, M. (2003). Fully integrated passive UHF RFID transponder IC with
16.7-uWW minimum RF input power, IEEE ]. Solid-State Circuits, Vol. 38, No. 10,
pp.1602-1608, Oct. 2003, ISSN 0018-9200

Kim, D. Y.,; Yoon, H, Jang, B. -J., & Yook, ]J. G. (2008). Interference Analysis of UHF
RFID Systems, Progress In Electromagnetics Research B, vol. 4, pp. 115-126, ISSN 1937-
6472

Kim, D. Y,; Yoon, H, Jang, B. -J., & Yook, J. G. (2009). Effects of Reader-to-Reader
Interference on the UHF RFID Interrogation Range, IEEE Trans. Industrial
Electronics, Vol. 56, No. 7, Mar. 2004, pp.2337-2346, ISSN 0278-0046

Kim, W. -K,; Lee, M. -Q., Kim, ]J. -H. Lim, H. -S,, Yu, J. -W., Jang, B. -J. & Park, J. -S. (2006). A
passive circulator with high isolation using a directional coupler for RFID, IEEE
Microwave Symposium Digest, pp.1177-1180, ISSN 0149-645X, June. 2006

Leong, K. S.; Ng, M. L. & Cole, P. H. (2006). Positioning Analysis of Multiple Antennas in a
Dense RFID Reader Environment, Proceedings of. International Symposium on
Applications and the Internet Workshops, pp. 23-27, ISBN 0-7695-2510-5, Jan. 2006



12 Radio Frequency Identification Fundamentals and Applications, Design Methods and Solutions

Nikitin, P. V. & Rao, K. V. S. (2008). Antennas and propagation in UHF RFID systems,
Proceedings of 2008 IEEE International Conference of RFID, pp. 277-288, ISBN 978-1-
4244-1711-7, Apr. 2008

Yoon, H. & Jang, B. -J. (2008). Link budget calculation for UHF RFID systems, Microwave
Journal, Vol. 51, No. 12, Dec. 2008, pp. 78-77, ISSN 0192-6225



2

Design Considerations for the Digital Core
of a C1G2 RFID Tag

Ibon Zalbide, Juan F. Sevillano and Igone Vélez
TECNUN (Universidad de Navarra) and CEIT
Spain

1. Introduction

An EPC Class 1 Gen 2 (C1G2) RFID system is composed of a reader and one or several
passive tags. Passive tags obtain the required energy from the radio frequency field emitted
by the reader. The forward data link (reader to tag) is embedded in this radio frequency
field. The backward data link (tag to reader) is achieved by means of backscattering.

The RFID tag consists of several analog circuits and a digital core. The analog circuits
perform tasks such as harvesting the energy from the electronic wave, supplying power,
generating a clock signal and signal conditioning. The digital core of the tag performs data
detection and implements the logical requirements of the standard.

1.1 Passive long range UHF RFID systems

Fig. 1 shows the basic architecture of a long range Ultra High Frequency (UHF) RFID tag.
The antenna receives the signal emitted by the reader. The voltage multiplier rectifies the
incoming signal and increments the voltage to charge the supply capacitor Csuppry. The
efficiency of this voltage conversion will depend on the architecture of the voltage
multiplier. The supply capacitor is used to supply power to the rest of the tag. The analog
front-end creates the signals that the rest of the tag needs to work properly, such as
regulated voltages, the clock signal and the reset signal. It performs some kind of
demodulation by generating an intermediate signal that can be used by the digital core to
detect the received bits. The analog front-end also modulates the load impedance of the tag
commanded by the digital core, to backscatter the signal emitted from the reader so that
information can be transmitted backwards. The digital core handles the communication
protocol and accesses the non volatile memory to retrieve and store data.

Fig. 1 also shows the basic architecture of the digital core of a passive long range UHF tag.
The input signal provided by the front-end is evaluated in a symbol detector to detect
incoming symbols. A command decoder determines the operation code and the arguments
received and it forwards them to a control unit. In the control unit, the finite state machine
defined in the standard is implemented to control the communication flow. Moreover,
depending on the standard, additional features such as collision arbitration algorithms or
integrity checks are performed in this unit. Usually, the number of states of the finite state
machine and the integrated additional features define the complexity and functionality of
the whole tag. Finally, a transmitter controls the load modulator of the front-end and
backscatters the answer to the reader.
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Fig. 1. Architecture of a passive RFID tag.

The C1G2 standard (EPC Global, 2005) has become the main communication protocol of
passive long range UHF RFID systems. Given the success of the C1G2 standard, the ISO
organization finally adopted it with minor changes as the ISO18000-6C (ISO, 2006).
Nowadays, it is the dominant air interface for passive UHF RFID tags, because of its flexible
functionality and the compatibility with the whole EPC network. Almost every recent
research work concerning passive long range UHF RFID tags uses this communication
protocol; e.g.: (Yan et al., 2006; Barnett et al. 2007; Man et al., 2007; Ricci et al., 2008; Zhang et
al., 2008; Roostaie et al. 2008; Wanggen et al. 2009). Thus, this chapter is focused in the C1G2
standard. However, the concepts and ideas presented can be extended to other standards.

1.2 Communication range

The communication range of an RFID system is one of the factors that define the scope of its
applications. Assuming that the reader is continuously sending a continuous wave (CW),
the maximum communication distance between a passive RFID tag and the reader is mainly
limited by two factors related to the tag’s power consumption: the input power in the tag,
and the voltage at the input of the voltage multiplier (Pardo et al., 2007; De Vita et al., 2005).
Input power in the tag

The communication range r is limited by the minimum input power. According to (Pardo et
al. 2007),

< PuroA°GX1p 1)
T\ 473 (R2 +4X%) P

where Prrp is the Effective Isotropic Radiated Power, A the wavelength, G the tag antenna
gain, X the reactance introduced by the load modulator, 7 the efficiency of the rectifier, Ra
the impedance of the antenna and Prac the tag power consumption. Equation (1) shows that
reducing the power consumption of the analog or digital parts increases the communication
range.

Voltage at the input of the voltage multiplier

According to (Pardo et al. 2007), there is another constraint due to the minimum voltage at
the input of the voltage multiplier. If the threshold voltage required to switch on the voltage
multiplier is not achieved, the tag will not start working, no matter the available input
power. This constraint is related to the fabrication technology and it is given by
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where Qun is the quality factor of the matching network and V.., is the minimum voltage at
the input of the voltage multiplier. The voltage V., depends on the technology used. Qun
can be expressed in terms of the equivalent input resistance of the tag as

QMN: 71’_1, (3)

where Rp is the equivalent resistance in parallel with Cguppry that represents the power
consumption of the tag. Rp increases as power consumption decreases. Thus, as the power
consumption decreases, Qumn increases and a larger communication range is feasible.
Summarizing, the communication range increases when the power consumption of the tag
decreases. As detailed in (Pardo et al. 2007), the most restrictive of (1) and (2) sets the actual
communication range of the system. However, the relation between power reduction and
range improvement is not always constant. The dependence of the communication range on
the input power in the tag is stronger than on the voltage at the voltage multiplier. Thus,
when the power consumption of the tag is high and (1) limits the communication range,
reducing the power consumption of the tag increases notably the maximum communication
distance. But when the power consumption goes down, (2) becomes the most restrictive and
the range improvement slows down. At this point the technology is limiting the
communication more than the power consumption.

A proper design of the tag is required to minimize the power consumption, and move from
the section where the power consumption limits the communication range to the section
where the technology is the limiter. This way, the maximum communication range for the
selected technology can be achieved. As the digital part's power consumption can be
comparable to the analog, the reduction of the digital power consumption is very important
for the overall performance of the system.

The main goal of the publications focused on C1G2 digital cores is to minimize the average
power consumption. Advances in the technology of semiconductors help to reduce the
power consumption of integrated circuits. Designers have to work with the technology
available at that time. However, there are issues where designers can focus to optimize their
designs for a given technology.

The power consumption of the digital core grows with the clock frequency. Thus, designers
try to reduce the clock frequency to minimize power consumption. Impinj, a C1G2 tag seller,
published a white paper where this value was said to be 1.92MHz (Impinj, 2006). Even
though there are some works in the literature that work at 1.92MHz, such as (Wang et al.,,
2007), most works propose digital cores for other clock frequencies. For example, (Hong et
al., 2008) works at 4 MHz, (Man et al., 2007) at 3.3MHz, (Zhang et al. , 2008; Yan et al., 2006)
at 1.28MHz and (Ricci et al., 2008) at 2MHz. A study of the constraints on the clock signal of
the digital core is needed so that the clock frequency can be optimally selected.

Another approach employed by digital designers to reduce power consumption is power
management. Depending on the technology, similar benefits can be obtained in a simpler
way by means of clock gating. In either case, the net effect is that the digital core can not be
considered to have constant power consumption, but a power consumption profile in time
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(Zalbide et al., 2008). The effect of the shape of this power consumption profile in the overall
performance (i.e.: communication range) needs to be studied.

1.3 Objectives of the chapter

This chapter performs an analysis of the EPC C1G2 standard to extract requirements of the
tag’s digital core for proper forward-link data detection and backward-link data
backscattering. The EPC C1G2 standard specifies the characteristics of the waveforms
employed in the forward-link communication. These characteristics of the waveforms pose
requirements on the clock signal used for data detection (wander and jitter of the clock). The
backscattering signal is also controlled by the digital core. Therefore, the requirements set by
the standard on the backscattering signal constrain the clock signal used in the digital core
as well. The chapter reviews some aspects of the operation of the digital core of the tag and
presents equations and figures that can be used to select an appropriate clock signal.

On the other hand, the chapter presents methods to analyse the influence of the application
of power management techniques in the communication range of the system. The results
provide valuable tools to analyse different trade-offs early in the design of a RFID tag.

The chapter is organized as follows. Section 2 describes the architecture of the digital core
considered for the study. Section 3 analyses the constraints on the clock signal and Section 4
studies the influence of the power management on the communication range. Finally, the
main conclusions are summarized in Section 5.

2. Architecture

Fig. 2 depicts the architecture of a generic C1G2 digital core used as example for this study.
The incoming symbols are detected in the symbol detector. The command decoder obtains
the operation code and the arguments of the requested operation. In order to avoid a big
input buffer, the variable length arguments, such as the selection mask, are processed in the
command decoder. The cryptographic functions are also performed in the command
decoder making all arguments transparent to the rest of modules. The control module
controls the system with a finite state machine and a register bank. The collision arbitration,
session management and memory lock are contained in this module. It does the necessary
operations accessing the memory and the register bank. Finally, TX, the transmitter, encodes
the answer with the required format. For this purpose, a backward link frequency
synthesizer is included in the transmitter. The accesses to the tag memory (EEPROM) are
handled by an intermediate module memory access. The power management unit, PM,
controls the activity of the rest of the modules using the clock gating technique. VEEPROM
is a cache memory used to reshape the power consumption profile of the tag (Zalbide, 2009).
For power management, five different working states have been defined. Every working
state is optimized to perform a specific operation during the communication. Table 1 shows
the relationship of the working states with the modules. Each working state activates the
necessary modules to fulfill its functionality and deactivates the remaining modules. Some
modules, such as the memory access, are used in various different working states; others are
only used in a single working state. The combination of all the working states enables the
system to work properly minimizing the activity of its circuitry.

The STRTP state is the initial working state. The tag checks the kill bit, and if it is not killed,
the system turns to STDBY state, waiting for the beginning of the forward link data
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Fig. 2. Architecture of the low power C1G2 digital core.
Working state

STRTP STDBY RX CNTRL TX
PM ON ON ON ON ON
Symbol detector OFF ON ON OFF OFF
Command decoder OFF OFF ON OFF OFF
Control ON OFF OFF ON OFF
Memory access ON OFF ON ON ON
VEEPROM ON OFF OFF ON OFF
TX OFF OFF OFF OFF ON

Table 1. Working states of the digital core.

transmission. In this state only the symbol detector is active. When the beginning of a new
message from the reader is detected, the command decoder is activated and the working
state turns to RX. After receiving the whole message, the working state changes to CTRL,
deactivating the command decoder and the symbol detector, and activating the control and
the register bank. Finally, in the TX state the response is sent to the reader and the working
state returns to STDBY.

Reading from the EEPROM is one of the most power hungry operations that the tag
performs. In the design presented in this chapter, the EEPROM is read when a lot of energy
is arriving to the tag. Then, the read data is stored in VEEPROM, which is less power
hungry. This way, if data from the EEPROM is needed when less energy is available, they
can be read from VEEPROM instead of from EEPROM. The introduction of this module
allows reshaping the power distribution so that the power peaks caused by the accesses to
EEPROM can be moved to less critical time intervals. In exchange, the tag spends more time
initializing, as it must copy the data from the EEPROM to the VEEPROM.
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3. Analysis of the clock signal requirements

As the power consumption of the digital core grows with the clock frequency, the selection
of a minimum clock frequency will maximize the communication range. In the following, a
detailed study of the clock signal constraints for C1G2 communication is presented. This
study shows that the minimum required clock frequency depends on the characteristics of
of the clock signal and the implementation of the transmitter.

The section is organized as follows. First, a model for the clock signal used by the digital
core is defined. Then, the operation of the digital core is analyzed together with the
specification of the standard. From this analysis, equations that constrain the clock signal
parameters are obtained. These equations are computed numerically to find the regions in
the clock signal parameter space where the C1G2 standard specifications are satisfied. These
results facilitate the definition of the requirements for the generator of the clock signal used
in the digital core.

3.1 Clock model

Ideally, the clock signal can be considered as a square wave of period T. The frequency,
f=1/T, is assumed to be constant and invariable in time. Nevertheless, actual clock sources
do not generate perfect clock signals. For instance, if we measure the average clock period
over two time intervals in different days or ambient conditions, the results may be different.
Moreover, the duration of the clock periods within the same time interval suffers small
variations from one cycle to another. For our analysis, we will model the clock signal using
two parameters:

Average period, T,: it is the mean value of the period of the clock signal during a whole
inventory round.

Random jitter, & it is a random variable that represents the normalized deviation of the
clock edges from the edges of the average period.

Thus, the duration of the ith clock period T; is given by Ti=T,+¢;. If the maximum random
jitter of the clock signal is annotated as {max, then for all i, Tie [Ts (1-Emax), Ta (1+&max)]

3.2 Forward link

In the forward link of C1G2 (EPC Global, 2005), a reader communicates with one or more
tags by modulating a Radio Frequency (RF) carrier using Amplitude-Shift Keying (ASK)
modulation with Pulse Interval Encoding (PIE). The reader transmits symbols of duration
Ts=Ty+T.. In each symbol, the signal has maximum amplitude during Ty seconds and
minimum amplitude during T seconds. T=PW for both a data-0 and a data-1. As shown in
Fig. 3, in order to transmit a data-0, Ty is set so that Ts=Tari. In order to transmit a data-1, Ty
is set so that 1.5 Tari <Ts<2 Tari.

L, 1.5 Tari < data-1< 2.0 Tari -
Tari
i’ ;
PW
i »
. ]
data-0
PW
< >
data-1

Fig. 3. PIE codification, from (EPC Global, 2005).
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The forward data rate is set in the preamble of every command sent by the reader to the tag
by means of symbol RTcal, as shown in Fig. 4. The duration of this symbol RTcal is equal to
the duration of a data-0 plus the duration of a data-1. A tag shall measure the length of RTcal
and compute pivot=RTcal/2. The tag shall interpret subsequent reader symbols shorter than
pivot as data-0s, and subsequent reader symbols longer than pivot as data-1s.

1Tari |~ 2.5Tari<RTcal <3.0 Tari
12.5us 5% PW PW
< > <> <>
delimiter data-0 R =>T calibration (RTcal)

Fig. 4. Forward link calibration in the preamble, from (EPC Global, 2005).

3.2.1 Symbol detection

The front-end of the tag is assumed to have a one bit Analog to Digital Converter (ADC) to
convert the envelope of the RF signal to a digital signal. The input to the digital core is
assumed to have a high value during Ty and a low value during T;. The digital core samples
the input signal and identifies the incoming symbols by measuring the distance between
modulated pulses. It is assumed that one sample is taken every clock cycle.

Given a generic symbol S, its duration will be annotated as ts. The number of samples
obtained when sampling S, ns, will be in the range defined by equation (4).

b i)
T (1+&00) T, - (1= Ga)

where |-]and|[-]are the floor and the ceil functions respectively.

3.2.2 Forward link constraints

For proper operation, the digital core shall be able to detect when its input signal is in the
high and in the low states. The duration in the low state, PW, is the shortest one. Therefore,
the first constraint is that nppw>1. From (4), the first constraint is obtained:

{TPWJM. 5)
v (1 &)

max

The second constraint comes from the fact that in order to detect the data-0 symbol properly,
the number of samples obtained from a data-0 symbol has to be lower or equal to
Mpivot:  Ndata-0SMpivot, Where npl-wt=|_nRTc,,1/ 21, Using (4) to obtain the maximum number of
samples for #4u0.0 and the minimum number of samples for rrre, we have,

Tari < 1 RTcal ©)
'I-‘H : (1 - émax) - 2 T/I . (1 + gmax .

If the symbol to be detected is a data-1, then we need that #4u01>1piver. Taking from (4) the
minimum number of samples for 1.0 and the maximum number of samples for nrr, we
obtain the third constraint:
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RTcal —Tari 1 RTcal
T <|= . 7)
a '(1+{§max) 2 Tﬂ ‘(1_§max)
3.3 Backward link

In the backward link, a tag communicates with a reader using ASK and/or Phase-Shift
Keying (PSK) backscatter modulation (EPC Global, 2005). The backward link data
codification can be either FMO0 baseband or Miller. Both the backward link codification and
data rate are set by the reader in the last Query command. The backward data rate is set by
means of the duration of the TRcal symbol in the preamble and the Divide Ratio (DR)
specified in the payload of the last Query command.

A tag shall compute the backward link frequency as

rr=_PR ®)
TRcal

and adjust its response to be inside the Frequency Tolerance (FT) and Frequency Variation
(FV) limits established by the C1G2 standard (EPC Global, 2005). Additionally, the standard
sets requirements on the duty cycle of the backward signal.

3.3.1 TRcal symbol detection

The first source of error in the generation of BLF is introduced when symbol TRcal is
detected. The digital core measures the duration of TRcal as the number of entire clock
cycles comprised inside the backward link calibration symbol, #1rc. The value of nrrea will
be an integer in the range given by (4). The value of n1r. is used to compute the number of
cycles required to synthesize one cycle of BLF. As nrgra is an approximate representation of
the duration of TRcal, an error will be introduced.

3.3.2 Backward link frequency synthesis

The accuracy of the synthesized backward link signal depends on how the transmitter is

implemented. In the following, we analyze three possible implementations: balanced half-

Tpri base transmitter, unbalanced half-T; base transmitter and full Ty, base transmitter. A

set of backward link constraints result for each of the three transmitters.

For latter use, the following definitions are performed:

e T,s=1/BLF is the period that the transmitter has to synthesize.

®  nry is the number of clock cycles inside of a period of the synthesized backward link
signal.

e nyis the number of clock cycles that the transmitter maintains the output signal in high
per period of the synthesized backward link signal.

e 1 is the number of clock cycles that the transmitter maintains the output signal in low
per period of the synthesized backward link signal.

3.3.3 Balanced half-Tp base transmitter constraints

This is the most straightforward implementation of the transmitter using a synchronous
digital circuit design flow. Inside the transmitter, a counter counts ny=nr clock cycles, and
the output signal is toggled every time the counters finish. As ny and 7y, are the same, the
output BLF signal stays the same number of cycles in high and in low, generating a balanced
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waveform. Thus, the transmitter needs to computes the number of cycles required to
generate a half-T,; pulse. As this value has to be an integer, rounding is performed as
shown in equation (9).

N =Ny = "TRcal +l

#H= T 9pR T2 ©)

And thus, n1y=2ngy.
The average value of the synthesized backward link frequency will be nr,; T,. Taking from
equation (4) the maximum and minimum values of nrre., we can write the following two
constraints to meet the frequency tolerance requirements of the standard:

DR 1-FT)< L (10)
TRcal [ TRcal —‘
T .(1-
a (1 gmax) + 1 . Tu
2-DR 2
DR 14+FT)> 1 1)
TRcal [ TRcal J
T.
a (1 + gmax) + 1 . Ta
2-DR 2

On the other hand, the frequency variation of the synthesized backward link signal is given by

11
T, T.l |T.-T,
FV =l ‘ LU— (12)
; Tp’ik ‘
Tpri
Taking into account that
Tprik - ani = Ta : (1 + 51) - nTpri ' Tn = z gi : Ta (13)
i=1 i=1
and manipulating equation (12), it can be shown that
A S (14)
1
1+
. Npri max
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From the requirements in the standard, we find the frequency variation constraint

$max < 0.0256. (15)

This constraint is independent from the clock frequency: it only limits the maximum jitter.
Finally, the duty cycle requirements are considered. The duty cycle can be expressed as

ny

ZTa'(l""fi)
DC= — . (16)
ST (146)+ 2T, (1+£)

i=1

Working on (16), the following equation is obtained,

pc-—— L (17)

ny °
n + Zézz
i-1

Ty

ny + Z éci
i=1

Introducing the worst case jitter values in (17), the minimum and maximum duty cycles are
obtained. Taking the requirements from the standard we have

1+

1

1 L max
Ty (1=
1+ My (14 S

In this type of transmitter ny=n;, and equations (18) and (19) yield the same duty cycle
constraint:

Emax< 0.1 (20)

3.3.4 Unbalanced half-T base transmitter constraints
In this case, we also perform a synchronous digital circuit design flow, but we first compute
the value of ny; as

n 1
NTpri :\‘ ]g;al +EJ : (21)

And then, the values of ny and n; are selected as,
ng = |_nTpri/2J (22)

np =Npri —1p - (23)
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The counter in the transmitter counts ny clock cycles while the output is set to high, and n;
clock cycles while the output signal is set to low.

Proceeding in a similar way to the former transmitter, we find the two frequency tolerance
constraints to be

DR 1

-(1-FT)< 24
TRcal ( ) { TRcal —l @4
Tﬂ'(l_é:max) +1 'T
DR 21
DR -(1+FT)2 L . (25)
TRcal \\ TRcal J
Tﬂ '(1+§max) +1 .Tu
DR 2

The frequency variation constraint is the same as for the former transmitter and is given by
(20).

In this transmitter, the values of ny and ny are different. If we replace equations (22) and (23)
in equations (18) and (19), we obtain the two duty cycle constraints.

The backward link signal synthesized with this transmitter has a more accurate frequency.
Nevertheless, the duty cycle is worse than in the former transmitter, because the number of
cycles that the output signal is set to high and the number of cycles that the output signal is
set to low can be different. This generates an unbalanced output waveform.

3.3.5 Full-Ty.i base transmitter constraints

This approach can be found in (Ricci et al., 2008). Part of the backward link signal synthesis
is performed out of the digital circuit synchronous domain of the transmitter as shown in
Fig. 5. The transmitter controls a multiplexer, which sets the output BLF signal to '1', '0', 'clk'
or 'not clk'. With this technique, the time granularity needed by the transmitter is T}, instead
of T,i/2, because the availability of 'clk' and 'not clk' makes it possible to toggle the input to
the load modulator two times per clock cycle. Therefore, the values of ny and n; can take
values with a precision of a half period:

clk —»} X

—»—[>»—>

LOAD
MODULATOR

mux

q

‘0’

Fig. 5. Full-Tp;; base transmitter.
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ny =n, =ng,, /2 (26)

where nrp,; is computed using equation (21).

The frequency tolerance constraints for this transmitter are the same as for the former
unbalanced half-T,,; base transmitter and they are given by equations (24) and (25). The
frequency variation constraint is equation (20), as for the two former transmitters.

In order to analyze the duty cycle, we define ny® as the number of complete clock cycles
that the signal is in high:

ny =|ny, | 27)

and np® as a variable that takes the value one when the signal has to be in high for half a
clock cycle and cero when not; i.e.:

n) =n, mod2. (28)
Using these definitions, the duty cycle for this transmitter is given by

)

ST (1+&)+n) T, (L4 &)
DC == 2

(29)

i

DT (1+8)

Introducing the worst case jitter values, the minimum and maximum duty cycles are
obtained. Then, taking into account the requirements from the standard, we obtain the two
duty cycle constraints for this transmitter:

iy N i
m) + == )+ ) G
min(DC) = >0.45 (30)
nTn,, . (1 + émax)
) () )
n) + e (1) 4 1)) &
max(DC) = 2 <0.55. 31)

A, (1-¢ma)

The accuracy of the backward link signal synthesized with this transmitter is the same as for
the former transmitter, but this transmitter has no negative effect on the duty cycle, as the
synthesized output signal is balanced.

3.4 Results

In order to comply with all the C1G2 specifications, the clock signal has to fulfil all the
presented constraints. As some of these constraints depend on the implemented transmitter
type, in the following, the clock constraints are evaluated separately for the three
transmitters. The results have been obtained sweeping the range of possible values of all the
parameters. Tari, RTcal and TRcal have been swept with a resolution of 1us for both values
of DR. The resolution in 1/ T, is of 1 kHz and of 0.1% in {max.



Design Considerations for the Digital Core of a C1G2 RFID Tag 25

Fig. 6, Fig. 7 and Fig. 8 show the main constraints for a C1G2 digital core with a balanced
half-T,,; base transmitter, an unbalanced half-T,,; base transmitter and a full-T,; base
transmitter, respectively. The results are presented in a two dimensional plot, where the
horizontal axis represents 1/T, and the vertical axis represents {max. The forward link curve
separates the (1/7T,, {usx) combinations that violate any of the forward link constraints from
the (1/T,, §uax) combinations that satisfy all of them. For the backward link, the constraints
have been plotted separately, so that we can better see their effect in the clock source
requirements. Any combination (1/ T, §max) inside the filled area fully complies with all the
C1G2 clock requirements. Given a value of {max, several ranges of compliant values of 1/T,
are found. The clock source implemented in the design has to generate a clock signal whose
frequency is inside this range and its jitter is lower than the maximum allowed for the
selected range.

If we analyse Fig. 6, we can observe that, for a digital core with a balanced half-T,,; base
transmitter, it is possible to satisfy the C1G2 specifications with a clock frequency as low as
2.5 MHz. Nevertheless, in order to work in this region, the clock source needs to be very
accurate and stable. We propose to work in the range (3.2 MHz-4.3 MHz) with looser
requirements for the clock source stability and allowing a maximum jitter of 1%.

An unbalanced half-T,,; base transmitter allows synthesizing a more accurate BLF than with
the balanced half-T,,; base transmitter. However, we can observe in Fig. 7 that this gain in
accuracy has a negative effect in the duty cycle. As the duty cycle constraints are really
restrictive in this case, the minimum clock frequency actually required is much higher than
in the previous case. In fact, the clock frequency for such a design has to be higher than
6.4 MHz.

Fig. 8 shows that a C1G2 digital core with a full-T,, base transmitter obtains the best results
related to the clock constraints. A wide secure operating region is found at 1/T, = 1.9 MHz
with §max=0.5%. Moreover, with an accurate enough clock source, it is possible to satisfy the
C1G2 clock signal constraints with a clock frequency as low as 1.30 MHz.

“  Forward link

o Freq. tolerance
“  Freq. variation
" Duty cycle

3 4 5
T (MHz)
a

Fig. 6. Clock frequency constraints for C1G2 digital core with a balanced half-T); base
transmitter.
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Fig. 7. Clock frequency constraints for C1G2 digital core with an unbalanced half-T},; base
transmitter.
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Fig. 8. Clock frequency constraints for C1G2 digital core with a full-Tpri base transmitter.

4. Energetic study

As explained in Section 1.2, the communication range of the system is strongly related to the
power consumption of the tag. However, these power constraints are obtained assuming that
the reader transmits a constant amount of power and that the tag also consumes power
uniformly. None of these assumptions is true when the communication between reader and
tag starts. The signal emitted from the reader is modulated, so that there is no continuous
energy input at the tag. Moreover, the power consumption of the tag usually changes during
the communication process. Thus, it is necessary to perform an energetic study to analyze the
real behaviour of passive tags, and to understand the real limitations of the system.



Design Considerations for the Digital Core of a C1G2 RFID Tag 27

The C1G2 communication protocol specifies that the forward link communication shall be
ASK with a modulation depth of 90%, and the backward communication can use ASK or
PSK backscattering. During the forward link the RF envelope is modulated with pulses of
duration PW as shown in Fig. 9. High PW favours a clear communication. Low PW, instead,
minimizes the time periods with no input power. The C1G2 standard defines the limits of
acceptable PW values.

data-1 data-0

Fig. 9. Modulated RF signal during downlink communication.

Assuming that the power received during PW is negligible, the supply capacitor will supply
the energy required by the rest of the tag. This will produce an energy discharge during PW.
A similar effect occurs when the tag replies to the reader backscattering the received signal.
The modulation in the backscattered signal is produced switching the reflection coefficient
of the antenna between two states to differentiate a '0' from a 'l'. Thus, the tag can
communicate with the reader, but cannot receive all the energy of the input signal. The
energetic discharge of the supply capacitor causes a drop in the supply voltage. This voltage
drop is related with the discharged energy amount and with the value of the supply
capacitor, Ceyp. As the circuitry of the tag requires a minimum supply voltage to work,
energetic constraints can be obtained for the value of Cgyypy. Moreover, the C1G2 standard
specifies the minimum charge time of the tag, which also limits the value of Cgyppiy.

This section is organized as follows. First, we present the models employed to analyze the
energetic behaviour of the tag. An expression is obtained for the constraint on the maximum
value of Cgyppy and expressions that can be used to evaluate the constraint on the minimum
value of Cyyppiy are presented. Next, we describe the methodology to evaluate the constraint
on the minimum Cgyppiy. Finally, a case study is presented as example.

4.1 Tag model

In order to perform the energetic analysis, a simplified model of the tag is defined. The
model is divided into three sub models, each of one representing a specific state of the RFID
communication. The first model represents the behaviour of the tag during the charge of the
supply capacitor. In this model, it is assumed that the front-end of the tag includes power on
reset (POR) circuitry. This POR block is usually included in RFID front-ends in order to
switch on the tag only after the supply capacitor has been charged. This way, the tag
consumes almost no power during the charge period allowing a faster charge and avoiding
uncontrolled activity in the tag due to low supply voltage. The second model describes the
energetic behaviour of the tag when the supply capacitor is charged, all the circuits are
working and a continuous power is arriving to the antenna. Finally, the third model
describes the behaviour of the tag when the input wave is modulated, and times of period
with no input power are present.
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In order to calculate the available power in the tag, the Friis equation is used to estimate the
power available in the antenna, and the power conversion efficiency factor of the tag is
applied. The power available in the tag is given by

A

E)z “Grag n (32)

Py = Pegp - (

where Pprrp is the equivalent isotropic radiated power emitted from the reader, A is the
wavelength of the operation frequency, r is the communication range, Grac is the gain of the
tag antenna and 7 is the power conversion efficiency of the tag.
The characterization of the front-end includes the power conversion efficiency 7, the power
consumption of the tag Prac, the required minimum supply voltage Vi, and the maximum
allowed supply voltage V. The front-end creates a regulated voltage at Viuix to supply the
rest of the blocks of the tag. Moreover, the supply voltage is limited to Vi, so that the
technology does not break.

4.1.1 Charge of Csuppiy

When the reader starts emitting power for the first time, the tag begins accumulating energy
in the supply capacitor Cyppry. During this process, all the blocks of the tag remain switched
off, so that all the incoming energy is stored in Csppiy. The model for this behaviour is shown
in Fig. 10. It consists on a power source connected to Cgyp,. This model is a simplified
description of the behaviour of the tag during the charge process until the supply capacitor
reaches the supply voltage V., At this point, the POR switches all the modules of the tag
on, and the behaviour of the tag changes.

Pin ? Csupply

Fig. 10. Tag model during charge process of the supply capacitor.

The energy stored in Cgyppy, is related with the voltage V as follows:

V2. (33)

supply '

19 1
E=[0—T 45— —=.C
he—da=55 2

supply supply

Given that the energy received during the time period f is equal to Pv- ¢, from (33), the
charge time required for a specific Cqppiy to reach Vi, is obtained as

C V2
tfhnr e = M N (34)
i 2: PIN

Introducing the maximum charge time specified in the standard in (34), and isolating Csuppy,
the maximum Cgppiy constraint is obtained,
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2.P,-15-107
max :T'

min

C (35)
This constraint depends on the available input power, and thus, it depends on the
communication range between reader and tag.

4.1.2 Tag working with input power

Once Vyuix has been reached, more blocks in the tag are active and, thus, the power
consumption of the tag increases. As the supply voltage of the different blocks is regulated,
the power consumption of the tag does not change with the supply voltage at Csyppry. Thus,
the power consumption of the tag is inserted in the model as a power source in the opposite
direction to the input power source. Fig. 11 shows the model of the tag with all the blocks
switched on and receiving constant power from the reader.

(1) () e ) v

Fig. 11. Tag model receiving CW from the reader.

In this case, depending on the communication range, Piy may be greater or lower than Prac.
If Piv > Prac, Vuppiy still receives some energy and keeps on charging. If Piy < Prag, instead,
Csuppy has to provide the difference, and will discharge slowly. The maximum stable
communication range is the one where Py = Prac. Eventually, this is the power limitation
seen in Section 1.2.

Given that at ty the supply voltage had a value of Vo, the energy accumulated in the
capacitor at this moment was

E, Le

o Tsuprly |

V2. (36)

Considering a stable situation receiving continuous power from the reader between ¢, and
f1, the available energy in Cyypiy at 1 is

Et1 :Ern +(PI - Py, )'(tl_to)' (37)
From (33), (36) and (37), the supply voltage at t; is obtained,

V’1 :\/‘/[:+2'(1)1N_PTAG)'(tl_tO) . (38)

supply

4.1.3 Tag working without input power
When the real communication starts, the reader modulates the RF wave. During the
modulation, periods of time with no input power exist. The same happens during the
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backscattering of the answer. For these periods of time, the model shown in Fig. 12 is used.
Both, the forward and backward modulation cause a voltage drop in Ceyppiy.

N

4 *\ |
PTAG Csupply —_— | V
N )

Fig. 12. Tag model receiving no power from the reader.

In this case, considering a stable situation when no input energy is received from the reader
between t; and t,, the energy at t» is given by

Ez2 = Etl - P '(tz - t1) . (39)
And the supply voltage at t; is given by

Vt2 :\/thz_z‘PTAc (—1) ) (40)

supply

4.2 Methodology for the energetic study

When a communication link is established, the RF wave is modulated in order to transport
information, and the input power available in the tag is variable. This can cause a drop in
the supply voltage. If the supply voltage drops below a minimum voltage value, Vi, the
tag operation can fail.

Analysing (38) and (40), we can observe that the supply voltage at a certain instant depends
both on Cgyppy and on the power consumption of the tag. When power management
techniques are applied to a design, this power consumption can be very variable in time.
Additionally, different commands and forward and backward frequencies produce different
profiles of power consumption in the time. There will be a certain command and certain
forward and backward frequencies that yield the maximum power consumption of the tag,
Pinax. Given a communication distance (or a specific input power in the antenna), a minimum
value of the supply capacitor, Cyi,, can be obtained that ensures that the supply voltage does
not drop below Vi, even if P, is consumed.

4.2.1 Estimation of power consumption profile
Given a system S = {mqo, m1, my, ..., mn.1} composed by N modules, the power consumption
without power-management is given by

Prora = Z Prm . (41)
m; €S

However, when power management is implemented, different working states are defined
depending on the activity of each module. In this case, a better characterization of the power
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consumption is obtained determining the average power consumption of the design in
every working state (WS) as

PWS = z Pm(r + Z I)leakagz,,," +PmpM 4 (42)

m; eWS m; WS

where mpy is the new power management module introduced to generate the clock gating
control signals for the modules. The average power consumption of the different modules of
the design can be determined making them work independently at full load.

Combining the power consumption during each working state and the time spent in each of
them, the profiles of the power consumption for all possible commands and configurations
are obtained.

4.2.2 Selection of the optimum value of Csyppiy

Equation (38) can be used to analyse the voltage drop during the charge and equation (40)
during the discharge. The power profile that causes the highest voltage drop is considered
to be the worst power profile. The search for the worst case shall consider the different
commands and configurations. Given a value of Cgypy, there is a maximum value of the
communication range where the supply voltage does not fall below V,;, in the worse case.
Thus, for each value of Cqypp, the maximum communication range can be obtained.

On the other hand, for each communication range, the constraint defined in (35) sets an
upper limit on the value of the supply capacitor, Cue. Taking into account the Ciix
constraint caused by the modulation of the RF wave and the C,.,» constraint set by the
maximum charge time established by the C1G2 standard, the optimum value of Cgyppi, can
be selected.

4.3 Case study

In the following example, a front-end which consumes 25 pW and has an efficiency of
11 =30% is assumed. The voltage limiter of the front-end is assumed to be set to 2.0 V, and the
lower limit of the voltage, Viux to 1.2 V. Pgrrp is set to 2 W, which is the maximum power
emission allowed in Europe for RFID communication at the operation frequency of
868 MHz, and Grac is set to 1 assuming an ideal isotropic antenna. The clock signal has been
set to 1.5 MHz and the typical PVT operating conditions have been used.

Using the procedure described in Section 4.2.1, the power consumption in the five working
states defined in Table 1 can be obtained. As the activity of the input signal depends on the
forward link frequency determined by Tari, the actual power consumption of the design in
RX working state also depends on the value of Tari. Similarly, the activity of the output
signal depends on the BLF employed. Thus, when presenting any power consumption result
of C1G2 digital cores, the configuration of the forward and backward links has to be
specified. There is a lack of information about these parameters in the literature, where the
results obtained are presented without further specifications.

If we know the power consumption of the tag in each working state for all values of Tari
and BLF, the power consumption profile of any command can be generated. As an example,
Fig. 13 (a) shows the power consumption profile of a Read command with Tari = 25 ps and
BLF =40 kHz. The Read command in this example requires that the whole EPC bank (96 bits)
is read. It can be observed that the power consumption changes from one working state to
another.
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Fig. 13. Power distribution and voltage drop of a Read command for Tari = 25 pus and
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4.3.1 Worst command

In order to determine the worst command, the power distribution of every command in the
C1G2 standard must be obtained, as well as the voltage drop caused by them in the supply
capacitor. As an example, for Tari = 25 ps and BLF = 40 kHz, Fig. 13 (b) shows the voltage
drop caused by the Read command. In this case, the time that the tag has to recover energy
per received symbol is greater than the recovery time per transmitted cycle. Thus, even
though the power consumption in RX is higher than in TX, the voltage drop caused by the
reception of the command is smaller than the voltage drop caused by the transmission of the
answer.

In our example, the final voltage in the supply capacitor is 1.3134 V. This is the greatest voltage
drop in the supply capacitor produced by any EPC command for the design considered in our
case study. This is due to the fact that the read command of the whole EPC bank is one of the
longest commands received by the tag and requires the transmission of the largest amount of
data. Thus, in order to characterize our digital core, the average power consumption for a Read
command requesting the data of the biggest memory bank shall be used.

4.3.2 Worst configuration

The effects of employing different forward and backward data rates shall also be studied.
The worst case Read command will be used to study the effect of the backward link
configuration. However, in this command, the voltage drop caused by the forward link is
mostly covered by the voltage drop caused by the backward link. Thus, results for the
command with longest forward link communication, Select, will be also presented to
observe the effects of Tari.

Fig. 14 presents the power distribution and supply voltage drop of the worst case Read
command for Tari = 25 pus and BLF = 640 kHz. If we compare these results with the ones
shown in Fig. 13, we can observe that the power consumption during the TX working state
reduces as lower BLFs are employed. However, reducing BLF makes the communication
slower and requires that that tag stays more time in the TX working state. At the end, this
produces a bigger voltage drop in the supply capacitor. In order to maximize the
communication range of CIG2 RFID systems, a high BLF configuration is suggested.
However, in order to characterize our digital core, results with the lowest BLF shall be used,
i.e.: BLF = 40 kHz.

Fig. 15 shows the power distribution and supply voltage drop of the Select command for
Tari = 6.25 us and BLF = 240 kHz. Fig. 16 presents the power distribution and supply voltage
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drop of the same command for Tari = 25 ps and BLF = 240 kHz. Comparing both
configurations, it can be observed that for higher values of Tari the power consumption in
the RX working state is reduced and, thus, the discharge of the supply capacitor slows
down. However, as the forward link frequency is reduced, the time required to transmit the
same number of symbols increases. Due to this fact, the supply voltage drop at the end of
the operation is greater with a high Tari. Thus, the communication range of a C1G2 RFID
system may be increased by configuring low Tari values. In order to ensure the correct
operation of the tag in any case, the characterization of the digital core has to be done with
the worst case forward link configuration, which is Tari = 25 ps.
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Fig. 14. Power distribution and supply voltage drop of the Read command for Tari = 25 us

and BLF = 640 kHz.
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Fig. 15. Power distribution and supply voltage drop of the Select command for Tari = 6.25 us

and BLF = 240 kHz.
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Fig. 16. Power distribution and supply voltage drop of the Select command for Tari = 25 ps

and BLF = 240 kHz.
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4.3.3 Energetic constraints

For the worst command and worst configuration, the energetic constraints have been
calculated using the model described in Section 4.1 and the methodology described in
Section 4.2.2. Fig. 17 shows the obtained results for our example. On the one hand, for
operation points below the C,;, constraint line, the supply capacitor is high enough to keep
the supply voltage over V. On the other hand, C,.x establishes the maximum value of the
supply capacitor in order to fulfil the charge time specification. The area that is below both
constraint lines is the operative region where the C1G2 standard is completely fulfilled.

In this case, with values of Cqpy below 0.35 nF, the supply voltage always drops below V.
The maximum communication range is achieved for values of Cgpy above 90 nF. However,
with such a capacity, the Cux constraint is violated. Ceyppiy =30 nF is the point where both
constraints cross. This is the value of C;, that maximizes communication distance fulfilling
all the energetic constraints.

It can be observed in Fig. 17 that the dimensioning of Cgypy, has a relevant impact on the
actual communication range. In this case, the system would work properly with a supply
capacitor of 1 nF, but the communication range would be limited by the energetic constraint
to 2.8 m. Increasing Cqypply, the communication range is increased to 3.3 m.

Maximum distance {m)
o = I o
[ — [ M [ (5] (4]
T T T T T T T

S i
10" 10°

Csupplv )

Fig. 17. Maximum distance achievable for different values of Csupply.

5. Conclusion

A communication link standard poses many constraints to the clock of the digital core of a
tag for proper forward-link data detection and backward-link data backscattering. For the
C1G2 standard, the backward link requirements are the ones that set the most restrictive
constraints. There are several frequency bands where the C1G2 specifications are fulfilled.
Depending on the characteristics of the clock source, such as the average period and the
maximum jitter, and on the type of transmitter, the most suitable operation point can be
selected using the results presented in Section 3.

In the literature, the average power consumption is usually presented to characterize a tag.
However, we have seen in Section 4 that this value is not enough. Due to the energetic
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behaviour of the tag, the communication range is also limited by the value of Cyppy.
Moreover, this constraint depends on the profile of the power consumption, which changes
from one command to another and from one communication mode to another. In order to
obtain a complete characterization of the proposed design, a procedure as the one shown in
Section 4.3 shall be followed.
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1. Introduction

Every year researchers and engineers are finding new and useful applications for Radio
Frequency Identification (RFID) systems (Finkenzeller, 2003). Because of the growing use of
RFID systems, many different areas of research have also been developed to improve the
performance of such systems. A few of these areas of research include novel antenna
designs (Rao et at., 2005; Calabrese & Marrocco, 2008; Amin et al. 2009), analysis on the
backscatter properties of RFID tags (Yen et al.,, 2007; Feng et al., 2006), mutual coupling
between RFID tags (Li et al., 2008; Owen et al., 2009) and the deployment of RFID systems to
complex and extreme environments (Qing & Chen, 2007; Sanford, 2008). There are many
aspects to each area of research in RFID. A major topic in many of these areas involves
research on the antenna design for RFID tags.

This chapter will focus on the design of efficient space-filling antennas for passive UHF
RFID tags. First, an introduction to RFID systems is presented. This is done by describing
the major components in a RFID system and how they communicate. Then, the particular
backscattering properties of a passive tag are described from a unique electric field integral
equation standpoint and from an overall systems perspective (i.e.,, using the Friis
transmission equation). This discussion will then be followed by a section describing a
practical design process of various space-filling antennas for passive tags. Finally, a
summary of future work and a conclusion about the chapter is presented.

2. An introduction to RFID systems

The two main components of a RFID system are the readers and the tags. An overview of a
RFID system is shown in Fig. 1. A reader consists of an antenna, transmitter/receiver and
typically an interface with a PC (or other device for viewing information) while a tag has an
antenna and an integrated circuit (IC) connected to the antenna (Fig. 2). The reader is a
device that transmits electromagnetic energy and timing information into the space around
itself to determine if any tags are in the region. This region around the reader is sometimes
called the interrogation zone (Finkenzeller, 2003). If a tag is in the interrogation zone (i.e., or
interrogated by the reader), the tag will use the IC connected to the antenna to establish
communications with the reader and transmit the appropriate information. The max
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possible distance that a tag can be interrogated by the reader is referred to as the max read
range of the tag.

Incident electromagnetic field \
RFID from the reader with power \
antenna  apd timing information \

S
I
RFID tag

To PC -\ _—
RFID

reader Backscattered electromagnetic
field from the tag with response
and information

/

Interrogation zone /

boundary (max read range)
Fig. 1. Overview of a RFID system.

Integrated circuit

Space-filling on the RFID tag

N
F

Substrate

Fig. 2. A Passive RFID tag.

In general, RFID systems can be placed into three major categories: active, semi-passive and
passive (Finkenzeller, 2003). An active tag has an onboard battery and can communicate
with the reader using only the power from the battery on the tag. A semi-passive tag (or
battery assisted tag) is awakened by the incident electromagnetic field from the reader
antenna and uses the onboard battery to communicate with the reader. This greatly
increases the read range of the tag. Finally, a passive tag does not have an onboard battery.
The incoming electromagnetic field from the reader induces a port voltage on the tag
antenna while a power harvesting circuit in the IC loads the antenna and uses the port
voltage and current to provide power to the digital portion of the IC. This power is then
used by the IC to identify itself and communicate back to the reader. An IC on a passive tag
is usually referred to as a passive IC. A passive IC communicates with the reader by
changing the input impedance of the power harvesting circuit. The impedance is changed
between two different values to represent a logic 0 and 1 in a digital signal. Changing this
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input impedance results in two different scattered fields from the tag. These scattered fields
(backscattered fields) are received by the reader and the digital information is processed.
Understanding how these backscattered fields radiate in the region around the RFID tag is
important. Because of this and the fact that this chapter focuses on antenna design, the next
few sections will present various methods for understanding the backscattered field from
the RFID tag.

3. Backscattering properties of a passive RFID tag

Typically, the performance of a RFID system is described using the Friis transmission
formula (Rao et al, 2005; Marrocco, 2003). This is a very useful approach to present the
performance of a RFID system, and will be done later, but many of the details associated
with the tag are not easily extracted from such a presentation. For example, the current
distribution on the tag antenna during an interrogation may be of interest or information on
the mutual coupling between multiple tags may be a concern. One method to describe other
aspects of a passive RFID tag is to derive expressions for the electric field in the region
around the tag antenna in terms of the current distribution on the antenna. Once the electric
field in the region around the tag is known, many other aspects associated with the RFID tag
can be explored. In the following section, the backscattered field from a thin-wire dipole is
derived in terms of the load impedance of the antenna. This will show how matching the
load impedance with the antenna will result in a much lower scattered field when compared
to the case when the terminals are shorted-circuited (Braaten et al., 2006).

3.1 Backscattering from a thin-wire dipole

First, consider the thin-wire dipole shown in Fig. 3 (a) immersed in free-space. Ej.
represents the incoming wave from the reader and Z; represents the input impedance of the
passive IC. For this discussion, it is assumed that the length L of the antenna is 1/2 where A
is the wavelength of E;,. (ie., the wavelength of the frequency at which the reader is
transmitting at) and that the tag is in the far-field of the reader. This simplifies Ej,. to a
constant value. Ej,, is travelling in the -y direction and has a Z- component. As Ej,.
impinges on the thin-wire dipole, a current is induced. This induced current on the thin-
wire dipole is assumed to be (Stutzman & Thiele, 1998)

1(z) = I, sin [,B (g - |Z|)] @

where I, is the maximum current along the antenna, f is the free-space phase constant and
|z| £ L/2 . This assumption is valid as long as Z is chosen in a manner that preserves the
sinusoidal current distribution on the thin-wire dipole. One example that would preserve
the sinusoidal current distribution would be a 50 Q load connected to a half-wavelength
dipole (Braaten et al., 2006). Next, using (1) in the induced emf method, an expression for
the open circuit voltage V,. at the port of the dipole can be written in the following manner
(Balanis, 2005; Stutzman & Thiele 1998):

_ﬁ _LL/jZ Ly sin [.8 (5_ |Z’|)] Eipcdz' @
where 1(0) is the current at the terminals of the dipole. Subsequently, assuming E;, is a
constant value and evaluating (2) results in the following expression (Braaten et al., 2006):

Voo =
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Voe = — %tan (%) 3)

Equation (3) is a simple expression for the open circuit voltage of the dipole and it is clear
how the incident field from the reader can be used to control the induced voltage.

z
J" Free-space

I(Z)T L/2

10
V“ - y Eine Voc ZL yL

(@) (b)
Fig. 3. (a) A thin-wire dipole in free-space; (b) the equivalent circuit of the receiving dipole
Next, consider the equivalent circuit of the receiving dipole shown in Fig. 3 (b) where Z;, and
Z, are the load and antenna impedance values, respectively. Using voltage division, the
load voltage can be written as

Vv, =2V, = Z,1(0). )

T Z+z, O€

Then, substituting (1) and (3) into (4) and solving for /,, gives:

Einc

I = = (ZL+Z4)B cosz(%) ’ (5)

Next, an expression for the electric field from the dipole can be written in terms of I,,, in the
following manner (Balanis, 2005):

-jpr ~jBr -jBr
Ez(?) = —j301,, [e ;1 1 +e /P2 2cos(BL/2)e”) 0] (6)

T2 To
where f =2n/A, 1y =|Fl,rn =|ry, =7, p=|r_ —7Fland 7y = i% 2. Substituting (5) into (6)

results in the following expression for the electric field:

Ez,s @) = BL

j30Einc [e’jﬁ”l " e JBT2 2 cos(ﬂL/Z)e’jBTD]' @)
(Z+Z4)B cosz(T)

L4 T2 To
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E, s(¥) represents the scattered field in the region around the thin-wire dipole as a result of
Einc. Equation (7) provides insight as to how the scattered field is closely related to the load
impedance. Next, using the notation Ei; = Eyeqqer and Z;, = Zyqq, (7) can be written in a
more descriptive form:

e"Ifr1  e—JBr2 2cos(ﬁL/2)e’jBr0]
T T2 To

®)

= J30Ereader
Ezs () = (Zeag+2a)B cosz(%) [
where Eygqqer represents the incident field from the reader and Z.q4 represents the input
impedance of the passive IC. From (8), it is clear that by changing Z;,, the tag is able to
change the scattered field. In an RFID system, this change in scattered field propagates back
to the receiving antenna at the reader and the digital information is processed. Noticing how
this scattered field is changed by the passive IC is important for successful communication
between the reader and the RFID tag.
Next, several load impedances were defined (Z;; = 09,25€0,50Q and75Q) and the
resulting scattered field from these different loads were calculated using (8). The scattered
field was calculated 1 m from the middle of the dipole in the y-direction with a 1V/m
incident field from the reader. The different magnitudes of the scattered fields computed by
(8) are shown in Fig. 4. Two characteristics stand out from these computations. First, notice
that the largest scattered field is for the short-circuit case. This indicates that more of the
energy incident on the dipole is being radiated back into the space around the dipole and
not being used by the passive IC. This also improves the chances of the reader picking up
the backscattered field from the tag. Second, the lowest scattered field is for the 75 Q load.
This is because a 75  load has the closest match with the input impedance of the antenna.
This also indicates that less energy is being scattered into the region around the dipole and
more of it is being used by the load.
The results in Fig. 4 directly show how the field in the region around the dipole can be
changed by using different loads at the port of the dipole. Equation (8) could also be used to
study the mutual coupling between RFID tags. This coupling information may be important
for applications that require many RFID tags to be located in close proximity to one another.
In the next section, the far-field characteristics of a RFID system are presented using the Friis
transmission equation (Stutzman & Thiele, 1998). This will provide insight as to what
characteristics of an RFID tag determine the max read range.

3.2 Describing the wireless RFID system using the Friis transmission equation

The RFID system described in Fig. 1 essentially consists of two transceivers (the reader and
passive RFID tag). This type of communication system can be described using the Friis
transmission equation (Stutzman & Thiele, 1998):

GrqGrgM?
Ptg = Fra (anz q (9)

where P, is the power transmitted by the reader, P, is the power received by the passive
tag, Gyq is the gain of the transmitting antenna on the reader, G4 is the gain of the space-
filling antenna on the tag, 1 is the free-space wavelength of the transmitting frequency by
the reader, R is the distance between the antenna on the reader and the antenna on the tag
and g is the impedance mismatch factor (0 < g < 1) between the passive IC and the antenna
on the tag.
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Fig. 4. Backscattered field as a result of changing the load impedance (L = 6cm, a = Imm).

Equation (9) assumes a polarization match between the antenna used by the reader and the
antenna on the tag and that the tag is in the far-field of the reader. Several comments can be
made about (9). First, the power at the tag depends very much on G4 (the gain of the space-
filling antenna on the RFID tag). A larger gain would mean more power for the passive IC
on the tag. Second, using a longer wavelength would improve the power at the tag. Third, a
good match between the passive IC and antenna is essential for improving power delivery
to the passive IC on the tag. Fourth, the power available to the tag reduces by the distance
squared as the tag and reader antenna are moved apart.

An alternate expression for (9) can also be derived. Solving for R in (9) results in the
following expression (Braaten et al., 2008; Rao et al., 2005):

R = i qGraGegPra ) (10)
4n «’ Peg

Next, if the threshold power required to activate the passive IC and communicate with the
reader is denoted as P;p,, then a maximum read range 7;,4, can be derived from (10) with a

small substitution:
A qGrqGegPra
Tmax = n , Pt: . (11)

Equation (11) is a very useful expression for predicting the max read range of a passive
RFID tag. Normally, P, of the passive IC used on the tag is known while P4 and G,4 are
fixed. This leaves the two variables G, and q available for a designer. Typically, a tag is
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designed to make the most of 1,,,4,. One method of maximizing 1,4, is to design a tag with a
good value of q and a sizeable G..

In summary, (11) effectively shows which antenna properties on the RFID tag will
determine the max read range of the tag. In the next section, the concept of effective
apertures is presented and the maximum power available for the passive IC on the RFID tag
is discussed. It will be shown that even with a perfect conjugate match (i.e., ¢ = 1) between
the antenna on the RFID tag and the input impedance of the passive IC, only half of the
available power incident on the tag will be available to the passive IC. The other half of the
power is scattered into the region around the tag.

3.3 Effective apertures and power delivery on the RFID tag

Several computations can be carried out to determine the maximum available power from
the RFID reader. First, the power density S of the incident wave from the reader has to be
considered. From this incident power, the tag has to extract as much power as possible. This
extracted power is proportional to S by some factor. This proportionality factor is denoted as
the maximum effective aperture A, and is defined in the following manner (Stutzman &
Thiele, 1998):

Py = A.S (12)

where again P, is the power received by the passive tag. A, can be derived in terms of the
load impedance and S. To derive this expression, first consider the equivalent circuit of the
RFID antenna in Fig. 3 (b). The current flowing through the load impedance can be written
as:

VOC
1(0) = ;72 (13)
where Z;, = R, +jX, and Z, = R4 + jX,. The real power used by the load resistance is
Py = I*(0)R,. Next, solving for I(0) in the previous expression and substituting into (13)
results in the following expression for P,g:

Py =Ry (725 (14)

Then, assuming Z; = Z, for max power absorption by the load, (14) reduces to the following;:

Vi
Prg = o (15)
Equating (12) to (15) and solving for the effective aperture gives:
Vie
= (16)

The effective aperture can also be thought of as the effective area of the antenna. The units
for (16) are m2, which is also another useful way of thinking about the behavior of an
antenna on a RFID tag. By reducing the load resistance, the effective area of the RFID
antenna can be improved and hence more power can be delivered to the passive IC.

Also notice that the resistance in the antenna is also absorbing power. This can be seen
when considering the equivalent circuit in Fig. 3 (b). Again, assuming Z, = Z,, the power
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absorbed by the antenna is the same as the power absorbed by the tag as described in (15).
This means that only half of the power delivered to the antenna is absorbed by the passive
IC. The rest of the power is scattered into the region around the RFID tag. This scattering
loss characteristic is referred to as the scattering aperture Ag of the antenna (Balanis, 2005)
and can be calculated using

Py=A,S 17)

where P, is the power absorbed by the antenna (not the passive IC).

The previous discussion was meant to outline many of the important properties of RFID
systems. Several of these concepts will be used in the next sections to design compact space-
filling antennas for passive UHF RFID tags with very useful max read range values.

4. Designing space-filling antennas

Space-filling antennas are very useful for designing printed dipoles that resonate in a very
small space. Because of these characteristics, space-filling (or meander-line) antennas have
been very popular designs for passive RFID tags. It turns out that by using the periodic
nature of space-filling antennas, a designer can design compact space-filling antennas with
good matching properties and large gains (>2.0 dBi).

4.1 Design of a compact and efficient space-filling antenna

The design process presented here starts with the meander-line antenna shown in Fig. 5 (a)
(Braaten et al., 2008). Each dipole arm of the meander-line antenna has N elements. The first
step is to determine the electrical length of each dipole arm, which is the sum of the
electrical lengths of each meander-line segment in Fig. 5 (b). The electrical length between
nodes ey_; and a, is denoted as Lf . . Similarly, the electrical length between the
remaining nodes in Fig. 5 (b) are written as L, , , L} . , Lt 4 and L . . Thus, the
entire electrical length of the m™ segment is LS, =L§ o + Ly , + L . + L% , +

aen - Lherefore, the total electrical length of each pole is

1 =yN_1¢. (18)

Notice the expression in (18) does not have an assumption on the symmetry of each
meander-line element in Fig. 5 (b). To simplify the design process, the following symmetry
assumptions will be enforced on each meander-line segment: Hy, =Lg . =1 , =
Lg q,. =L . . This then simplifies (18) down to

L =YN_ HE + L5 .. (19)

The next step in the design process is to define the meander-line antenna in Fig. 5 (a) with 2-
3 meander-line segments on the dielectric substrate the RFID tag will be attached to. Then,
add (or subtract) meander-line elements symmetrically to each dipole arm until a maximum
gain is reached. This process can easily be performed in many different numerical
electromagnetics software. Once the desired gain is achieved, several pivot points need to be
defined on the meander-line antenna. Then, each pole of the meander-line antenna is moved
around these pivot points to reduce the overall size of the antenna. This movement is shown
in Fig. 6. This reduces the very long meander-line antenna down to a much smaller space-
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filling antenna. It has been noticed that significant gains can still be achieved by pivoting the
meander-line antenna in this manner. Once the antenna fits into the desired space, an
inductive loop may need to be added to conjugate match the input impedance of the
antenna with the input impedance of the passive IC.

4.2 Design examples

To illustrate the design process, a space-filling antenna was designed for a passive tag on a
single dielectric substrate and a passive tag with a dielectric superstrate. The space-filling
antenna was modeled in Momentum (Agilent Technologies, 2009).
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Fig. 5. (a) Meander-line antenna with N-elements on each arm; (b) the mth meander-line
element.
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Fig. 6. Rotation of the meander-line antenna into a compact space-filling antenna.
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4.3 Space-filling antenna on a single dielectric substrate
As described in the previous section, the first step was to define the size of each meander-
line section. For this example, Hy, = L§ o =L3 , =Lt 4 =13 . =5mm, Lj . =

10 mm and the trace width was 1 mm. The substrate had a thickness of d; = 1.58 mm,
permittivity of e; = 2.2 and was lossless. The center frequency was 920 MHz. Next, each
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meander-line section was connected in series to form a dipole. Meander-line sections were
added until a max gain of 4.6 dBi was observed. This resulted in the design shown in Fig. 7
with N = 13 on each dipole arm. The input impedance of the meander-line antenna at 920
MHz was Z;;, = 9.455+j23.967 Q. Next, several pivot points were defined along each dipole
arm of the meander-line antenna and an inductive matching loop was defined at the port of
the antenna. The space-filling antenna in Fig. 8 was a result of this next step. The gain of
the space-filling antenna was 2.0 dBi and the input impedance at 920 MHz was Z;;, =
32.9+j168 Q, which matches well with the input impedance of a passive IC (Rao et al., 2005).

"UUuuvvvuvvllvwvvuryuuuyuu®

Fig. 7. Meander-line antenna on a single substrate (¢;,=2.2, d; =1.58 mm, G = 4.6 dBi, W =
263.8mm and H = 11mm).

:
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Fig. 8. Space-filling antenna on a single substrate (¢;= 2.2, d; =1.58 mm, G =2.0 dBi, W =73
mm and H = 46.1 mm).

4.4 Space-filling antenna with a single dielectric superstrate

Next, a lossless superstrate with a thickness of d>=1.58 mm and a permittivity of e, = 2.2 (the
substrate properties were the same as in the previous example, d;=1.58 mm and &; = 2.2)
was defined above the meander-line antenna. The meander-line sections used in the
previous subsection were used in the meander-line design with the superstrate. Meander-
line sections were added until a max gain of 4.81 dBi was observed. This resulted in the
design shown in Fig. 9 with N = 12 on each dipole arm (a similar value of N can be found in
the examples presented by Braaten et al, (2008)). The input impedance of the meander-line
antenna at 920 MHz was Z;,, = 8.256-j2.281 (). Just as in the previous section, several pivot
points were defined along each dipole arm of the meander-line antenna and an inductive
matching loop was defined at the port of the antenna. The space-filling antenna in Fig. 10
was a result of these steps. The gain of the space-filling antenna was 2.0 dBi and the input
impedance at 920 MHz was Z;;, = 26.080+j178.592 Q. The antenna in Fig. 10 shows that with
proper design, a space-filling antenna with a superstrate can have the same properties as a
space-filling antenna without a superstrate.
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Fig. 9. Meander-line antenna on a single substrate (g;=2.2, d; =1.58 mm, &,=2.2, d> =1.58
mm, G =4.81 dBi, W = 243.8mm and H = 11mm).
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Fig. 10. Meander-line antenna on a single substrate (g;=2.2, d; =1.58 mm, &,=2.2, d> =1.58
mm, G =2.0dBi, W =73 mm and H = 46.1 mm).

4.5 Other space-filling antenna designs

Finally, it should be mentioned that space-filling antenna designs can be found in other
work (Braaten et al., 2008). These designs involve a meander-line antenna on a substrate
with a permittivity of 4.25 and a superstrate with a permittivity of 4.0. Several different
designs are presented with various meander-line sections and trace widths. The passive
RFID prototype tag presented by Braaten et al. (2008) had a max read range of 3.2 m. This
was accomplished using the space-filling design techniques presented in the paper and the
steps described in the subsections of this chapter. Also, several metamaterial-based
(Eleftheriades & Balmain, 2005) designs have been published (Braaten et al., 2009). These
designs use metamateral-inspired elements to reduce the overall size of a space-filling
antenna on a passive RFID tag.

5. Future work

A new and rapidly emerging field is the study of metamaterials (Eleftheriades & Balmain,
2005; Marques et al. 2008) to improve the performance of printed antennas, filters, lenses
and shielding. Initial studies have shown that the overall size of printed antennas can be
reduced while preserving many of the properties of a much larger printed antenna (Lee et
al. 2005; Lee et al., 2006; Mirza et al., 2008; Ziolkowski & Lin, 2008). One of the drawbacks of
such metamaterial-based antennas is the complicated ground structures, vias and materials
needed to reduce the overall size of the antenna. In many instances, these structures are
much too complex for use on a passive RFID tag. One possibility that may avoid the need
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for complex structures is to use coplanar waveguide structures (CPW). These structures are
usually printed on a single conducting plane with an ungrounded substrate. Some
researchers have successfully applied metamaterial ideas to achieve much smaller CPW
filters (Mao et al., 2007). It is anticipated, that these same principles could be extended to the
use of planar antennas on passive UHF RFID tags. In particular, these ideas may be
applicable for reducing the space-filling antennas presented in this chapter.

6. Conclusion

In this chapter, an introduction to RFID systems has been presented. The major components
of a RFID system were defined and the role of each one was discussed. Then, the
characteristics of a RFID system were described using electric field integral equations, the
Friis transmission equation and effective apertures. The electric field integral equations
showed how the backscattered fields were directly related to the load at the port of the RFID
antenna. The Friis transmission line equation was used to clearly show what determines the
max read range of a passive RFID tag. The discussion on antenna apertures revealed how in
the best possible situation only half of the incident power from the reader can be used by the
passive IC. The rest of the power is scattered into the region around the tag. Next, a design
methodology for producing compact space-filling antennas was presented. This section was
immediately followed by two examples showing this design process. The result of this
chapter is an understanding of the fundamental and important concepts of RFID systems
and a structured design process for producing compact, useful space-filling antennas for
many different applications.
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1. Introduction

Metamaterials (Marques et al., 2008; Eleftheriades & Balmain, 2005; Herraiz-Martinez et al.
2009) are one of the many new technologies being adopted to improve the performance of
radio frequency identification (RFID) systems (Finkenzeller, 2003; Stupf et al., 2007). In
particular, metamaterial-based antenna designs are being used more frequently to improve
the read range and reduce the size of passive UHF RFID tags. This chapter will introduce
the concept of RFID systems and the relevant parameters for proper antenna design. Then,
expressions for the phase constants, propagation constants and the characteristic (or Bloch)
impedance of a wave propagating down an infinite transmission line (TL) will be derived.
These expressions will then be used to introduce the concept of LH-propagation.
Subsequently, the design of several metamaterial-based antennas for passive UHF RFID tags
will be summarized followed by a section on the conclusion and future applications of
metamaterial-based antennas to RFID systems.

2. An introduction to passive UHF RFID systems using the Friis transmission
equation

The RFID system in Fig. 1 consists of a reader and several RFID tags in the space around the
reader. A transmit and receive antenna is connected to the reader and each tag has a single
antenna used for both transmitting and receiving. Digital circuitry that communicates with
the reader is attached to the antenna on the RFID tag. This digital circuitry is often denoted
as the passive IC on the RFID tag. To communicate with the tags, the reader sends out an
electromagnetic field using the transmitting antenna. This electromagnetic field has power
and timing information that will be used by the tag. If a tag is close enough to the reader, the
tag will harvest some of the incoming energy from the electromagnetic field to power the
digital circuitry in the passive IC. If it is appropriate, the passive IC will communicate with
the reader using backscattered waves. By changing the input impedance of the passive IC
connected to the tag antenna, the tag is able to create two different backscattered waves in
the direction of the reader. One backscattered wave corresponds to a logic 0 and the other
backscattered wave corresponds to a logic 1. By using timing information with the two
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backscattered waves, the tag is able to transmit a digital signal back to the reader. This
backscattered wave with the digital information is then received by the receive antenna
connected to the reader and processed.

transmitting . .
antenna Fleld'frc"m the reade}“ with power \
and timing information .
VA > x
|
| RFID tag
RFID '
reader I
|
| RFID tag
‘ ﬂ RFID tag
/
. Backscattered field from the
receiving tag with a response and /
antenna information

max read range

Fig. 1. Overview of a passive RFID system.

There are several different methods to describe the characteristics of a passive UHF RFID
system (Braaten et al., 2006; Finkenzeller, 2003). The Friis transmission equation (Stutzman
& Thiele, 1998) will be used here to show the relevant properties of an antenna on a RFID
tag for achieving a maximum read range.

In general, the gain of the antennas, transmit power, frequency and sensitivity of the
receiver determine the distance and rate at which a communication system can transfer
digital information wirelessly. A convenient expression for describing the characteristics of
such wireless systems is the Friis transmission equation (Stutzman & Thiele, 1998):

GGeA?
amr)? 1 @

P =P,

where P, is the transmitted power, P, is the receive power, G, is the gain of the transmitting
antenna, G, is the gain of the receiving antenna, 1 is the free-space wavelength of the
transmitting frequency, R is the distance between the antenna on the transmitter and the
antenna on the receiver and q is the impedance mismatch factor (0 < g < 1) between the
receiver and the receiving antenna. Equation (1) assumes a polarization match between the
transmitting antenna and receiving antenna and that the receiving antenna is in the far-field
of the transmitting antenna.

Equation (1) can be adopted to describe the performance of the RFID system on Fig. 1. In a
RFID system, the transmitter is the reader and the receiver is the tag. The reader is
connected to a transmitting antenna with a fixed gain and the tag has a receiving antenna
with a fix gain. Rewriting (1) with a few substitutions results in the following expression:
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GraGegh?
Ptg = Fra (Zn;‘;z q (2)

where P, is the power transmitted by the reader, P, is the power received by the passive
tag, Gr4 is the gain of the transmitting antenna on the reader, G, is the gain of the space-
filling antenna on the tag, 1 is the free-space wavelength of the transmitting frequency by
the reader, R is the distance between the antenna on the reader and the antenna on the tag
and g is the impedance mismatch factor (0 < g < 1) between the passive IC and the antenna
on the tag. Next, solving for R in (2) results in the following expression (Braaten et al., 2008;

Rao et al., 2005):
R = i qGraGrgPra ) (3)
4 «’ Prg

Equation (3) represents the distance needed to observe a particular value of P, for some
fixed transmit power by the reader, fixed transmit gain and a fixed gain for the antenna on
the RFID tag. Therefore, if the threshold power required to activate the passive IC and
communicate with the reader is denoted as P, then a maximum read range 7;,,, can be
derived from (3) with a simple substitution:

_ A qGrthgPrd
Tmax = an , Pen . (4)

Equation (4) is a very useful expression and often common method for predicting the max
read range of a passive RFID tag (Vaselaar, 2008; Rao et al, 2007). Typically, in a passive
UHEF RFID system it is very desirable to achieve the longest possible read range. Usually, Py,
is fixed by the manufacture of the passive IC, while P4, G4 and 4 are fixed by the laws of
the country the RFID system may be operating in. This leaves G., and q available for the
design of the antenna on the passive RFID tag to maximize the read range.

3. Introduction to Left-handed propagation

Many different methods exist for improving the read range and reducing the size of a
passive RFID tag. One such method is to incorporate metamaterial concepts into the design
of the antenna on the RFID tag (Braaten et al., 2009a). In the next section, the concept of
metamaterials is introduced by deriving expressions for the propagation constant, phase
velocity and Bloch impedance of a LH-wave propagating down an infinite transmission line
(Gil et al., 2007; Ryu et al., 2008). But first, a few comments on the terminology of LH-
propagation are in order.

The terms RH- and LH-propagation refers to the direction of the wave vector k. In a
traditional RH-TL, the electric field is curled into the magnetic field using the right hand.
The field components for the RH-case are shown in Fig. 2 (a). After the curl, the thumb is
pointing in the direction of the Poynting vector S and k . In a LH-TL, k is pointing in the
opposite direction as S. This case is shown in Fig. 2 (b). This then requires curling the electric
field into the magnetic field using the left hand. Then the direction of the thumb is pointing
in the direction of k but in the opposite direction as S. Notice in both cases that S is always
pointing in the same direction which indicates that the power is always flowing in the same
direction (i.e., power is flowing to the load). This is the case regardless if the TL supports
RH- or LH-propagation.
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E E

RH-curl LH-curl
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A A%
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Fig. 2. (a) RH-propagation terminology; (b) LH-propagation terminology.

3.1 Deriving the Bloch impedance from an infinite periodic structure with loads that
are in parallel.

First consider the equivalent circuit of the infinite TL in Fig. 3. Fig. 3 shows a periodically
loaded TL with admittances jb. Using ABCD matrices (Pozar, 2005), the voltage and current

at either side of the nt"* unit cell is
VW]_1A B Vn+1]
=18 DIl ®

Then using Table 4.1 in Pozar (2005), the normalized form of the ABCD matrix can be
written as:

0 iin 0 iin
A B] _ cos 2 jsin 2 [,1 0] cos 2 jsin 2
C D j 4 Cosg b 1 0 0

sin— jsin- cos—
2 2 2
cosd — 2sing J (sinG +2coso — 2)
— 2 2 2
Y b b b . (6)
J (sm@ +=cosf6 + —) cosf — -sinf
2 2 2

where 6 = kd and k is the propagation constant of the unloaded line. Next, the voltage and
current for a wave propagating in the +z-direction can be written as:

V(z) =V(0)e " @)
%k_» In In+1
—y s
O :+ :+ o
eee Vi Vo e oo

PN PS
—d A4

z

d Unit Cell

Fig. 3. Infinite periodic transmission line with parallel loads.



Design of Passive UHF RFID Tag Antennas Using Metamaterial-Based Structures and Techniques 55

and

1(z) =1(0)e "%

®)

Since the structure in Fig. 3 is ininitely long, V and I at the (n + 1)** terminal differ from the
n't terminal by a factor of e"%, where d is the length of each unit cell along the TL. This

then gives
Vnir = Vye ¢
and
Iy = Le 74

Solving for the voltage and current at the nt* terminal gives:

V= n+1eyd

and

Iy = Inyie?®.

Thus,

=12 B[] =[eerd]

Subtracting the matrix on the right of (13) from the middle matrices in (13) gives:

[A - eyd Vn+1] =0.

D — eyd] Inva

Next, the determinant of (14) must vanish for a nontrivial solution (Pozar, 2005), or

(A—e¥")(D —e¥) — BC = AD — De¥?® — Ae¥? + 2Y4 — BC = 0.

Factoring (15) gives
e?rd —e¥4(A+D)+1=0.
Since (6) is a normalized matrix, AD — BC = 1. This reduces (16) to

A+D=e77 eV,

e vdyevd

Then using cosh(yd) = results in

A+D

cosh(yd) = —

©)

(10)

(15)

(16)

17)

(18)

where A and D are taken from the matrix in (6). Since y = a + jf3, the following expression

can also be written

cosh(yd) = cosf — ZsinH.

(19)
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Notice that (19) is written in terms of the propagation constants and the length of the TL.
Next, an expression for the characteristic impedance for the wave along the TL is derived.
This impedance is sometimes called the Bloch impedance Z. To derive Zj, first start with

Zy =12, f— (20)

which is the characteristic impedance of the nt* unit cell in Fig. 3. Next, solving for V,,;, in
(13) gives:

Viyyy = —oinst, 1)

+1 7 p_evd

Substituing (21) into (20) results in

-BZ,

Zg = A_evd (22)
Next, solving for the root in (16) results in the following expresssion for e?4:
eyd _ (A+D)ix/2(A+D)2—4— (23)
Next, substituing (23) into (22) gives
+_ ~2BZ,
B 7 2a-a-DpF/(A+D)2-4 (24)
For reciprocal networks, A = D. Thus, (24) reduces to
+ _ 1BZ,
Zg =5 (25)

Equation (25) is the characteristic impedance, or Bloch impedance, of the infinite periodic TL
in Fig. 3. Therefore, once the admittance jb is known, A and B can be taken from (6) to
evaluate the Bloch impedance along the TL. In the the next section, derivations for a similar
expression to (25) are presented for a general infinite periodic TL.

3.2 Deriving the Bloch impedance from an infinite periodic structure with loads that
are in series and parallel.

Again, the first step in the derivation of the Bloch impedance for the the infinite TL in Fig. 4
is to write the ABCD matrix. Using Table 4.1 in Pozar (2005), the following expressions can
be written for 4, B, C and D:

A=1+% (26)
Zp
z
B =7, (2 + Z—) 27)
D
1
c=5 (28)
ZS
D=1+2=4. (29)
Zp

Also, note again that AD — BC = 1 and that the voltage and current for a wave propagating
in the +z-direction can be written as:
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V(z) =V(0)e " (30)
and
1(z) = 1(0)e" 7=, (31)
L I o o

d Unit Cell

Fig. 4. Generalized infinite periodic transmission line with series and parallel loads.

Since the structure in Fig. 4 is ininitely long, V and I at the (n + 1)** terminal differ from the
nt" terminal by a factor of e Y% where d is the length of each unit cell along the TL. This then
gives

Vie1 = Vne_yd (32)
and
Iner = Ie7 74, (33)

Solving for the voltage and current at the n" terminal gives:

Vo = Vyyre?? (34)
and
I, = I,..e"%. (35)
Thus,
Vn] A B [Vn+1] Vnire’?
= = . 36
[In C D] n+1 Iypq1e’® (36)
Subtracting the matrix on the right of (36) from the middle matrices in (36) gives:
A—e?? B ] [Vn+1]
=0. 37
[ c D —e¥ 1 7

Next, the determinant of (37) must vanish for a nontrivial solution (Pozar, 2005), or
(A—e")(D —e¥®) —BC = AD — De¥?® — Ae"® + ¢?Y? — BC = 0. (38)
Factoring (38) gives
eV —e¥1(4+D)+1=0. (39)
Since AD — BC =1, (39) reduces to

A+D=e77% +e¥d, (40)
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. e Vdierd .
Then using cosh(yd) = ————results in

Zs g4 2s

cosh(yd) = % = cosh(ad) cos(Bd) + jsinh(ad) sin(Bd) = y (41)

where A and D are taken from (26) and (29), respectively, and the trigonometric expresssion
are from the normalized matrix (6). This implies

cosh(ad) cos(Bd) + jsinh(ad) sin(fd) =1+ ﬁ—s (42)

Now, for the propagation mode we have @ = 0 and f§ # 0. Substituting @ and g into (42)
gives

cosh(Bd) = 1+ 43)
D
Now for the Bloch impedance,
Zp = Zy2 (44)
n+1

Substituing (37) into (44) and solving for Zp gives

—-BZ,

ZB = A—evd” (45)
Next, solving for the root in (39) results in the following expresssion for e’¢:
eyd _ (A+D)ix/2(A+D)2—4— (46)

Substituting (46) into (45), using A = D and factoring results in the following expresssion for
Zp (Marques et al., 2008):

Zg = \|Zs(Zs + 2Z)) 47)
which is an expression for the Bloch impedance in terms of the series and parallel loads
along the TL. Next, Z; and Z, will defined in a manner to support both RH- and LH-
propagation. Expressions will also be derived for Zp in both instances.

First consider the RH-TL. In a RH-TL the series impedance is Z; = jwL/2 and the parallel (or
shunt) impedance is Z,, = —j/wC in Fig. 4 (Marques et al., 2008; Eleftheriades & Balmain,
2005). This then reduces (43) to

w?LC

cosh(Brd) = 1 +—— (48)

Note that the subscript R will be added to the variables to denote the RH-propagation.
Similarly, a subscript L will be added to the variables to denote LH-propagation. Also, for
the Bloch impedance,

L 2
Zon = 2o ¥ 22,) = [4(1- ;’%R) (49)

2
2
where w2, = (\/ﬁ) )
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Next, in a LH-TL the series impedance is Z; = —j/2w(C and the parallel (or shunt)
impedance is Z, = jwL in Fig. 4 (Marques et al., 2008; Eleftheriades & Balmain, 2005). This
then reduces (43) to

1

cosh(B,d) = 1+ —. (50)
Similarly for the Bloch impedance,
Zon = J£(1-42) 61

2 \2
where w?; = (JT_C) .

For the previous analysis it was assumed that 15 > d where 1, is the internal wavelength
and d is the segment length in Fig. 4. To ensure this inequality, the segment length d must
be reduced. This translates to smaller values of L and C. Doing so increases the cutoff
frequency wcg, thus the following expressions are only valid for frequencies that satisfy the

inequality w < w¢g. This implies that wL « 1. This inequality simplifies (49) to
CR

Zpp ~ /%(1—0 =\E. (52)

Also, for the LH-TL, (51) reduces to

Zp = ’%(1 —0) = Zgg (53)

The previous steps illustrate the process of deriving the Bloch impedance values for a RH-
and LH-TL. In the next section, the derivation of the expressions for the propagation
constants and phase velocities along a RH- and LH-TL will be presented.

2
w
because w > w_ch ~ 0.

3.3 Deriving the propagation constants and phase velocity expressions from an
infinite periodic structure with loads that are in series and parallel.
First, taking the Taylor series expansion of (48) and truncating after the second term gives

w?LC

cos(Bd) ~ 1 - L2 = g _7LE (54)
Solving for the phase constant in (54) gives
Brd = wVLC. (55)
Then for the phase Vg and group Vg velocity,
w da
V¢R_E_ﬁ>0 (56)
and
9 -1
Vor = (g) = Vyg > 0, ©7)

Next, using the Taylor series expansion of (50) and truncating after the second term gives
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1

d 2
cos(fd) =1 — (BLT) =l-0 (58)
Then solving for the phase constant in (58) and choosing the negative sign gives
1
Brd =— — (59)
Then for the phase Vy,, and group Vg, velocity,
—_w__ 2
Vor =75 w?*dVIC <0 (60)
and
ap \—1
Voo = () " = —Vy, > 0. (61)

Note the inequalities in (60) and (61). In particular, notice the sign change in the phase
velocity, but the group velocities remain positive. Looking at the summary in Table 1, it is
clear which expressions in the LH-TL change sign for the LH-propagation. The RH-wave
has a positive phase constant and phase velocity while a LH-wave have a negative phase
constant and phase velocity. Both LH- and RH-waves have the same Bloch impedance (i.e.,
characterstic impedance) and positive group velocity. The sign of the group velocities were
chosen to be both positive, which was done to agree with the definition of power flow (it is
assumed that power flows from the source on the left to the load on the right of the TL in
Fig. 4). Then in both instances, the group velocity is delivering power in the correct
direction.

RH-TL LH-TL
L
Zen = |~ Zo =7
BR C BL BR
d vLC >0 prd ! <0
= > = -
fad = YT wvIc
d 2./
V¢R=\/?>O V¢L=—(J.)d LC <O
VgR = Vd)R > 0. VgL = _V¢L > 0.

Table 1. Summary of the derived RH- and LH-TL properties.

3.4 Dispersion diagrams for an infinite periodic structure with loads that are in series
and parallel.

In this section the dispersion diagrams for the RH- and LH-TL are plotted. From Table 1, the
propagation constants along a RH- and LH-TL are

Brd = wVLC >0 (62)



Design of Passive UHF RFID Tag Antennas Using Metamaterial-Based Structures and Techniques 61

and

Bd=— m;ﬁ <0 (63)
Solving for w in (62) and (63) gives
_ Brd

w=7= (64)

and
= —— 65
w= -t (65)

Plotting (64) and (65) results in the dispersion diagrams shown in Fig. 5 (normalized).

RH Dispersion diagram

10 T T T T T
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g 10 E
10_2 1 1 1 1 1 1 E
-3 -2 -1 0 1 2 3
Bel
) LH Dispersion diagram
107 = T T T T T
-1
g 10 E
-2
10 1 1 1 1 1 E
-3 -2 -1 0 1 2 3
B!

Fig. 5. RH- and LH-TL dispersion diagrams.

4. Metamaterial-based antennas for passive UHF RFID tags

As mentioned in the previous sections, one of the main advantages of using metamaterial-
based elements in the design of antennas is that the resulting antenna is much smaller than
traditional printed antennas (Lee et al, 2005; Lee et al., 2006; Abdalla et al., 2009; lizuka &
Hall, 2007). In this section, several of these ideas have been adopted for use on passive RFID
tags. Particularly, metamaterial-based elements (Ali & Hu, 2008; Ghadarghadr et al., 2008)
have been incorporated into the design of printed antennas on a single ungrounded
dielectric. The first design shown in the next section uses deformed-omega elements (Mishra
et al., 2008) to introduce a series inductance to the port of the antenna that causes the
antenna to resonate at a much lower frequency (Braaten et at., 2009a). The second design
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involves using coplanar waveguide elements (CPW) to reduce the overall size of a meander-
line antenna. In particular, series connected CPW inductors and capacitors found in CPW
filters (Mao et al., 2007) are used to periodically load a meander-line antenna. The result is a
much smaller meander-line antenna with a lower resonant frequency (Braaten et al., 2009b).
Finally, the third design uses two split-ring resonators (Marques et al., 2008; Eleftheriades &
Balmain, 2005) instead of a meander-line antenna to form a dipole. This type of dipole is
useful for RFID tags because the input impedance is inductive above the resonant
frequency.

4.1 The Meander-line antenna

The printed meander-line antenna shown in Fig. 6 (a) is very useful for achieving resonance
in a very small area. This makes the meander-line antenna very popular for integration on
passive UHF RFID tags (Marrocco, 2003; Rao et al., 2005). It is often desirable to describe an
antenna using an equivalent circuit. To do this, first consider the meander-line section in Fig.
6 (b). Each meander-line section can be modeled as a parallel connected equivalent
capacitance C,, and equivalent inductance L,, (Bancroft, 2006). The equivalent capacitance
exists between the vertical segments of each meander-line section and the self-inductance is
created by the horizontal segments of each meander-line section. Thus, each pole of the
meander-line dipole is made up of several series connected parallel L,,C,, sections. In order
for the meander-line antenna to resonate, it is important to maximize the section inductance
L.

< ud >
POI‘t Cm drn
SR LSTL |
em
| — 1 2 N am b
dipole arm
(a) (b)

Fig. 6. (a) Meander-line antenna with N-elements on each arm; (b) the mth meander-line
section.

4.2 Meander-line antenna using deformed-omega elements

One way to improve the inductance of each section is to substitute the deformed-omega
element shown in Fig. 7 (a) in for several of the meander-line sections (Braaten et al., 2009a).
This added inductance will cause the meander-line antenna to resonate at a much lower
frequency. This allows a designer to reduce the overall size of the meander-line antenna.

The inductance of each deformed-omega element can be approximated as (Braaten et al.,
2009a):

Zo ~ 3 jopoa [In (8?“) -2 @ (66)
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Fig. 7. (a) Deformed-omega element; (b) meander-line antenna with series connected
deformed-omega elements.

where a is the width of the individual deformed-omega element and p is the trace width.
Braaten et al. (2009a) has shown that the overall size of a meander-line antenna can be
significantly reduced by introducing deformed-omega elements into the design. The
prototype tag presented by Braaten et al. (2009a) is printed on FR-4 with a thickness of .787
mm. The overall size of the tag is 42.2 mm wide and 18.8 mm high and has a read range of
4.5 m. An image of the RFID tag is shown in Fig. 8. The size of the passive tag is being
compared to a previous meander-line design by the same authors (Braaten et al., 2008).

Fig. 8. A passive RFID tag with deformed-omega elements used in the antenna design being
compared to the size of a previous meander-line design.

4.3 Meander-line antenna periodically loaded with right/left-handed CPW-LC loads
There are other methods to introduce inductance or capacitance to the equivalent circuit of
each meander-line section. One method is to periodically load each meander-line section
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with a series connected inductance (L) and capacitance (C) (Braaten et al., 2009b). It is often
desirable to have the tag antenna on a single conducting layer. Thus, a CPW structure is
needed to introduce the series L and C (Mao et al., 2007). An image of the series connected
CPW-LC is shown in Fig. 9 (a). The load consists of an interdigitated capacitor connected to
a conducting loop that introduces inductance. One method of periodically loading the
meander-line antenna is shown in Fig. 9 (b). Periodic CPW-LC loads could also be
introduced to the bottom of the meander-line antenna (Fig. 10).

Prototype designs using this method to load a meander-line antenna (Braaten et al. 2009b)
have shown that the introduction of the periodic CPW LC-loads along the meander-line
antenna reduces the overall size of the meander-line antenna by 18%. The prototype tag by
Braaten et al. (2009b) was printed on 1.36 mm of FR-4 and had a max read range of 4.87 m.
The overall size of the prototype tag was 14.81 mm high by 47.13 mm wide.

(a)
CPW LC Ioad

Port 5 5 \
Fig. 9. (a) Series connected CPW-LC loads; (b) meander-line antenna periodically loaded
with series connected LC loads

(b)

Fig. 10. (a) A meander-line antenna periodically loaded on the top and bottom with CPW-
LC elements; (b) closer image of the CPW-LC loads.
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4.4 Dipole antenna designed with split-ring resonators

The design of an antenna on a RFID tag does not always have to involve a meander-line
antenna. As long as the antenna can be designed with an input impedance that is inductive,
is compact in size and has a usable gain, then other elements may work. One element that
can be used is the split-ring resonator (SRR) (Eleftheriates & Balmain, 2005) shown in Fig. 11.
The equivalent circuit of a SRR is the same as each meander-line section shown in Fig. 6 (b).
The particularly useful characteristic of a SRR is that this element is inductive above
resonance (Dacuna & Pous, 2007). Therefore, a dipole could be made using two SRR as long
as the dipole is driven above the resonance frequency.

Prototype RFID tags have been manufactured using a single SRR (Dacuna & Pous, 2007) and
two SRRs (Braaten et al., 2009a) as a dipole. In both cases, the SRR were driven above
resonance to achieve an inductive input impedance. Max read ranges of 6.5 m have been
reported (Dacuna & Pous, 2007).

Conductor

\

Conductor

Fig. 11. Split-ring resonator element.

5. Conclusion

The first topic in this chapter was an introduction to RFID systems. This was followed
immediately with a discussion on metamaterials and LH-propagation. Expressions for the
propagation constants, phase velocity and Bloch impedance were derived and discussed.
Next, several metamaterial-based antenna designs for passive RFID tags were presented.
The designs offered showed that by incorporating elements found in metamaterials in the
design of the antenna on a RFID tag, the antenna could be made to resonate at a much
smaller dimension. The result is a compact passive RFID tag with very useful max read
range values.

6. Future work

One common characteristic is shared among every antenna design in this chapter. Every
design is based around an antenna with RH-propagation. An area that could be investigated
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would be to achieve LH-propagation along a RFID antenna on a passive RFID tag. An
antenna that achieves LH-propagation may have the added advantage of being much
smaller than traditional meander-line antennas but many questions on the far-field
characteristics (i.e., backscattering properties) of the antenna still need to answered.
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1. Introduction

Marking items for remote identification not only places high demands on the heart of the
RFID tags, the Application Specific Circuit (ASIC), but also on the tag antennas. For long
reading distances, efficient antennas are crucial and their efficiency is directly proportional
to the maximum reading distance of both semi-active and passive tags.

This chapter is an in-depth investigation of the requirements for the antenna part of UHF
RFID tags, with focus on antenna design, characterization and optimization from the
perspectives of both costs involved and technical constraints. The main focus is devoted to
antennas that could be manufactured using more or less standard manufacturing techniques
available in the packaging industry. The chapter also presents some new ideas on how to
utilize the antenna structure itself as a sensor for measuring different physical properties
during the logistic chain.

The chapter starts by describing the most general requirements for a functional UHF
antenna, explaining why designs for RFID tag antennas cannot be taken directly from
traditional antennas designed for other applications since RFID chips input impedances
differ significantly from traditional input impedances such as 50  and 75 Q.

Ordinary antennas, not made for RFID, are usually also designed to work at a particular
location or at locations where the surroundings of the antenna are well known. This is not
generally the case for RFID applications, where the antenna is largest part of the tag and
where the near field region of the antenna will be defined by the object and material that the
RFID tag is attached to. For cost and practical reasons, tag antennas should be two-
dimensional and if they are applied to paper or soft plastics they should be non-sensitive to
bending, particularly as they might be placed over an edge of an object. An antenna’s
resonant length is also directly dependent on its surrounding medium. If the antenna is
designed to be placed in free space it will change its properties if placed next to a dielectric
medium, even if this medium is electrically lossless. There is thus a demand for some kind
of general tag antennas and guidelines for designing and optimizing tag antennas when
their final location is known in advance. The type of antenna properties and designs to be
avoided are similarly given as well as which types should be used when, for example,
putting antennas onto flexible, dielectric and metallic materials. Specific solutions presented
also include how to enhance the tags’ commercial value by incorporating insignias such as
company logos in the antenna design.

Antennas used in traditional RFID tags are mainly made out of copper or aluminum. In
order to keep the antenna prices to a minimum and facilitate very large production it is
desirable to fabricate the tag antennas using commercially available web shaping techniques
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or utilizing printing processes with electrically conductive ink. Conductance in such prints
is normally based upon relatively expensive silver particles and for cost reasons, printed
antennas should therefore have as small a total printed area as possible, thin trace thickness
and still be robust and maintain high radiation efficiency. The chapter therefore includes a
discussion and examples of the trade-off between cost and antenna performance when
minimizing the amount of expensive material by thinning the printing layers.

For tagging objects containing materials that cause problems to one layer antennas and
where traditional double layer PCB antennas are too expensive to use, we will also show
how microstrip antennas can be manufactured using printing processes and cardboard
material as substrate.

The chapter, with its regards to efficiency of RFID tag antennas, ends with a presentation of
how pairs of ordinary low-cost passive RFID tags can be used as remote reading sensors and
specifically moisture sensors. This is possible by arranging one antenna in such a way that it
degrades in performance in proportion to the physical quantity it is designed measure and
letting the other antenna serve as reference. For use as moisture sensors this is easily done
by embedding one of two identical RFID tags in moisture absorbing material and leaving
the other tag open. If the pair of tags are placed in a humid environment or directly exposed
to wetness the embedded tag will require a higher minimum signal strength than the open
tag to operate. The differences involved in reading the two tags are proportional to the level
of humidity or wetness and the pair of tags in this setup can thus be used as low-cost remote
sensors and similar setups can be used for remote measurements of other quantities.

2. Design of a simple one-layer RFID tag antenna

The RF front of passive RFID chips often incorporates Schottky diodes, which give rise to an
input impedance far from that commonly seen in other RF systems [1]. Schottky diodes are
used to rectify incoming RF signals to supply power to the RFID chip. They are also used to
modulate the signal reflected by the antenna back to the reader. To obtain as high as
possible feed voltage to the chip, a voltage doubler is usually implemented with the aid of
two Schottky diodes. The input impedance observed by the antenna therefore has a
relatively low real part and an imaginary capacitive part of some hundred Ohms. An
example of Schottky diodes that could be used for this purpose involves the Agilent
Technologies” HSMS-282x Series [2]. These diodes feature low series resistance, low forward
voltage at all current levels, and good RF characteristics. Considering a voltage doubler built
using Schottky diodes at the chip’s RF input, the impedance observed by the tag antenna
can be described as two parallel Schottky diodes. Through the use of the equations
presented in the data sheet of the mentioned diodes, the impedance for one diode can be
calculated to 72- jx244 Q for the frequency 868 MHz, assuming room temperature, and an
operating current 25 pA. Two parallel diodes thus give a chip impedance of 36 - jx122 Q. To
maximize power transfer from the antenna to the chip, a conjugate impedance match is
required [1], which in this case implies that the antenna should have an input impedance,
Z4, close to 36 +jx122 Q.

Looking at the Smith Chart for the most basic antenna, the half wavelength dipole, in Fig. 1
(a) and (c), one sees that this kind of antenna cannot be tuned to the desired input
impedance by simply adjusting its length. The same dipole equipped with an inductive load
in parallel to the antenna input terminals can however reach this order of input impedance
as is illustrated in Fig. 1(b) and (d). The ordinary dipole antenna in Fig. 1 (a) has dimensions
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[=163 mm, w=2 mm and ¢g=1 mm and the inductive dipole in Fig. 1 (b) has dimensions =185
mm, loop length 11=20, loop height /h=10 mm and line width /w=1 mm. Both Smith charts in
Fig. 1 are achieved by simulating the antenna patterns in Ansoft HFSS [3] and sweeps from
500 MHz to 1500 MHz where the markers indicate the frequency and 868 MHz.

| ; T

(d)

Fig. 1. An ordinary dipole (a) and (b) the same with an additional loop to make its input
impedance more inductive. (c) and (d) show the Smith Charts of respectively the antennas
in (a) and (b)

3. Printed antennas

Printed antennas are considered in order to reach an RFID technology fully integrated into
packaging fabrication lines. The drawback with printed antennas, however, is their reduced
radiation efficiency as compared to their copper counterparts as the bulk conductivity of
their printed traces is lower than for solid metals. This chapter shows how careful antenna
design and proper printing technologies can produce antennas which are as efficient as
copper antennas and how this can be accomplished using a minimum of conductive ink.

3.1 Radiation efficiency of a printed antenna

Metallic conducting particles, which are usually in the shape of flakes or spheres, are
blended into an ink vehicle and printed, for example, by means of a flexographic printing
press. Conductivity is created by the overlap of the conductive particles, which is why the
bulk conductivity is naturally lower than for solid metals.

Different printing technologies can be utilized to apply ink onto different substrates, for
example flexography, gravure, screen-printing and Inkjet. Inkjet printing however requires
expensive nano-sized particles and the printing speed of ink-jet systems is still lagging
behind other techniques. Naturally, we will see technology breakthroughs in the area of ink-
jet technology and this technique cannot be neglected in the future.
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As mentioned, the main drawback of printed antennas is their limited conductivity when
compared to fabricating antennas from solid metals. Basic laws for conductors and
conductivity state that ohmic losses decrease as conductor thickness increases [4]. Even
though printed ink traces are not homogenous, a similar behavior will also apply to this
case. An electrical transmission line of a given length and width, and printed with a
particular ink thickness, has a total resistance proportional to the length and inversely
proportional to the trace width and thickness.

In the industry, flexographic printers are commonly multi-station units, containing up to ten
stations in a series, where each station usually prints one color (Fig. 2). With identical
printing plates and the same silver ink at several stations, a multi-station flexographic
printer can also be used to print ink layers whose thickness is proportional to the number of
stations used. In the specific laboratory printer setup used, the experience has been that each
print pass provides a layer thickness of the order of 3-5 pm. Using such a setup, it is possible
to choose layer thicknesses as multiples of 3-5 pm by choosing the number of stations to use.

Fig. 2. Image of a multi-station flexographic printer. Printed trace thickness can be adjusted
by letting two or more stations print with identical printing plates.

Losses in conductor and substrate materials are very difficult to distinguish through
measurements. Even though methods for this have been proposed [5], it is even more
difficult when the investigated conductor is a radiating antenna [7]. The effect of limited
conductivity is initially obtained by simulating the antenna in free space, i.e. with no
substrate.

Fig. 3 shows the simulated input impedance locus in a Smith Chart for the antenna in Fig. 1
(b) printed with different sheet resistances and for frequencies 500-1500 MHz where 868
MHz is marked by black dots. All simulations assume an antenna without substrate. In the
Smith Chart the graph representing the antenna made of a Perfect Electrical Conductor
(PEC) has the widest loop, very closely followed by antennas with sheet resistances 50 and
100 mQ/o. The antennas made with the highest sheet resistances, 1000 and 5000 m/o,
have narrower loops as the sheet resistance increases. A narrower loop, caused by higher
ohmic losses, is an indication of the antenna receiving a lower Q-value. A lower Q-value
also implies a wider bandwidth, which is observed as a shorter total distance in the Smith
Chart traversed by the graph for higher sheet resistances. For higher sheet resistance the
whole graph is also translated towards both higher resistance and lower reactive values, and
would eventually occur in the rightmost part of the Smith Chart, i.e. the higher the sheet
resistance of the antenna structure, the more similar it is to an open end transmission line.
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Fig. 3. Smith chart from simulations of antennas in free space and with sheet resistances 0
(PEC), 50, 100, 1000, and 5000 m€2/ o respectively, with the higher sheet resistances
corresponding to smaller loops. Frequency spans from 500 MHz at the upper end of graphs
to 1.50 GHz at the lower end. 868 MHz is marked with black dots.

Since the input impedance is changed when ohmic losses are introduced, there will also be
losses caused by an impedance mismatch. The efficiency of power transferred to, or received
by, the antenna due to a non-perfect impedance match can according to [7] be expressed as

.2
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where I' is the voltaic reflection due to impedance mismatch, Z4 is the antenna input
impedance and Zc is the chip impedance. Maximum power transfer from the antenna to the
chip occurs when Z4 and Zc are the complex conjugates of each other, i.e. Zs=Zc* Table I
shows the calculated radiation efficiency due to a mismatch using Equation (1) and the
impedance values are presented in the same table. It is assumed that the antenna is
originally designed to be fabricated as a PEC, placed in free space, and has a perfect
impedance match for this PEC. The complex conjugate of the PEC antennas input
impedance is therefore set as the reference chip impedance, Zc. Mismatch due to some
potential substrates is discussed in the next section.

Sbeet Input gfafciicliaetrﬁ; l?a.diation Tootalo Condl.lc'tor
Resistance Impedance due to Eff1C1enFy due Radlation Efficiency
(mQ/o) Mismatch to Ohmic Loss  econductor™ EMismatch * €Ohmic
PEC 38+j130 Q 100 % 100 % 100 %
50 39 +j121 Q 99 % 85 % 85 %
100 41 +j118 Q 99 % 76 % 75 %
1000 60 +j96 Q 84 % 24 % 21 %
5000 86 +j70 Q 43 % 4 % 2%

Table I. Simulated Radiation Efficiency due to Limited Conductivity
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From Table I it is obvious that as long as it is possible to print this antenna with sheet
resistances below 100 mQ/o, the radiation efficiency due to an impedance mismatch is
almost negligible with ersismatsn above 99 %. It is observed that 100 mQ/o corresponds to a
printed layer thickness of approximately 5 pm, and can be achieved by only one pass with
the flexographic printer used while two passes are preferable. More important is the size of
the ohmic losses which are introduced to the system due to the ink conductivity, and how
this affects the total radiation efficiency. Ohmic loss is the part of the power that is absorbed
in the antenna and converted into heat. The efficiency due to ohmic losses, eouui, is therefore
defined as the quotient between radiated power, Prugisted, and antenna input power, P;, [7]:

PRd'td
— aaiatee 2
o @

1

€Onmic

The radiation efficiency due to ohmic losses is also retrieved from the same simulations as
used to calculate the input impedance, and as presented in Table I. It is seen that ohmic
losses are a much more severe contribution to loss in radiation efficiency, than that
introduced by an impedance mismatch. For instance, a sheet resistance of 100 mQ/o gives a
mismatch efficiency ewmisnarci=99 %, but the ohmic efficiency is only eouuic=80 %. The total
radiation efficiency of the printed antenna, econductor, due to both impedance mismatch and
ohmic losses is the product of the two loss quantities as shown in Equation (3)[7].

Cconductor = €Mismatch * €Ohmic (3)

The result of (3) is placed in the last column of Table I, where the print of for example 100
mQ/ o gives a total radiation efficiency of econductor =75 %.

3.2 Radiation efficiency due to substrate loss

While the previous section characterized losses due to a printed antenna’s limited
conductivity, focus is now switched to potential losses introduced by common printer
substrates and final objects subject to RFID tagging. Three different substrates are
considered, a thin glossy paper, a plastic film, and a thick paper, all with the potential to be
used as an antenna substrate in a commercial printing press. The complex permittivity of
the substrate materials were measured using an Agilent 8507 Dielectric Probe Kit, together
with an Agilent E5070B Vector Network Analyzer, and can be read in Table II.

Material Thin Paper Plastic Film Thick Paper
Thickness (um) 87 73 600
Relative Permittivity at 868 4 1 01909 189+j0.059  22+j0.14
MHz
Loss Tangent 0.07 0.031 0.064

Table II. Measured Substrate Permittivities

To only characterize the effect of substrate losses, and not the antenna conductor losses, the
antenna is now regarded as a PEC in the simulations, with no ohmic losses due to antenna
conductivity. Fig. 4 shows the simulated input impedance results, for the same antenna as
before on the introduced substrates. The substrates behaved in a very similar manner, and
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the frequency 868 MHz is again marked by black dots. Referring to the dots’ relative
positions, the thick paper is the upper left, thin paper the middle and plastic film the lower
right.

Fig. 4. Smith chart for antenna made of PEC on the substrates thin paper, thick paper and
plastic film.

Radjiation Efficiency Radjiation Efficiency Total Radiation

Substrate due to Mismatch due to Ohmic Loss E_fficiency
€Substrate= E€Mismatch * €Ohmic
Thin Paper 95 % 96 % 92 %
Plastic Film 99 % 99 % 98 %
Thick Paper 89 % 93 % 84 %

Table III. Radiation Efficiency due to Introduced Substrate

In a manner similar to the investigations involving finite conductivity in the previous
section, Table IIl quantifies losses introduced by substrates in terms of the impedance
mismatch and ohmic losses respectively. These losses may not be considered severe, with
the worst case being the thick paper that shows a total radiation efficiency due to substrate
of esubstrate=84 %. According to Table III, the best substrate in this situation is the plastic film
with an esupstrate=98 %. As it is known from the previous section, lower ohmic losses produce
wider loops in the Smith Chart but this can hardly be discerned in Fig. 4, since the substrate
losses are relatively low. When comparing radiation efficiency in Table III to the Smith chart
in Fig. 4, it should however be kept in mind that if a specific substrate is considered in the
antenna design process, the efficiency due to a mismatch could approximate to 100 %. The
ohmic losses are quite low, even though the substrates’ loss tangents are significantly above
zero. As seen in Table III that the plastic film, with the lowest loss tangent, also produces the
lowest ohmic losses. The low ohmic losses are mostly due to the low substrate thickness
relative to the wavelength, 1. For the thick paper for example the substrate thickness is
about 0.0018 A. If the substrate were to be thicker, but with the same relative permittivity,
both the mismatch and ohmic losses would increase as will be shown in section 5.
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3.3 Total radiation efficiency
Total radiation efficiency depends on ohmic and mismatch losses introduced by both the
antenna conductor and substrate:

€Total = €Conductor * €Substrate (4)

Table IV show the simulated total radiation efficiency for the introduced substrates, when
printed with sheet resistances 50, 100, 1000, and 5000 mQQ/o, respectively. As might be
expected from the results in Table I and III, the highest radiation efficiency, 83%, is achieved
for 50 mQ/ o on plastic film.

Substrate 50mQ/o  100mL/o 1000 mL/o 5000 mQ/o
Thin Paper 78 % 69 % 19 % 1.4 %
Plastic Film 83 % 74 % 20 % 1.5 %
Thick Paper 71 % 63 % 17 % 1.3 %

Table IV. Simulated Total Radiation Efficiency for different Conductivities and Substrate
Materials

It has been shown that impedance mismatch is a minor contributor to the total loss for thin
substrates. However, this can still be avoided by taking care in the antenna design process.
If the antenna’s length is changed just a couple of millimeters the impedance mismatch
becomes almost negligible, while the efficiency due to ohmic losses remains almost
identical, which is further discussed in section 5. These results are valid for this particular
dipole and although the general trends may hold true for other designs, the relationship
between conductivity and radiation efficiency is also highly dependent on the antenna
design. Factors such as size, print area, slot, patch, loop, etc. will also affect the radiation
efficiency.

3.4 Maximum RFID read distance

In passive RFID systems, the maximum distance at which a tag can be read is always a
crucial factor. The tag’s only power supply is from the interrogating radio wave, and the
amplitude of this wave is strictly regulated by governmental authorities. It is well-known
that the power received at a given distance from a transmitting unit is inversely
proportional to the square of the transmitting distance. The amount of received power is
calculated using the Friis transmission formula [4]

P-G,)-G, - 2*
P’:W ©)

where R is the distance between the tag and interrogator and P; G; the Effective Isotropic
Radiated Power (EIRP) transmitted by the interrogator unit. In the US, the transmitted
power allowance is 4 W EIRP, and in EU 2W ERP (= 3.28 W EIRP). G, is the gain of the
receiving tag antenna, and A the wavelength.

As follows from Eq. (5), when the distance between the interrogator unit and the tag is
doubled, power received by the tag falls by a factor of four. It also follows from the equation
that in order to obtain the same power with two antennas with different total radiation
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efficiencies, it is required to move the less efficient antenna closer to the interrogator by a
factor of the square root of the ratio of total radiation efficiency. If, for example, a printed
antenna has a total radiation efficiency of 64 % compared to the reference one made of
copper (100 % radiation efficiency), the operating RFID range for a tag using the printed
antenna would be approximately V0.64 ¢ 100 % = 80 % of that for the copper one. In this
way, measured sheet resistances of printed antennas can be used to characterize antenna
radiation efficiency in computer simulations that in turn can be converted to predict
theoretical RFID read ranges due to the square root relationship.

The presented theories were tested in reality by printing the antenna in Fig. 1(b) with a
laboratory flexographic printer that was set to print multiple passes and with differently
diluted ink. The measured conductivity values for the samples printed on HP photo film
were between 67 and 680 mQ/o and RFID chips were attached and connected to the
antennas with aid of manually added silver ink drops.

The maximum RFID read range was measured at an approximated (in-door) open air read
range setup as illustrated in Fig. 5, where r can be varied from approximately 0 m up to 8
meters before reflections from the rightmost balcony significantly influence the
measurements. The RFID system used in this experiment followed the European standard
with a maximum output power of 2 W ERP. All experiments are however performed to
show the relative values and normalized by the maximum reliable reading distance for a
PEC dipole that was found to be about 6.4 m. The results are presented in Fig. 6 where the
experimental values are slightly under the theoretical ones but have the same
characteristics.

From Fig. 6 it appears that in order to achieve a decent functionality for printed RFID
antennas, with the ink and printing techniques used, a sheet resistance of 100 mQ/o or
lower is desirable. The ink thicknesses corresponding to the best antenna was measured
with the aid of a Mahr Millitast 1083 Digital Indicator Gage [6] to be about 10 pm. The
uncertainty in ink thickness is largely due to a deviation in paper thickness of the order of
several micrometers.
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Fig. 5. Setup for determining maximum RFID read distance.
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Fig. 6. Simulated and experimental values for relative RFID read range versus the sheet
resistance of the printed antenna.

4. Flexible substrates and physical bending of antennas

Single layer RFID antennas on flexible substrates such as thin paper or plastics may be
exposed to physical bending, especially if an RFID label is placed on a non-flat surface or
over the corner of an object. This section uses numerical simulation [3] to study the impact
of bending on some typical examples of RFID antennas.

The performance degradation to an RFID system caused by bending the tag antenna is
investigated for the two antenna structures in Fig. 7 where the antenna in Fig. 7 (a) is
relatively narrowband with a VSWR=2.0 bandwidth of 4% and the antenna in Fig. 7 (b) is a
bit more wideband with bandwidth 11%. The narrowband antenna in Fig. 7 (a) is a folded
dipole that is adapted to fit the impedance of passive of RFID chips by cutting a slot in the
upper conductor.

@) (b)
Fig. 7. An antenna will change its input impedance when distorted by bending, which is
numerically simulated when bent towards the z-axis for (a) a narrowband printed folded
dipole with a cut in the upper conductor for RFID impedance matching and (b) a more
wideband RFID dipole.
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The dipoles are fed in the middle and one of the dipole arms is bent at different angles a and
at different distances d from the feed as shown in Fig. 7. The simulated folded dipole Fig. 7
(a) has a total length of [=120 mm, width w=8 mm, gap g=6 mm and line width [w=2 mm
and the dipole in Fig. 7 (b) has a total length of /=185 mm, loop length [I=20, loop height
[h=10 mm and line width lw=1 mm. The input return losses of the bent folded dipole for
different values of a and d are shown in Fig. 8 where it can be seen how the input return
loss increases as the antenna is bent at a point closer to the feed. The maximum input return
loss occurs when a=90° and d=0 and one can see that the wide band dipole handles this
slightly better than the narrowband dipole.
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Fig. 8. Input return loss of (a) narrowband dipole and (b) wideband dipole when bent at
different angles a at different positions d.

The bending of the antenna structure will no doubt result in performance degradation to an
RFID system. The amount of such degradation can be expressed in terms of relative read
range according to the following formula

RR = (1—\r\2)% ©6)

where RR is the relative read range as compared to a perfectly matched RFID system with
the reader antenna illuminating the tag antenna in its z-direction. I is the reflection
coefficient due to impedance mismatch which is why 1-|I'|2 becomes a factor that describes
the relative power entering the chip. D is the tag antenna’s directivity in the z-direction
when flat, and D’ the directivity in the z-direction when the antenna is bent. Friis’
transmission formula in equation (5) tells us that the radiated power decreases in proportion
to the distance squared which is why the relative read range in equation (6) becomes the
square root of the mismatch and directivity factors.

The performance degradation due to antenna distortion is provided in Fig. 9 where it is
observed that the operating range will be reduced to approximately 60% for both dipoles in
the worst case scenario when the dipoles are bent 90° in the middle of the structure. The
wideband dipole does not outperform the narrowband here as it did in Fig. 8, the reason for
this is that the directivity in the antennas’ z-direction changed more for the wideband
antenna than for the narrowband one.
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It is also observed that when bent at d=3//8 the reduction of the operating range is almost
negligible. This is an interesting observation which potentially allows for improvements to
the tag construction. If the RF tag substrate is to be made less flexible in the vicinity of the
dipole antenna feed point, but still allowing greater flexibility at its exterior, it could

significantly reduce the tag performance degradation caused by placing it on non-flat or
flexible surfaces.
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Fig. 9. Performance degradation of RFID systems for an (a) narrowband and (b) wideband

dipole RFID tag antenna bent at different angles a at different distances d from the structure
centre.

5. Wideband and narrowband RFID antennas behavior on background
materials

As previously investigated in section 3.2, single layer RFID antennas normally have a
relatively thin substrate to carry the antenna structure which does not significantly affect
neither the antenna’s input return loss nor its radiation efficiency. The thin carrying
substrate will however place the antenna in very close proximity to other materials when
applied to an object. Depending on the size of the object and the electrical properties of its
material it can cause significant changes to the antenna parameters which in turn can reduce
the maximum read range of the RFID tag.

Prior knowledge of the underlying material’s electrical properties, losses due to impedance
mismatch can to a certain degree, be compensated for in the original antenna design process
by properly scaling the antenna’s dimensions. Ohmic losses introduced by nearby materials
can unfortunately not be compensated for by only scaling the antenna geometry but will still
be present.

Pure conductive, i.e. metallic, surfaces and thick materials with very high dielectric losses,
such as containers filled with water, can also be compensated for but this requires a multi-
layered antenna structure which is exemplified in section 6 or the use of a spacer of a
particular thickness to distance the single layer antenna from the surface.

This section shows how resonant frequency and input return loss changes when the
previously used narrowband and wideband antennas in Fig. 7 were placed on a pile of
paper, well representing a book, instead of the single papers investigated in section 3.2.
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5.1 Changes in input return loss and radiation efficiency when put on 40 mm paper
material

The paper used as substrate material has the same relative permittivity of &=4.0 + j0.29 as
previously but is now 40 mm thick. The simulated input return loss shown in Fig. 10 was
again calculated using standard formulas for reflections due to impedance mismatch taking
the input impedance of the antennas with no nearby material as the reference value.
Changes from the free space situation are obvious and it can be observed how the
narrowband antenna has an input return loss of almost 0 dB when placed on the pile of
paper while the wideband antenna, also out of reach, at least manages to have
approximately -2 dB in the same situation. The radiation efficiency when put on the pile of
paper was calculated to 26% and 65% for respectively the narrowband and wideband
antenna and it was also noted that the directivity in the z-direction decreased to about 0.2 in
both cases. All in all this does cause the narrowband dipole to totally malfunction but also
significantly decreases the performance of the wideband dipole.

The narrowband dipole could indeed be specifically tuned to electrically fit this underlying
material, but is then again only of use for that material and no other. The wideband dipole
could also be geometrically adapted for optimal performance but the necessity for this is less
obvious.

A dipole that inherits wideband properties is of course also beneficial for communication if
a high bit-rate is desired or if a wideband-demanding modulation- and coding scheme such
as a frequency hopping spread spectrum (FHSS) is to be used.

~Narrowband dipole in free space
—Narrowband dipole on 40 mm paper

—Wideband dipole in free space
‘Wideband dipole on 40 mm paper
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Fig. 10. (a) Input return loss for the antennas in Fig. 7 (a) and (b) when operating
surrounded by free space and when put on top of 40 mm paper. While the wideband dipole
does increase its input return loss significantly, the narrow dipole is more or less completely
malfunctioning.

5.2 Adopting the narrowband dipole for underlying material

Resonance, very close to the original impedance point, is achieved for the dipole antenna
upon the pile of paper by reducing its length from 120 mm to /=70 mm and increasing its
linewidth from 2mm to lw=5 mm, and its total width w from 8 mm to w=17 mm. As
mentioned, the ohmic losses cannot be compensated for by simple changes in the antenna
geometry but actually increases to 42%. The antenna tuned for this specific material
naturally becomes detuned again if used in free space.
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Tuned narrowband antennas such as the ordinary dipole can thus be used when pre-
knowledge of intended nearby materials’ electrical properties is available. If a final
underlying material on the other hand is unknown at the time of antenna design,
narrowband antennas are consequently not a good choice and should be avoided.

6. Microstrip antennas

The microstrip antenna consists of a patch of metallization on a ground plane. These are low
profile and generally have a height of only a few mm. The ground plane can consist of a
patch whose size is just slightly larger than the radiating patch. Microstrip antennas have
the advantage that they can be made more or less transparent to the underlying material
which partly solves the problem associated with the RFID tags in an unknown environment.
They are however also relatively sensitive to ohmic losses in the substrate used between the
patch and the ground plane which is the reason why expensive low loss microwave
substrates are often used in applications requiring microstrip antennas.

6.1 Low cost microstrip antennas for passive tags on metallic objects

The performance of a conventional tag antenna is strongly degraded by metallic objects as
this affects both the impedance and radiation pattern. When a general dipole-type antenna
is mounted near a metallic object, a current will be induced on both the antenna surface and
the metallic surface due to the RFID reader’s radiation. The metallic surface acts as an image
to the original antenna, which has a negative influence on the tag antenna’s scattered field
and makes the tag unreadable within normal ranges [10].

Antennas that can be directly used with RFID tag for metallic objects include the planar
inverted-F antenna (PIFA), U slot inverted-F tag antenna [11], [12], antennas based on slots
in the metallic object itself [13] and Microstrip Antennas (MSA)[14].

As the electronic identification technology competes with rock-bottom pricing barcodes, the
cost involved is the most obvious issue which is holding back the widespread adoption of
RFID. Fabricating efficient MSAs from low-loss microwave substrates is therefore not
possible for general RFID applications. Some low cost materials, such as foam, have been
used as MSA substrate for RFID [15] but no cheaper alternative solution has been proposed
for the conducting parts. Unlike a conventional dipole-type antenna, the MSA is a structure
with two conducting layers acting as a resonance cavity and which is thus much more
sensitive to ohmic losses in the substrate and conductors than for the simple one-layer
antennas investigated previously.

This section therefore investigates the performance of silver ink printed MSAs for passive
RFID operating at 868 MHz. Two compact patch structures were designed where the
conducting parts of the patch antenna are flexographically printed with silver ink and
common cardboard is used as the substrate. One antenna consists of a solid patch and one of
very wide slots in the patch in order to minimize ink usage. The aim was to design antennas
that could work as well in free space as when placed on a metallic plate.

6.2 Printed MSA design

The size of the basic MSA is quite large as it should be approximately half the wavelength
divided by the square root of the substrate relative permittivity in two dimensions and have
a ground plane larger than the patch. MSAs for RFID must therefore be modified. It has
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been demonstrated that by using a shorting plate or by cutting slots, compact MSAs can be
achieved [16]. In Fig. 11.(a), a shorting plate is added to the middle of one radiating edge
(the top edge). The antenna’s resonance frequency is controlled by tuning the width Dp of
the shorting plate, where the resonance frequency decreases with the decreasing Dp. In
order to facilitate the chip mounting, a segment of microstrip line is connected to the
radiating patch and a slot is cut along the feed line for the placement of an RFID chip. One
end of the feed line is directly connected to the ground plane by means of a small piece of
copper tape and the shorting plate is achieved by wrapping a segment of copper tape
through a slot which is cut along the radiating edge, through the substrate and to the
ground plane. In an industrial process line, it should be possible to substitute the small
pieces of copper tape, acting as a wide via, by staples.
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Fig. 11. Geometrical Structures of (a) Shorted and (b) Slot Microstrip Patch Antenna

The shorted MSA is a compact antenna but suffers from poor gain and degradation in the
radiation pattern. An alternative method of reducing the resonance frequency of the MSA is
to increase the patch length of the surface current by cutting slots in the radiating patch.
Generally, size reduction is achieved by adopting a C-shaped or H-shaped slot or a ring
MSA [16]. In order to make the antenna more compact, both the H-shaped slot and ring are
adopted in this case, resulting in the geometry shown in Fig. 11 (b). Slots are respectively cut
in the middle and along the two non-radiating edges of the patch. As with the shorted MSA
in Fig. 11 (a), a segment of microstrip line is used to feed the slot patch and the RFID chip is
placed across the gap between the feed line and patch. The connection between the feed line
and the ground plane is also achieved by the same method as that for the shorted MSA. In
both cases, corrugated cardboard with a thickness of approximately 2.8mm is utilized as the
substrate. The electrical properties of the cardboard material, i.e. complex permittivity
parameters, could unfortunately not be measured due to lack of equipment but it would
have been interesting.

The ground plane, radiating patch and feed line were flexographically printed [17] with
three consecutive passes onto a plastic film with a thickness of 80um using the silver based
ink CFW-102X [18]. After being cured at 120°C for 20 minutes, an average DC sheet
resistance of 70m€ /o was obtained. The plastic films holding the printed traces were glued
to the respective sides of the cardboards. The antennas were optimized by repeated
impedance and read range measurements for different dimensions with the final
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geometrical parameters: Wp=100 mm, Lp=Ls=75 mm, Dp=12 mm, W1=60 mm, L1=45 mm,
1f1=5 mm, 1f2=9 mm, Ws=110 mm, W2=80 mm, L2=38 mm, Ds=27 mm, 1f=10 mm, s1=12
mm, s2=2.5 mm, s3=9 mm.

In order to evaluate the influence of the limited conductivity of the silver ink printed
conductors on the antennas performance, two copper antennas were constructed with the
same geometry by replacing the printed plastic film with 70 pm thick copper film. The input
impedance of the printed and copper patch antennas were measured with the vector
network analyzer E5070B and the results are displayed in Fig. 12. Fig. 12 (a) shows the
impedance traces of the shorted patch antennas and Fig. 12 (b) shows those involving the
slots. The solid lines represent the impedance traces of copper antennas and the dashed lines
are those of the printed ones. The measured frequency range is from 500 to 1500 MHz and
the square shaped marks represent the impedance values at 869 MHz. In the Smith Chart it
can be seen that the radius of the impedance trace circles of the printed antennas in both
cases are smaller than those of the copper ones, which represents more conduction loss and
is similar to that observed throughout Chapter 3.

(@) (b)
Fig. 12. Measured Input Impedance of (a) Shorted and (b) Slot Patch Antennas.

It was also observed that the radius difference is more obvious for the slot patch antenna
than for the shorted one which might be because of the higher current density on traces with
limited conductivity.

Alien chips with straps were placed across the slots along the respective feeds. The read
range in the front direction of these four tags when there are no metallic objects nearby and
when they are mounted at the centre of a metallic plate of size 305x165mm is obtained by
placing the tag in the approximated open air read range in Fig. 5 with the SAMSys reader
operating at 2 W ERP. The results are shown in Table XIX and observed that, without any
objects nearby, the read range of the slot patch antennas are better than those of the shorted
ones with the metallic plate behind the slot patch. Both antennas however perform better
with the metallic plate behind, which is mainly due to no back radiation. The range
enhancement is also rather better for the shorted patch antenna than for the slot one. In the
Smith Chart, it can be seen that the impedance values of the slot patch antennas at 869 MHz



RFID Antennas — Possibilities and Limitations 85

are more close to the conjugate impedance value of the RFID chip than those of the shorted
ones implying a higher input return loss for the slot patch antennas.

The read range of the copper antennas is only slightly better than the range for the printed
ones and this is probably due to both lower ohmic losses and a better impedance match with
the copper antennas. Since the geometrical parameters for the antenna are determined for
the printed patch antennas, the input impedance will offset those of the originals when
applying the same geometrical parameters to the more conductive copper antennas. This
then degrades the impedance match between the antenna and the RFID chip.

Without When mounted on a
Antenna type metallic objects | metallic plate with size of
nearby 305x165mm
Shorted microstrip patch antenna 29 m 33 m
(copper)
Shc?rted microstrip patch antenna 20m 28 m
(printed)
Slot microstrip patch antenna 25m 28 m
(copper)
Slo.t microstrip patch antenna 23m 24m
(printed)

Table XIX. Measured Read Range in the Front Direction of the Patch Antenna

7. Aesthetic appearance of RFID antennas

Antennas are most often designed with little or no attention to their aesthetic appearance.
Typically, antennas are optimized for functionality in a specific application, or to fit within a
specific footprint. RFID antennas can however be visible on packaging and products, and a
graphic design could serve promotional purposes. This section shows how the adaptation of
logo designs can serve as operating RFID antennas and thus add a promotional dimension
to the RFID antenna design. A package, or other object, generally has a company logo or
similar trademark printed on it and with the proposed concept that logo can also serve as a
silver-printed RFID antenna.

J ‘

(@) (b)
Fig. 13. (a) The Precisia LLC company logo and (b) the same logo changed into an RFID tag
antenna.
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7.1 Converting logotypes to RFID tag antennas
To be effective, a resonant antenna must be comparable in size to the working wavelength

(usually about at least one sixth of a wavelength). For UHF RFID systems, this means about
5-15 cm in size in at least one dimension, implying that they will be very visible even when
placed on relatively large objects such as containers and pallets. Typical modern RFID
antennas are variations of well known structures such as dipoles, loops, slots, and meander
lines. Very few RFID antenna structures are designed as an artwork even though some
examples exist and include a patch antenna with the slot in the shape of an adapted
University logo helping to achieve higher working bandwidth [20], and a modified meander
type dipole antenna, using a text pattern [21].

As shown previously common antennas such as ordinary dipoles, folded dipoles and the
like are unable to be scaled to reach impedances that fit common passive UHF RFID chips
unless altered by adding or removing parts. The proposed consept include converting a
logotype to an antenna where one first decides where on the geometry to place the chip and
then add and remove conductive parts trying to not severely distort the original artwork. If
the pre-bonded chips referred to as straps are used, the feed gap could be up to 4-5 mm. A
greater challenge in converting logos to antennas is if one not only considers the input
impedance but is also designing for specific directivity patterns.

As flexographic printing is the most common method for printing on cardboard material all
antennas chosen for this investigation were printed using a laboratory flexographic printer
by RK Print [17].

7.2 The precisia company logo as RFID antenna

Fig. 13shows the original logo by Precisia LLC [18] and its version modified to become an
RFID antenna template. The original logo design contains the first letter of the company
name “P” with the filled circle in the middle surrounded by filled lines forming a “star”-like
pattern. The loop in the letter “P” is not completely closed and the surrounding rotated lines
are not connected to the “P” (there are small gaps), except for the vertical line in the “P”
itself.

The process of converting the logo into a functional RFID antenna structure was initiated by
choosing a placement position for the RFID chip. With the present graphical design it was
decided to make the final structure as similar to the dipole as possible. In such a case, the
chip should be positioned close to the geometric centre of the structure. In this particular
case, the gap in the loop of the letter “P” was chosen (see Fig. 13(b)). The central filled circle
was connected to the loop by two lines, forming a shorted loop connected in parallel to the
chip pads. The intention of keeping such a loop close to the chip becomes clear when
looking at the altered dipole antennas used in the previous sections, as it can serve as the
impedance matching quasi-lumped inductor. After trial and error with Ansoft HFSS [3]
some of the remaining lines in the “star” pattern were connected to the loop. Finally, the
whole antenna was scaled in the structure simulator to provide operating frequency around
867 MHz with resulting dimensions /= 131 mm and d= 5 mm.

Measured input impedances of antennas made from both copper foil and flexographic print
are shown in Fig. 14.
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Fig. 14. Measured input impedance for the Precisia logo antenna, made from copper foil
(solid line) and printed with conductive ink (dashed line). The graphs sweep from 500 to
1500 MHz and the markers on the impedance curves (the filled square) are set to 867 MHz.

The antennas were equipped with Alien Monza Gen2 chips and were measured to have
maximum reliable read range of 5.16 m for the copper antenna and 4.03 m for the printed
one, which can be compared 6.0 m maximum reading distance for a copper antenna very
similar to the inductive dipole presented earlier.

The radiation pattern was extracted by measuring maximum read range for different angles
and is shown in Fig. 15.
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Fig. 15. Measured (solid line) and simulated (dashed line) radiation patterns for the Precisia

logo antenna in (a) the xz-plane and (b) the yz-plane. Maximum directivity is about 2.0 dB,
directed along the z-axis
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In order to demonstrate that almost any logo could be arranged as an RFID antenna some
additional logos from the Michigan region were evaluated. The reading distance of these
experiments are presented in Table XIII.

Antenna printed on

Antenna . . . Antenna made
pattern plastic film with from copper foil
silver based ink
Precisia Logo 403 m 516 m
Detroit Pistons 481 m 6.05 m
Michigan M 554 m 579 m

Table XIII. Maximum RFID Read Range for Printed and Solid Copper Antennas

8. RFID antennas as RFID sensors

Up until today, very few RFID chips exist that include an input port also for sensor data, i.e. an
extra digital or analogue input port. The analogue version could for example measure the
resistance over a sensor port, allowing for simple passive sensor elements that change
resistance proportional to the physical quantity of interest. One application where this would
be valuable is in the remote measuring of moisture or the wetness level at the location of the
tag. Moisture sensor tags with costs similar to those of ordinary ID tags could for instance be
placed inside walls or floors in buildings. The humidity level inside the wall could be read by
holding a handheld RFID reader at, say, one meter from the wall provided that the positions of
the tags are discretely marked or mapped. By periodically reading the tags it is possible to
prevent costly damage due to mould or putrefaction. The tag could be advantageously
positioned directly underneath hidden water pipe connections for early leakage detection.

This section presents a concept where pairs of ordinary RFID tags are exploited for use as
remote reading moisture sensors by embedding one of the two tags in a moisture absorbing
material.

8.1 Open and embedded tags

Wall
Open
Tagg
Absorbing
:;:;;'e Material
| WWVW
Minimum required REID
signal strength is Read
Embedded higher for embedded inalhiid
Tagg tag than for open tag

Fig. 16. Moisture sensing label incorporating two RFID tags where one of the tags is covered
with a paper based moisture absorbing material. In a humid environment the embedded
tag’s antenna gets less efficient and needs a stronger RF signal to operate. The difference in
RF power to operate is proportional to the humidity level.
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Existing technologies for remote reading of humidity levels in hidden locations such as
inside walls are based on different microwave technologies [22]-[23] For some locations and
especially thick multi-layer walls it can however be difficult to accurately read a moisture
value. Proposals for in-situ water content sensors have also been made utilizing SAW-based
transponders [24].

Previous sections have shown that the performance of low cost tags, constructed with
simple one-layer antennas, is very sensitive to the surrounding environment and especially
to nearby metallic surfaces. Water is no exception since its relative permittivity is of the
order of 80+jx80 and will directly cause ohmic losses in an antennas near-field and also
change its resonance frequency. It has previously been characterized as to how this property
can be used to measure wetness in soil and snow by connecting a transmission line to a
buried monopole antenna [25].

The concept suggested here is based on the use of two tags on one label where one of the
tags is embedded in a moisture absorbent material and the other is left open. In a humid
environment the moisture concentration is higher in the absorbent material than in the
surrounding environment which causes degradation to the embedded tag's antenna in
terms of dielectric losses and change of input impedance as water increases both the real
and imaginary parts of the paper’s dielectric constant [26].

If the tags are passive, an RFID reader held at the same distance from both tags in the label
must therefore emit a stronger interrogating signal in order to power up the embedded tag
than the naked tag. By comparing the minimum power levels required to power up each tag
it is therefore possible to determine the humidity level at the tag’s location.

Moisture measurement by embedding an RFID tag could theoretically also be performed
using only one tag but that would require the distance and materials between the reader
and the embedded tag to always be exactly the same.

8.1.1 Characterizing pair of tags

Two passive 868 MHz Gen-2 tags from Alien using the Alien Squiggle antenna were used in
experiments performed in a climate chamber. In three different setups, 10 stacked sheets of
blotting papers made out of bleached kraft pulp with a basis weight of 260 g/m?2 were
placed respectively in front, behind and both in front and behind one of the tags. A SAMSys
RFID reader allowing control of the antenna output power was used with its antenna
positioned symmetrically about 1.5 m from the pair of tags.

Results are presented in Fig. 17 (a), which can later be used as a look-up table for humidity
levels when measuring labels placed at hidden locations.

The tags were also characterized for direct wetness with the result shown in Fig. 17 (b).

8.1.2 Remarks for the double tag RFID sensor approach

It is observed that the more embedded a tag is the more sensitive it is to the surrounding
humidity. The larger total volume of absorbing material in the embedded tag introduces a
larger total amount of water near the tag antenna. At 90% RH the half-open and totally
embedded tag shows approximately the same difference when compared to the totally open
reference tags. The differences in power levels for different levels of relative humidity
proved to be of the order of a couple of decibels for the 80 % RH where humidity may
become the source of mould. This places significant constraints on the tolerances of the
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readout electronics and, additionally, that the individual tag antennas within the label are
not externally distorted by small variations in their respective vicinities.
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Fig. 17. Difference in minimum output power required from the RFID reader in order to

read two passive tags in a label where one is covered or embedded in a moisture absorbing

material.

As is shown in Fig. 17 (b), the tag embedded with 5 mm paper on each side also was not
readable at all at 1.61 m when it received more than 12 grams of water. At the time of
malfunction the difference in transmitted power was about 13 dB.

It is also observed that the difference in minimum transmitted power is almost linear to the
amount of water added. Even though the totally embedded tag shows a greater difference
than the tag covered only on one side, the difference for small amounts of water is not
significant.

A more advanced label could include three or more tags where perhaps one tag could have
its antenna completely dissolved if moisture exceeds a certain value. This could for example
be accomplished by having a water based electrically conductive ink (i.e. silver ink). In that
way one would create a memory effect that states that the relative humidity has been above
a certain level and could also provide the current value.
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1. Introduction

Radio Frequency Identification (RFID) is a rapidly developing technology which uses RF
signals for automatic identification of objects. RFID system generally consists of three
components: 1) A small electronic data carrying device called a transponder or tag that is
attached to the item to be identified, 2) A reader that communicates with the tag using radio
frequency signals, 3) A host data processing system that contains the information of the
identified item and distributes the information between other remote data processing
systems. A typical passive RFID tag consists of an antenna and RFID chip. RFID tags can be
active (with battery) or passive (without battery). In particular, passive UHF (860 ~ 960)
MHz tags represent a near optimal combination of cost and performance (Hunt et al., 2007).
Generally, omni directionality for the tag antenna is preferred to ensure the identification
from all directions. The structure of the tag antenna should also be low cost, small in size,
have good impedance matching and insensitive to the attached objects to keep performance
consistent (Curty et al., 2007).

A passive RFID system operates in the following way: RFID reader transmits a modulated
RF signal to the RFID tag consisting of an antenna and an integrated circuit chip. The chip
receives power from the antenna and responds by varying its input impedance and thus
modulating the backscattered signal. Modulation type often used in RFID is amplitude shift
keying (ASK) where the chip impedance switches between two states: one is matched to the
antenna (chip collects power in that state) and another one is strongly mismatched. The
most important RFID system performance characteristic is tag range - the maximum
distance at which RFID reader can either read or write information to the tag. Tag range is
defined with respect to a certain read/write rate (percentage of successful reads/writes)
which varies with a distance and depends on RFID reader characteristics and propagation
environment (Nikitin & Rao, 2006).

In this chapter, the operation theory of the RFID system is described. The antenna in
RFID system is discussed, and the designing considerations of the antennas for RFID
applications are presented. Also the design, simulation and implementation of some
commonly used antennas in the RFID system are presented and investigated. IE3D
electromagnetic simulator based on Method of Moment (MoM) is used to design some of
these antennas.
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2. Operation theory of RFID tags

As known, passive RFID tags does not have its own power supply (i.e. battery less) ,so it
depends on the received signal to power up the tag circuitry and resends the data to the
reader. In this section, the operation of RFID tags is discussed and analyzed as well as the
powers at the tag terminals and reader antenna are calculated.

2.1 Link budget
To calculate the power available to the reader P,, the polarization losses will assume to be

neglected and line-of-sight (LOS) communication is presented. As shown in Fig. 1, P, is
equal to G,P', and can be expressed as shown in equation (1) by considering the tag antenna
gain G; and the tag-reader path loss (Curty et al., 2007):

/1 2
P. =GP =G,P| — 1
r rer r b(4ﬂ'dj ( )
ﬂ, 2
=G,G,P| — 2
Gn( ) ®
Gr: Ram.r G') Rbun"
\% Perp B \/
> >
P - -— B
Reader . F, 54 L
-—
d -Pb Zin,l
-t
SWR, iy,

Fig. 1. Link budget calculation (Curty et al., 2007).

P'y can be calculated using SWR between the tag antenna and the tag input impedance:

SWR -1
Pb:P’(SWR j ©)
+1

Or can be expressed using the reflection coefficient at the interface (I'in) as shown below:

1

B, =P|r,[’ @)

The transmitted power (Prirp) is attenuated by reader-tag distance, and the available power
at the tag is:
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P
PG, =P — 5
G = Pone | 1 ®)
Substituting equations (3), (4) and (5) in equation (1) will result in the link power budget
equation between reader and tag.

2 Y (SWR-1Y
P=GG*=—||=—=|rpP 6
r r t(4ﬂ'd} (SVVR-Fl) EIRP ()

Or can be expressed in term of (I'in), so equation (2.6) will become:

4
A 2
P, :GrGt2 [@j ‘Fin‘ Pepgp @)
The received power by the reader is proportional to the (1/d)* of the distance and the
matching between the tag antenna and tag RFID IC as well as (P,) is depending on the gain
of the reader and tag antennas. In other words, the Read Range of RFID system is
proportional to the fourth root of the reader transmission power Pgrp.

3. Complex conjugate concept

For the ac circuit shown in Fig. (2) which consists of fixed voltage with peak value V, and an
internal impedance Z;=R.+jX, and an external load Z;=R;+jXt , the load will deliver (1/2 Vi)
when Z;=Z," (Zhan, 2006) .

N, whenZ =Z3*

Fig. 2. Context for maximum power transfer theorem (Zhan, 2006)

The maximum power transfer theorem states that: for a linear network with fixed source
impedance, the maximum power is delivered from the source to the load when the load
impedance is the complex conjugate of the source impedance, that is:

Zi=7s 8

Which means that Rp=R, and jXp=-jX;, and the circuit is said to be conjugately matched.
The available source power is given by:

|V,

available source power =
8R

S
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As mentioned before, the RFID tag consists of an antenna and RFID integrated circuit (RFID
IC) which can be illustrated by its equivalent circuits as shown below:

o
Fig. 3. The Equivalent circuit of the RFID circuit

Typically, X; is capacitive and it comes from the rectifier capacitor which is about (1pf) this
means an impedance of (-j200 ) at a frequency of 915 MHz, and Rs is about (10 €). The tag
impedance will be Z.=10-200<, this is an approximate value, but the exact chip impedance
value can be obtained from chip manufacturer or can be measured by using network
analyzer. The voltage reflection coefficient of a load Z; on a transmission line of impedance
Z, is defined as follow:

e Z, -7, (10)
Z,+7Z,

Where 7 is the load impedance and Z, is the line impedance. If the circuit is perfectly
matched, maximum possible power will be transferred from the transmission line to the
load. In the case of perfect matching between the antenna and the RFID IC there will be
maximum power transfer. Also a perfect matching will result in zero voltage reflection
coefficient.

Smith chart can be used for designing. If the RFID IC has input impedance of (10-j200) €,
this value can be represented on smith chart as shown below:

Fig. 4. Approximate position of 10Q -j200Q in Smith Chart

The RFID IC has capacitive impedance, so an inductive antenna with impedance of
(10+j200) Q (see Fig. 5) is required to obtain complex conjugate matching (perfect matching).
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If the inductance is too low, matching networks can be used or lumped elements can be
added.

Fig. 5. Desired position of inductive antenna and capacitive chip

3. Types of RFID tag antennas

In this section, an overview of some antenna designs for passive UHF RFID tag is presented.
These types are different from design to another depending on the application. There is no
perfect antenna for all applications. It is the application that defines the antenna
specifications. There is a high probability that many types of transponders will share the
same IC but will connect to different antenna types. Patch antennas are well appropriate for
metallic objects since it is possible to make use of their bodies as a ground plane (Curty et
al., 2007). Inverted-F antennas are also mountable on such objects (Ukkonen et al., 2004).
Other types of materials, e.g. (wood, cardboard, water, etc.), also allow differential antennas.
These antennas offer the advantage of higher radiation resistance compared with single
ended versions.

In the following sub-sections, some of these designs will be taken in details:

3.1 Meandered antennas

Meandered line antennas are interesting class of resonant antennas and they have been
widely studied in order to reduce the physical size of the radiating elements in wire
antennas like: monopole, dipole and folded dipole antennas. Increasing the total wire length
in antenna of fixed axial length will lower its resonant frequency. One of the design
requirements is miniaturizing the antenna, so meandering sections are added to the
ordinary dipole antenna to reduce its physical size as shown below in Fig.6 (Rao et al., 2005).
As the chip has a highly capacitive part in its impedance, the impedance of the designed
antenna should have a highly inductive part as mentioned in the complex conjugate
matching concept. To provide a better matching for the chip capacitive impedance, one
meandered section was further meandered and a loading bar is added to obtain additional
inductance. This antenna can be easily tuned by trimming. Lengths of meander trace and
loading bar can be varied to obtain optimum reactance and resistance matching. The
trimming is realized by punching holes through the antenna trace at defined locations. For
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example, trimming the meander trace by Ax=5mm moves the resonant frequency up by 20
MHz as shown in Fig. 7. The gain is not significantly affected by trimming as shown in Fig.8.

!

1
Yy . Antenna’ RFIDchip . . ..  Substrate
z trace location d a

Fig. 6. Meandered line antenna

Impedance (Ohm)

1.~ 895 MHz

© 1=875MHz
100¢ f ~ 855 MHz

gzo 860 880 900 920
Frequency (MHz)

Fig. 7. Impedance of the loaded meander tag antenna (R, X, ) as a function of meander trace
length trimming Ax

A === Ax=bmm

== Ax=10 mm

Fig. 8. Gain of the loaded meander tag antenna in yz-plane at 900 MHz as a function of
meander trace length trimming Ax
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3.2 Text antennas

Text can be used as a meandered line antenna (Salama & Quboa, 2008a). Using text as an
antenna element in RFID tags is given with good reason; brand names or manufacturer
logos can be used to form a radiating element for the RFID tag antenna which gives an
additional value to the tag itself as a hi-tech advertisement. In this section the use of text as a
meandered line for dipole antennas is discussed. Size reduction is compared to the ordinary
dipole antenna operating at the same frequency and printed on the same substrate.

Fig.9 shows the antenna configurations of antenna No.1 and antenna No.2 where the letters
of the text "UNIVERSITY OF MOSUL" are connected together in two different ways. In
antenna No.1, the text is in contact with a straight dipole structure underneath the letters,
whereas in antenna No.2, the letters are joined together from top and bottom of the letters
alternatively to form a meander line structure.

Fig.10 shows the simulated return loss for the antennas No.1 and No.2. As shown in Fig.10,
antenna No.2 has the better return loss. The Text antenna can be implemented and
fabricated using PCB technology as shown in Fig.11.

| 122.6 mm |

UNIVERSITY OF MOSUL

-

9 man—

Antenna No.1
j 107.7 mm i
I 1
63 m.mI
- 476 mI v
Antenna No.2 L»X

Fig. 9. Using Text as antennas for RFID tags

—s—[" Antenna 1 dB[S(1,1)]
—=—[" Antenna 2 dB[S(1,1)]

Retun Loss (dB)

-10 -10

0o 02 04 06 08 1 12 14 16 18 2
Frequency (GHz)

Fig. 10. The simulated return loss for the antennas No.1 and No.2.
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[ B § ‘

Fig. 11. Photograph of the fabricated Text Antenna.

3.3 Fractal antennas

The interaction of electromagnetic waves with fractal geometries has been studied. Most
fractal objects have self-similar shapes, which mean that some of their parts have the same
shape as the whole object but at a different scale. The construction of many ideal fractal
shapes is usually carried out by applying an infinite number of times (iterations) an iterative
algorithms such as Iterated Function System (IFS). IFS procedure is applied to an initial
structure called initiator to generate a structure called generator which replicated many times
at different scales. Fractal antennas can take on various shapes and forms. For example,
quarter wavelength monopole can be transformed into shorter antenna by Koch fractal. The
Minkowski island fractal is used to model a loop antenna. The Sierpinski gasket can be used
as a fractal monopole (Werner & Ganguly, 2003). When designing a small antenna, it is
important to have a large effective length because the resonant frequency would be lower.
The shape of the fractal antenna is formed by an iterative mathematical process. This
process can be described by an Iterative Function System (IFS) algorithm, which is based
upon a series of affine transformations which can be described by equation (11) (Baliarda et
al., 2005):

w=[rcos@—rsing rsin@ rcosf e f] (11)

Where 7 is a scaling factor and 0 is the rotation angle, e and f are translation involved in the
transformation.

Fractal antennas provide a compact, low-cost solution for a multitude of RFID applications.
Because fractal antennas are small and versatile, they are ideal for creating more compact
RFID equipment — both tags and readers. The compact size ultimately leads to lower cost
equipment, without compromising power or read range. In this section, some fractal
antennas will be described with their simulated and measured results such as: fractal
dipoles and fractal loops.

3.3.1 Fractal dipole antennas

A standard Koch curve (with indentation angle of 60°) will be investigated (Salama &
Quboa, 2008b), which has a scaling factor of r = 1/3 and rotation angles of 0= 0, 60, -60, and
0. There are four basic segments that form the basis of the Koch fractal antenna, which are
shown in Fig. 12. The geometric construction of the standard Koch curve is fairly simple.
One starts with a straight line as an initiator as shown in Fig. 12. The initiator is partitioned
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into three equal parts, and the segment at the middle is replaced with two others of the same
length to form an equilateral triangle. This is the first iterated version of the geometry and is
called the generator as shown in Fig. 12.

From the IFS approach, the basis of the Koch fractal curve can be written using equation
(11). The fractal shape in Fig. 12 represents the first iteration of the Koch fractal curve. From
there, additional iterations of the fractal can be performed by applying the IFS approach to
each segment.

It is possible to design small antenna that has the same end-to-end length than their
Euclidean counterparts, but much longer. When the size of an antenna is made much
smaller than the operating wavelength, it becomes highly inefficient, and its radiation
resistance decreases. The challenge is to design small and efficient antennas that have a
fractal shape.

[« ! g

(a) Initiator

(b) Generator

Fig. 12. Initiator and Generator of the standard Koch fractal curve.

Dipole antennas with arms consisting of Koch curves of different indentation angles and
fractal iterations are investigated in this section. A standard Koch fractal dipole antenna
using 3t jteration curve with an indentation angle of 60° and with the feed located at the
center of the geometry is shown in Fig.13.

S 2 PUUPS o PN

Fig. 13. Standard Koch fractal dipole antenna.

Table 1 summarizes the standard Koch fractal dipole antenna properties with different
fractal iterations at reference port of impedance 50Q. These dipoles are designed at resonant
frequency of 900 MHz.

The indentation angle can be used as a variable for matching the RFID antenna with
specified IC impedance. Table 2 summarizes the dipole parameters with different
indentation angles at 50Q port impedance. Each dipole has an end-to-end length of 102mm.
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Iter. Dim. RL | Impedance | Gain Ii{ ead
No. (mm) (dB) ©@ (dBi) ange
(m)
KO 127.988 -27.24 | 54.4-j0.95 1.39 6.22
K1 1084 X17 | -17.56 | 38.4+j2.5 1.16 6

K2 96.82X16 | -12.5 32.9+j9.5 0.88 5.72
K3 91.25X14 | -11.56 29.141.4 0.72 5.55

Table 1. Effect of fractal iterations on dipole parameters.

Indent. fr RL | Impedance | Gain Read
Angle | cHy) | (dB) @) (dBi) | Ranse
(Deg.) (m)

20 1.86 20 | 60426 | 125 | 608
30 102 | 2253 | 465406 | 118 | 605
40 096 | -1987 | 41407 | 1126 | 6

50 | 0876 | -1437 | 3568+7 | 0992 | 583
60 | 0806 | -122 | 3036+j0.5 | 0.732 | 56
70 | 0727 | 899 | 2383418 | 016 | 5.05

Table 2. Effect of indentation angle on Koch fractal dipole parameters.

Another indentation angle search between 20° and 30¢ is carried out for better matching. The
results showed that 3rd iteration Koch fractal dipole antenna with 27.5¢ indentation angle has
almost 50Q impedance. This modified Koch fractal dipole antenna is shown in Fig.14. Table
3 compares the modified Koch fractal dipole (K3-27.5°) with the standard Koch fractal
dipole (K3-60°) both have resonant frequency of 900 MHz at reference port 50Q.

118.73 mm

hd

L

Fig 14. The modified Koch fractal dipole antenna (K3-27.5).

Antenna Dim. RL Impedance | Gain Ii{a erilde
type (mm) (dB) () (dBi) (mig

K3-60° |91.2X14 | -11.56 | 29.14-j1.4 0.72 5.55
K3-27.50 | 118.7X 8| -33.6 48+j0.48 1.28 6.14

Table 3. Comparison of (K3-27.50) parameters with (K3-60°) at reference port 50€2.
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From Table 3, it is clear that the modified Koch dipole (K3-27.5°) has better characteristics
than the standard Koch fractal dipole (K3-60°) and has longer read range.

Another fractal dipole will be investigated here which is the proposed fractal dipole (Salama
& Quboa, 2008b). This fractal shape is shown in Fig.15 which consists of five segments
compared with standard Koch curve (60° indentation angle) which consists of four
segments, but both have the same effective length.

—— —

(a)Initiator
02 O3 (O]
o /60" [oN o ol 13 w2 o
L R Ry

(b) Standard Koch curve generator (c) Proposed fractal curve generator

Fig. 15. First iteration of the fractal curves.

Additional iterations can be performed by applying the IFS to each segment to obtain the
proposed fractal dipole antenna (P3) which is designed based on the 3rd iteration of the
proposed fractal curve at a resonant frequency of 900 MHz and 50Q reference impedance
port as shown in Fig. 16 below.

9314 |

|
|
Y
L‘X
Fig. 16. The proposed fractal dipole antenna (P3) (Salama & Quboa, 2008b).

Table 4 summarizes the simulated results of P3 as well as those of the standard Koch fractal
dipole antenna (K3-600).

Antenna Dim. RL impedance | Gain Ii{a erilde
type (mm) (dB) () (dBi) (mig

K3-60° |91.2X14 | -11.56 | 29.14-j1.4 0.72 5.55
P3 93.1X12 | -14.07 33.7+j3 0.57 5.55

Table 4. The simulated results of P3 compared with (K3-600)



104 Radio Frequency Identification Fundamentals and Applications, Design Methods and Solutions

These fractal dipole antennas can be fabricated by using PCB technology as shown in Fig.17
and Fig.18 respectively. A suitable 50Q coaxial cable and connector should be connected to
that fabricated antennas. In order to obtain balanced currents, Bazooka balun may used. The
performance of the fabricated antennas is verified by measurements. Radiation pattern and
gain can be measured in anechoic chamber to obtain accurate results. The measured
radiation pattern for (K3-27.5¢) and (P3) fractal dipole antennas also shown in Fig.19 which
is in good agreement with the simulated results.

an'h-ripis.

Fig. 17. Photograph of the fabricated K3-27.5¢ antenna.

Traposed Fracws) Dipsic

o i

180
@)
Fig. 19. Measured radiation pattern of (a) (K3-27.5°) antenna and (b) (P3) antenna

3.3.2 Fractal loop antennas

In this section, the design and performance of Two fractal loop antennas designed for passive
UHEF RFID tags at 900 MHz will be investigated; the first one based on the 2nd iteration of the
Koch fractal curve and the other based on the 2nd iteration of the new proposed fractal curve
with line width (Imm) for both as shown in Fig. 20 (Salama & Quboa, 2008c).
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o "33mm — 1

77.4 mm

74.55 mm

Y

-1+ be

(b)
Fig. 20. The designed fractal loops: (a) Standard Koch fractal loop, (b) The new proposed
fractal loop

A loop antenna responds mostly to the time varying magnetic flux density B of the incident
EM wave. The induced voltage across the 2- terminal's loop is proportional to time change
of the magnetic flux ® through the loop, which in turns proportional to the area S enclosed
by the antenna. In simple form it can be expressed as (Andrenko, 2005):

voc%focw\é\s (12)

The induced voltage can be increased by increasing the area (S) enclosed by the loop, and
thus the read range of the tag will be increased. The proposed fractal curve has a greater
area under curve than the standard Koch curve in second iteration. Starting with an initiator
of length (I), the second iterations area is (0.0766 [2 cm?) for the proposed curve and (0.0688 12
cm?) for the standard Koch curve. According to equation (12) one can except to obtain a
significant level of gain from proposed fractal loop higher than that from Koch fractal loop.
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Fig.21 shows the return loss (RL) of the designed loop antennas of 50Q balanced feed port,
and Table 1 summarizes the simulated results of the designed loop antennas.

—=—[" Proposed Loop
—=—[ Koch Loop

Return Loss (dB)

0 02040608 1 12141618 2
Frequency (GHz)

Fig. 21. Return loss of the two loop antennas.

Antenna type Rf(t)l;gn BW |Impedance| eff. | Gain I?a eril;e
o .
(dB) (MHz) ((9)] (%) | (dBi) (m)
Standard Koch Loop | -12.35 314 | 80.73473 | 785 | 1.74 | 6.287
Proposed Loop -12.75 36 78.2-89 | 81.8 | 1.97 | 6477

Table 5. Simulated results of the designed loop antennas.

From Table 1 it can be seen that the proposed fractal loop has better radiation characteristics
than the standard Koch fractal loop. As a result, higher read range is obtained. The
proposed fractal loop also is smaller in size than the standard Koch fractal loop. The
measured radiation pattern is in good agreement with the simulated one for the proposed
fractal loop antenna as shown in Fig. 22.

0

20 00 .20 |40 8 @ 40 20 oo 20

@
g,

1850 - UL =
(@) (b)

Fig. 22. The radiation pattern of the proposed fractal loop antenna (Salama et al., 2008).
(a) measured. (b) simulated
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The fabricated proposed fractal loop antenna is shown in Fig.23 below:

. Fractal loop

Fig. 23. The fabricated proposed fractal loop antenna.

3.4 Inverted-F antennas

A lot of different tag designs have been developed, but one of the biggest challenges
nowadays is tagging objects that consist of metal or other conductive material. Printed
dipole antennas may be used in RFID tags, but their performance is highly platform
dependent. Conversely, microstrip patch antennas are more tolerant to the effects of the
platform, but are very large in size. Metal strongly affects the performance of antennas for
example by lowering the antenna’s radiation efficiency. Metalized objects, such as
aluminum cans, are common in most applications that utilize passive RFID systems.
Therefore, tag antennas must be designed to enable passive tags to be read near and on
metallic objects without performance degradation. Inverted-F antennas is a good solution
which is a modification of a quarter-wave monopole antenna. The height of the antenna can
be reduced by positioning the radiating element so as parallel with the ground plane while
maintaining the resonant length. In Fig.24 the basic structures of IFA are presented. The
microchip is attached to the feed point between the ground plane and the radiating element
(Ukkonen et al., 2004a).

Inverted-F antennas can take various shapes and designs according to application and
specifications. These types like: planar inverted-F antenna as shown in Fig.25 (Hirvonen et
al., 2004) and wire-type inverted-F antenna as shown in Fig.26 (Ukkonen et al., 2004b).

4. Environmental effects and performance limitations

RFID tag performance can be affected by many factors. In particular, the electrical properties
of objects near or in contact with the tag antenna will be changed. A tag is usually attached
directly to the object to be identified. Many common materials, including metals and liquids,
have strong effects on the performance of UHF tag antenna (Dobkin & Weigand, 2005). The
effect of different materials has been studied where the RFID tags can be placed in free space
(air), on cardboard, directly to metal, on plastic container filled with water and on wood
....etc. Figs. 26, 27 and 28 show the effect of some materials on the return loss of some
practical antennas which are mentioned before in this chapter.
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Fig. 24. The Basic structure of IFA.
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Fig. 25. Wire-type Inverted-F Antenna.
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Fig. 26. Effect of different materials on Return loss of the Text Antenna.
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Fig. 27. Effect of different materials on Return loss of the Proposed Fractal Dipole antenna
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Fig. 28. Effect of different materials on Return loss of the Proposed Fractal Loop Antenna.
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The results showed that the performance of the fractal loop antenna is practically accepted
even if the antenna is attached to different materials and has better return loss with
attaching materials when compared with other types.
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Near Field On Chip RFID Antenna Design

Alberto Vargas and Lukas Vojtech
Czech Technical University in Prague
Czech Republic

1. Introduction

This chapter deals with the designing strategy and process integration for a small On-Chip-
Antenna (OCA) with a small Radio Frequency Identification (RFID) tag on a chip-area 0.64 x
0.64 mm at 2.45 GHz for communication in near field. On the other hand, communication
between Reader device and set of OCA-Tag is based on inductive coupling.

Embedded antenna is an important step down into the route of miniaturisation. A special
micro-galvanic process that can take place on a normal CMOS wafer makes it possible. The
coil could be placed directly onto the isolator of the silicon chip in the form of a planar
(single layer) spiral arrangement and contacted to the circuit below by means conventional
openings in the passivation layer (e.g., Usami, 2004). Dimension of the conductor flows in
the range of 5-10 um with a layer thickness of 15-30 pm (Finkenzeller, 2003).

Embedded RF Antenna Ultra - Small RFID

Fig. 1. Embedded antenna structure of ultra-small RFID chip.

RF signal can be radiated effectively if the linear dimension of the antenna is comparable
with the wavelength of the operating frequency; however, the wavelength at 2.45 GHz is
12.24 centimetres. Due the size minimization of the transponder (reducing its area), a loop
antenna in the shape of a coil that is resonating have to be used. Since the operating read
range of these tags is relatively small compared to a wavelength, they operate in the near-
field radiation region. The tag made up of OCA is preferred to save a major portion of the
assembly cost in fabrication and it also enhances the system reliability.

Design strategy and communication principles are introduced by the description of its
equivalent circuit parameters. The next step is matching network design and simulation
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based on the complex impedance of real RFID chip EM4222 and silicon chip materials
constants. These preliminary steps are presented, the OCA structure design, simulation and
final dimension optimisation duties are performed.

The resulting OCA transponder with an integrated antenna implemented on the chip thus
requires only approx. 0.64 mm?2 of silicone. Its small dimensions allow for expansion of
applications used for marking various miniature objects as e.g. minicontainers for chemical
or biological samples. Economical and application reasons force us to modify the existing
object marking technologies. One of the development trends is the miniaturization of
identifiers, and especially the reduction of their price. Low price and miniaturization allow
for production of new RFID technology applications.

2. Tag antenna design

The efficiency of the antenna is limited by its allowable area, which is simply determined by
the underlying tag chip area. The antenna for backscattering model is a far-field one (dipole,
slot or path antenna) and its typical dimension should be A/2 or A/4. Understanding a
symbol A as wavelength. According to these, the size of the antenna should be around
several centimetres. Since the chip dimension is about micrometers, it is too small to use the
backscattering model although it is widely used in 2.45 GHz. In comparison, with an
inductive-coupling model, the dimension of the inductor coils can be very small as in mm
range. Therefore, OCA antenna becomes the best suitable technology to embed into Chip.

As magnetic-coupling model, OCA should be a coil on the Tag, a portion of the transformer,
constructed together with another coil of the Reader collectively, based on Inductive
Coupling technology as shown in figure 3. The tag either receives energy from the Reader or
communicates the signal to Reader through those two coils. High coupling efficiency, or
communication efficiency between the Reader and Tag, can be obtained by optimizing the
design of the antenna coils. In addition to these, OCA’s coil needs to be designed with a
large inductive reactance, in order to obtain a high electric potential induced under a given
intensity of magnetic field, generated by the Reader’s antenna.

Matchin .
READER {) ) (D— 0CA | Networs || Rectifier CHIP

Due to obtaining a ) N
high electric o N Matching network
induced potential, < -’ AN . deliver the
OCA must > maximum
designed with obtainable energy to
large X. the circuit.

Fig. 2. Model scheme of the circuit to design

Going in depth into the entire design of the receiver part or the Tag, as shown in figure 2,
antenna, matching network and doubler rectifier in series are implemented. The antenna
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must be matched with the input impedance of the subsequent circuit, Zrc, in order to
deliver the maximum obtainable energy to the Chip. Furthermore, this Matching Network
has to be only constructed from capacitors since inductors will share the energy in OCA and
thus reduce the efficiency of the coil. On the other hand, selected Chip contains Doubler
Schottky rectifier (Prat, 1999) and internal capacitance, which are responsible for converting
AC signal into DC. Indeed, not only rectifier capacitance is usually assumed integrated, but
also parasitic capacitances of the Tag’s Chip material.

Magnetic field H

Reade Tag

Fig. 3. Scheme of the Inductive Coupling Technology.

In terms of analysis, load process of the Chip is often modelled by a resistance at its highest
current usage (Atmel, 2002) at power-up reset or during an EEPROM write.

Keeping the resistance of the coil to the minimum permits to enhance the quality factor, Q,
of the antenna and increase the available energy to the Tag. In order to obtain the high
electric potential induced, OCA must be designed with a large inductive reactance.
Furthermore, OCA must be fabricated of a required Q-factor performance to satisfy the
matching, and a rate around 3 is assumed (Guo et al, 2006).

2.1 Parameters

. o —

T 1] | ) | T
| 1 =9 Diodes H

Vieader b =L 'Vbe
T| &~ T

l ! -r Capacitor ! l

O —i'" i 0
Reader's Matching | Rectifier Circuit |
Antenna L L L S B S

ZRC

Fig. 4. Schematic diagram of the Reader and the Tag.

Figure 4 shows the equivalent circuit where the Reader and the Tag antennas are magnetically
coupled via mutual inductance, M. The parallel resonant circuit of the antenna’s Tag includes
the inductance of the loop, Loca, and as well, its own impedance Zoca (1).
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Zoca = Roca +j Xoca @

Voltage induced in the antenna, Voca, involves both the Tag and the Reader coils in a linear
expresion, as it can be check in formula 2. Jreader is the current throughout the Reader’s
antenna.

/ VOCA/ =0 K \/(Lreader Lantena) ]reader (2)

Where o is the circular frequency (o = 2IT f) and K is the coupling coefficient between OCA
and reader’s antenna. Power delivered to the Chip (3), understanding loading stage (figure
4) as the set of Matching network, Double rectifier, the Chip and its input voltage is
assumed as follows:

Rloud (3)

P 2 2
Rlund + ROCA) + (Xlaad + XOCA)

load :E‘ OCA‘ (

led + ] Xhmd
(ROCA + Rlvad) + j(XOCA + Xluud)

‘/load = : VOCA (4)
In terms of design process, when the Chip is properly matched with the antenna coil (5), the
maximum voltage (7) and power (6) is delivered to the load.

Zoca=Z1oad" ©)

1 Vo] 1[Voed’

- = 6
load max 8 ROCA 8 R ()

load

1
= E\/ ROCA2 + XOCAZ : ‘VOCA‘ (7)

According to the Power maximum load and the theory of the Q-factor in the resonant LC
circuit, detailed below in section 4.1, both factors can be expressed in function of each other.
Thus, the voltage supplied to the load depends on the voltage of the OCA. Achieving a higher
Q-factor is faced, and 3 is assumed optimal value as reported in the initial part of this section.

load max

QOCA ®)

load max —
8 ROCA

\/ 1+ QOCA ‘VOCA‘ €

Finally, signal amplitude on the Reader side, AVreader, which is sent back from the Tag to
the Reader is proportional to the current throughout the Reader’s antenna and the OCA’s Q-
Value:

Iond

1 a)ZMZQOCA g

reader — E

(10)

reader
XOCA
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3. Circuit modelling

The suggested design scenario starts with co-designing of the reader’s antenna (Lreader) and
OCA (Loca) based on the available fabrication technology to meet the required
specifications. Besides, Q-factor for the power conversion is specified on the based of three-
dimensional electromagnetic simulation would determine the Tag's efficiency. Matching
Network between OCA and Chip takes an important stage and it is considered through
checking the input impedance of the circuit. Overall, goals must meet according to the
specifications provided by manufacturer of the Chip.

Reader Roca Zs,
° o l o——PDt——o T
Lieader Loca T C > Zs1 Vbe Zcure
. | N
Znc

Fig. 5. Equivalent Schematic made by lumped elements

3.1 Design goals

Maximum power at the entrance of the Chip from the reader’s antenna takes an important
requirement to face within design process of the antenna. It is a full duplex system; this
means that Tag must be designed to receive and send data, allowing signal communication
between Reader and Chip. The RFID antenna receives signal from the reader’s antenna and
the signal is powering the Chip when OCA delivers voltage enough to wake up the
Integrated Chip. In transmitting mode, Chip is serving as a source and also responsible for
sending out its stored data through the RFID antenna. The most important and critical
design-procedure is transmitting part, to such an extend if the best results in this mode are
achieved, there are also the best outcomes in receiving mode.

The most important tag performance characteristic is read range. One limitation on the
range is the maximum distance from which the tag receives just enough power to turn on
from the reader. Another limitation is the maximum distance from which the reader can
detect this signal from the tag. The read range is the smaller of two distances (typically, the
first one since RFID reader sensitivity is usually high). Because reader sensitivity is typically
high in comparison with the tag, the read range is defined by the tag response threshold.
Read range is also sensitive to the tag orientation, the material of the tag is placed on, and to
the propagation environment. Theoretical read range depends on the power reflection
coefficient and can be calculated using the Friis free-space formula as:

11)

where \ is the wavelength, Pt is the power transmitted by the RFID reader, Gt is the gain of
the transmitting antenna ( PtGt is EIRP, equivalent isotropic radiated power), Gr is the gain
of the receiving tag antenna, Pth is the minimum threshold power necessary to power up
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the chip. Typically Pt, Gt, Gr and Pth are slow varying, and |s|2 is dominant in frequency
dependence and primarily determines the tag resonance. Received power in decibel,
formula 12, where Lsystem is the system losses that need to be taken into account during the
measurement. This includes the cable and connector losses, temperature differences that
cause internal losses in the instruments (i.e. antenna + transceiver of reader and tag).

Indeed, our main goal is to deliver the maximum power from the chip to the OCA during
transmitting mode in terms of feeding our Tag; once internal impedance of the tag (Zrc,
figure 4 and 5) is known and the type of the antenna is chosen (coil), tuning step will
support us to achieve the final goal in terms of matching dimension between OCA and Tag.

P=P-L

t 'system + Gr + Gr + (1 - ‘S‘z) - ZOIOglO (47”) - 2010g10 (rmax) (12)

4. Matching network

Initially, as discussed before, Antenna’s impedance is fixed to Tag’s conjugated one at the
frequency working (5).Both in figure 6 and 7 are useful to locate the input impedance of the
double rectifier plus Chip (IC); Smith Diagram has been used through Mixed Series and
Parallel Connections software, v. 2.8. Parameters such as equivalent impedance, admittance,
its series and parallel scheme and its location in the Z-Smith Chart can be observed.

Zrc=80-j232 (13)

OCA'’s resistance must be kept as small as possible in order to get a higher Q-factor inductor
coil antenna. Since capacitors are exclusively employed in the matching network and trying

Input
Impedance Z Refd) - j 80.0000 Q@ Im@- J 2320000 @ |LoadZfomzndPage-| ¥ j 700.000m |V
Admittance Y Re[Y] = J 1.328m  |§  ImfY)= J 1.852m | § 1 2.852m A
Frequency f {OU j 2. 450G Hz tan & 0.3448 Peff | 650.903u W
=) 5 0.3260 P -1.888 VA
Characteristic Inpedance Zo J 50.0000 Q £ ¢ -
RL 20logr| 1.114 dB Papp | 1.997m VA
Reflection Coefficient j 0.8796 X -21.90 " YSWHR 15.62 Q 2.9000
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Parallel Resistance Rp 752.8000 ©Q Series Resistance Rs g0.0000 Q 2
752-50:;’1'1[8 - equals T/Re(Y] - iufjl;;n;‘m - equals Ref] -
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253 0k Parallel Conductance Gp 1.328m  § 23200hms  geries Conductance Gs 12500m S
- equals Refr] - - equals 1/RelZ] -
Parallel Capacitance Cp 250.249f F Series Capacitance Cs 280.005f F
I§ - equals mfY] - - equals Im(Z] -
Parallel Inductance Lp -16.863n H Series Inductance Ls -15.071n  H
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Fig. 6. Equivalent impedance, admittance, its series and parallel scheme and its location in
the Z-Smith Chart at the frequency working 2.45 GHz. Characteristic impedance 50 Q.
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Zrc

Fig. 7. Z-Smith Chart and the location of the input impedance of the RFID Tag used, Zrc.

to get a good Q-factor of the OCA, suitable values for equivalent impedance will be
computed and analyzed. Besides, capacitors influence only in imaginary part of the
impedance within reactance part, but not in resistance. According to all of these OCA
resistance can be designed equally to the Tag resistance, formula 14.

Roca = Rre =80 Q (14)

On the other hand, relationship between reactance and resistance given below (15) together
with Q-factor around 3, provide a consistent and a reliable design of OCA’s impedance.

Q= @ ~3 = Xoea #3Rocn (15)
OCA
As a result, a consistent reactance for the tag antenna is Xoca = 240Q (Loca=15.6nH) is
concluded. The impedance of OCA could be Zoca=80+j240 Q, and formula 16 shows the
normalized value according to the characteristic impedance, which is located at the up-
hemisphere of the Smith Chart, figure 8:

Z;CA ~1,6+j4,6 (16)

0

ZOCA

As it can be seen, OCA impedance has an inductive feature, which is coherent with the type
of antenna, a coil. It is actually an inductive set by both the reader and the Tag coils. In this
case, the matching area is the region inside of the Middle-Line and the frontier of the
resistance and conductance in the down-hemisphere.

An ideal case would be if OCA antenna Impedance is exactly as the Chip input one; then
no Matching network would be needed because both stages would be already matched,
figure 9.
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Fig. 8. DP-Nr. 1 (80.0 +j240.0)2, Q = 3.0 at 2.450 GHz.

Data Number Point Impedance Q | Q-Factor
1 80-j240 29
2 80+j240 2.9

Table 1. Data Point Numbers with its corresponding impedance and Q-factor at 2,45 GHz.

Fig. 9. Z-Smith Chart of the circuit impedance and its corresponding matching conjugated point.
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Table 1 shows that the Q-factor for the circuit’s impedance - 2,9 - is quite close to the value
we want to reach. Anyway, we have designed a suitable matching network and for that
reason the capacitors inside this network are so small. Actually, using this matching we can
reach Q-factor equal to 3.

Matching Network is used to achieve formula 5 though the use of Smith Chart. According to
the theory of RF adaption, a serial capacitor (C;=6.6pF) plus a parallel capacitor (C.=2.8pF)
are chosen after analyzing some tests based on Smith Chart and considering desired goals.

Zre ——)|

\Y

T C Zoca

Fig. 10. Final Scheme of the Matching Network.

Impedance Q Q-Factor
Zrc 80-j232 2.9
Zoca 80+j240 3.0

Table 2. impedance and Q-factor at 2,45 GHz

In fact, the set of the Integrated Chip, matching network and transformer can be analyzed as
a RLC resonant circuit. Then, in chapter 4.1, a study of the whole circuit and its response is
going to be performed.

4.1 Resonant circuit RLC parallel process.

The equivalent Circuit model of the Reader plus the entire Tag can be modelled as a parallel
resonant circuit LC (Yan et al, 2006). According to coupling volume theory the resonance is
required to make good use of the power transferred to the label antenna.

1

f resonant 272. \/ﬁ (17)
Optimal power transferred to the label antenna is achieved through coil inductance at the
carrier frequency resonance (fresonant=fo=2.45 GHz). The capacitor’s chip is about 28pF, which
fulfills our goals, also being acceptable compared to other researches (e.g., Sabri et al, 2006).
On the other hand, designed capacitance is charged up to 1.5 V level in less than 50 s
(Gregori et al, 2004) in order to deliver an output voltage higher than 1.2V to the Chip.

After analyzing whole equivalent impedance, set by lumped elements, on the right side of
the Receiver (figure 11), Transformer’s equivalent circuit will lead us to study and
determine the OCA and reader antennas (figure 12).

n= Lveadm (1 8)

LOCA
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Roca
Lreader LOCA T Zload
=
Fig. 11. The Reader, OCA and Tag equivalent scheme.
n:l1
P <
Lreade LOCA Z X Lreade Z'=n2eZ7
* T
IDEAL

Fig. 12. The equivalent circuit of the transformer.

According to the electrical equivalent scheme of the transformer, both coils inductances can
be substituted by the reader antenna introducing a new parameter n, which is the
proportional to the reader antenna and inversely proportional to the Tag.

Assuming that Z is composed by Roca and Xieaq in series, as figure 7 shows. Thus, Z=
RocatRioad | |C10ad= 160 Q | | 270 pF.

.2 l
Lreader T Cen2 § 160°n2

1

Fig. 13. Equivalent RLC circuit

Resonant RLC circuit provides (figure 13), through formula 18 a relationship between both
coils and parameter n, a solution for the reader’s coil at resonant frequency of the circuit, fo.

LOCA . 1 (19)

C (27r-f0)2

Actually, the final expression for the Reader’s inductance depends on the value of the
OCA'’s inductance and the capacitors located at the matching network. Thus, Tag’s antenna
has been finally designed by Licade:=15,6 nH and n=1.

reader
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4.2 Lumped element model

VCC Rcc Vchip

=
p———so
,—0

A C R Lreader

L
=0

Fig. 14. Final equivalent RLC scheme.

As a result, figure 14 shows the equivalent circuit of the entire Tag, which describe the same
behaviour, working at the ressonant frequency and delivering enough voltage to feed the
Chip (wake-up voltage claimed by producer into datasheet is 1.4V). Therefore, the input
signal, after rectifier stage, supplied to the subsequent circuit will be stable for establishing
and mainteinance a communication between reader and Tag within a near field.

5. Tag antenna geometry

The type of chosen antenna is called a magnetic dipole antenna. Where the radius of the
loop and the current (I) which has a @ orientation and the radiation vector is:

Az
P(r8,0)
r
R
o v
X 1
Fig. 15. total Power and Magnetic field radiated by a loop.
NT 20 jkp |
N= q'><2”>1¢ eMa dg (20)

The expressions for the radiation vector in a loop in polar coordinates can be expressed (z, 6, @):

N, = aIsenHIOZ” et sen(p— ¢') dg' (21)
N, = alcos§[ ") sen(g - ) dg (22)

Nw _ aIJ-Ubr e/ka5e119c05(¢—¢') COS(¢ _ ¢|)d¢y (23)
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These last expressions is illustration of the Bessel functions. Computing these formulas
according to the geometry of antenna, we get this new formulas:

N, =0 (24)
N,=0 (25)
N¢:j27za1]l(kasen¢)M>N¢:jk;zuzlsenﬁ (26)

The correct proof for a circular loop with the uniform current. The total radiated power is:

P, = [[KdQ=207"(ka)’ 27)
— jkr
and K :&‘NAZ = kznzraZIZ—Msenﬁ (28)

Where 1) is the impedance wave and k is the wave number.

From the centre of the loop, its near magnetic field radiation falls off with r-3 and increases
linearly with the number of turns N. Reminding that p0 is the permeability of the free space
(no=411 107).

2 2
BZ: HOINQMZ 2 >>a? BZ::uOIZ\ia
2(a2+r2) 2r

(29)

5.1 Structure

OCA schematic structure consists of a copper coil layer (Cu/USG single damascene process
loop) with thickness of 1 pm to come up with both optimal Q-factor for the power
conversion and match the antenna to the subsequent Chip. OCA was also covered by a 0,5
pm silicon nitride as passivation. Then, a thick dielectric undoped SiO. (USG) layer ~ 19,3
pm. The coil and Al-shielding layer are interspaced by a SiO; dielectric substrate containing
deep vias, with a lower thickness of the metal. In order to resume the mutual EM
interference between OCA and the tag’s circuit an AL-shielding layer is used. It also
enhances the Q-factor, reducing its rate. Finally, the silicon substrate is given by closed
boundary (ground) to represent the backing plate.

5.2 Design

The optimal goal in terms of size, minimizing OCA in order to suit with the Integrated Chip
dimension which is 0,64mm x 0.64 mm. Modelling is initiated by entering the substrate
details of the layers such as shown in figure 16. Details depend upon whether the substrate
layer is ossless, lossy, or a conducting layer, it is important to achieve these parameters in
the 1 correct manner. For lossless substrates such as silicon dioxide (SiO) the relative
permittivity (e,=4.1) and thickness is entered. For substrates with complex permittivity (and
hence lossy) such as silicon (Si), the real part of the permittivity is entered together with a
conductivity value in S/m. For metals, parameters are conductivity and thickness (Wilson,
2002). The variations of Q-factor pointed to the thickness of the substrate -19,3 pm
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OCA coil made of Copper (Cu)

I]]]I<D1um

Deep vias
P Si0» (USG) 19,3pm

AL-shielding layer PIZZZFFIF77FFFFFFF7FFFFFFFIFIFF ><

Interconnect layer— |

Fig. 16. The schematic cross-section of tag chip with OCA.

thickness of SiO,- of OCA’s Coil (Guo et al, 2004). Nevertheless, Metal thickness (Cu) is set
to 1 pm in order to design the steady antenna, when longer copper increases the real part of
the impedance.

OCA design is performed through software IE3D; all parameters given previously with
adviced geometry of the coil. OCA impedance is characterized through reactance and
resistance computed from the measured S;; parameter at the working frequency (fo = 2.45
GHz), and dimension optimisation is performed in order to reach global goals; both size and
load impedance.

Fig. 17. Initial design.

Going in depth with the main goal, in terms of size, minimizing OCA in order to suit with
the Tag dimension which is 0,64mm x 0.64 mm. Looking at the pattern, by changing the
space of trace width and line spacing, input impedance of the coil becomes modified too.
Actually, when playing with the width on the antenna, it means the breadth of the SiO;
substrate layer, it is possible to modify the real part of the input impedance of the antenna.
Final goal keeps on the same state; the challenge is to get 80 and 232 Q as a real and
imaginary part respectively. However, it is possible to play with the width (initially set to 12
pm) of the metals used - copper and aluminium layer - and change also the input
impedance. Do not forget about the length of the inductors metallic layer, in this case
copper. If it is getting longer, then the real part is increasing. Space line is set to 6 pm. It is
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important to point it out that the ports are located in the exact place as Padl and Pad2, in
order to get the most optimal-real antenna.

Optimization Goal |

Frequency Range
Start Frequency |2.45 GHz End Frequency |2.45 GHz Ok, | Cancel |

Optirization Objectives

Parameter Type 13t Parameter Operator 2nd Parameter
Quantity = |ReZ) ~| ~| ] | [Bwitser =] B =l
Objective Type Objective 1 Wieight
|Dptimizati0n Quantity = Objectivel ﬂ |ED | |‘I

Mote: ¥'ou need to enable pattern calculation before you can define pattern optimization goals.

Fig. 18. Optimization goal for the real part of Si; at 2.45 GHz. Objective: Re[S11] = 80Q.

Optimization Goal |

Frequency Range
Start Frequency |2 45 GHz End Frequency |2.45 GHz ok | LCancel |

Optimization Dbjectives

Parameter Type 1zt Parameter Operator 2nd Parameter
Buantity = [ImiZ] =N ~ln x| |Byitser = =l =l
Objective Type Objective 1 ‘wheight
|Dptimizati0n Guantity = Objectivel j |232 | |1

Mote: You need to enable pattern calculation before you can define pattern optimization goals.

Fig. 19. Optimization goal for the imaginary part of Si; at 2.45 GHz. Objective: Im[Sy1] =
232Q.

Indeed, figure 21 shows the final Antenna’s model after optimization process, a rectangular
coil; 0.7 mm x 0.75 mm, which is quite close to the optimal one introduced initially. Looking
at its properties and behaviour, Figure 22 shows the equivalent input impedance, computed
through the Si1 parameter, which fully accomplish the desired properties.

i z

BB 0
2 [J0.000500
1 B¥0.000000
B, .3D Folygon

Fig. 20. Layers’ depths

6. Conclusion

The process of fabricating the antenna on the top of the RFID chip eliminates the need for a
separated and costly expensive process for antenna printing and assemblage, compulsory
for a separated “off-chip” antenna which is much more times larger than the chip itself. This
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Fig. 21. Optimized design.
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Fig. 22. Final input impedance of the antenna designed.

technology requires a layer of a suitable dielectric to be deposited on the chip surface and
isolates the antenna from the circuits below. Overall, conventional RFID tags are typically of
a few cm? in size and more expensive as well. In comparison, this newly developed chip
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(EM4222) is considerably miniaturized, less than 1 mm? and at a lower cost, which is packed
with powerful functions too. Furthermore, designed On-Chip Antenna (OCA) is based on
inductive coupling technology resonating at the working frequency selected and embedded
into the Chip. The antenna is performed by the coil and it is modelled by lumped elements
and it is implemeted through 3D EM simulation tool; the software used to perform this
design in IE3D.

Design at glance, both the Reader and the Tag coils are drawn together in order to deliver
the maximum signal permitted to wake up the Chip. The matching network stage must be
designed in order to deliver maximum power from the Tag coil to the Chip. However, the
final Antenna designed (0.7 mm x 0.75 mm) is a bigger than the Chip (0,64mm x 0.64 mm),
but considered optimal since it is refered to a milimeter scale and its features accomplish
main goals in the terms of adaptation. Our results, according to settings and chosen
materials, bring into agreement with the tittle of this chapter, a small OCA antenna
operating within the near field.
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RFID TAGs Coil's Dimensional
Parameters Optimization
As Excitable Linear Bifurcation System

Ofer Aluf
Department of Physics, Ben-Gurion University of the Negev, Be'er-Sheva,
Israel

1. Introduction

In this article, Very Crucial subject discussed in RFID TAG's Coil design. RFID Equivalent
circuits of a Label can be represent as Parallel circuit of Capacitance (Cpl), Resistance (Rpl),
and Inductance (Lpc). The Label measurement principal is as follow: Label positioned in
defined distance to measurement coil, Low current or voltage source, Measuring of |Z| and
Teta of measurement coil, Resonance frequency fro at Teta = 0, Calculation of unloaded
quality factor Q0 out of measured bandwidth BO. The Coil design procedure is based on
three important steps. The first is Preparations: Definition of limits and estimations,
Calculation of parameters. The second is Matrix Run 1: Definition of matrix, Equations and
Calculations, Sample production, evaluation of samples, and Re calculation of parameters.
The third is Matrix Run 2: Definition coil parameters, samples production, evaluation of
samples, and decision on best parameters. Any RFID Coil design include definition of
Limits and estimations, Maximum dimensions of coil (Maximum overall length, width),
definition of the minimum gap between tracks and track thickness. It is very important to
emphasis that basic Label IC (NXP I CODE for example), equivalent circuit is Capacitor
(Cic) and Resistor (Ric) in parallel. The additional coil traces give the complete RFID
equivalent circuit (Capacitor, Resistor, and inductor in parallel). The RFID equivalent circuit
can be represent as a differential equation which depending on variable parameter. The
investigation of RFID's differential equation based on bifurcation theory, the study of
possible changes in the structure of the orbits of a differential equation depending on
variable parameters. The article first illustrate certain observations and analyze local
bifurcations of an appropriate arbitrary scalar differential equation. Since the implicit
function theorem is the main ingredient used in these generalizations, include a precise
statement of this theorem. Additional analyze the bifurcations of a RFID's differential
equation on the circle. Bifurcation behavior of specific differential equations can be
encapsulated in certain pictures called bifurcation diagrams. All of that for optimization of
RFID TAG's dimensional parameters optimization - to get the best performance.

2. RFID TAG equivalent circuit

RFID TAG can be represent as a parallel Equivalent Circuit of Capacitor and Resistor in
parallel. For example see below NXP/PHILIPS ICODE IC Parallel equivalent circuit.
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I-CODE RFID TAG
LA

LB

Antenna
Fig. 1.
T
Ny
i1 1
-
T2 )
1 oo
Fig. 2.

The RFID TAG Antenna can be represents as Parallel inductor to the basic RFID Equivalent
Circuit. The simplified complete equivalent circuit of the label is as below:

1 F1 L1

1!
J

T2
1{}.

Fig. 3.
C1 = Cic + Ccon + Cc, R1 = (Ric * Rpc)/ (Ric + Rpc) .

VllzL*ﬂ,Iclzc*%
dt dt
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1 t1
Ill:—*IVll*dt
L1 3
i=3 t=t1
1i=0,1+c1*d—v+i* j V*dt=0
- R1 dt L1 2,

2,

14
l*dl+cl*d72+l*V:0
R1 dt dt L1

we get differential equation of RFID TAG sys which describe the evolution of the sys in
continues time. V = V(t).
Now I define the following Variable setting definitions:

,_dVl_dv .

=—=—,V1=V
dt dt
And get the dynamic equation system:
avi _ V2
dt
avz_ 1 £y 1 f11
dt C1*R1 C1*L1

The system shape is as Non linear system equations:

avi_ f1(V1,V2..,Vn), avz_ f2(V1,V2...,Vn)
dt dt
The V1 and V2 variables are the phase space dimension two.
Now Lets Move to three variables system - which the time (t) is the third variable, V3 =t.

VI V2 1 L 1, dV3
dt dt C1*L1 C1*R1 dt

Now we get the RFID's coil dimensional parameters:

1

d=2*(t+w)/I,Aavg=0a0—-Nc*(g+w),Bavg =b0—-Nc*(g+w)

a0, b0 - Overal dimensions of the coil.

Aavg, Bavg - Average dimensions of the coil.

t - Track thickness, w - Track width, g - Gap between tracks.

Nc - Number of turns, d - Equivalent diameter of the track.

Average coil area; -Ac=Aavg * Bavg. Integrating all those parameters give the equations for
inductance calculation:

2* Aavg * Bavg

X1=Aavg*In = =
d* (Aavg + \/Aavg +Bavg)
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Aavg

\ 4

A

A0 |

Fig. 4.

2* Aavg * Bavg
2 2
d* (Bavg + \/Aavg +Bavg)

X2 =Bavg *In

X3-0%* {Aavg + Bavg - \/[Alll)gz + Blll)gzﬂ

X4 =(Aavg + Bavg) / 4 , The RFID's coil calculation inductance expression is

Lealc = [ﬂ—o *[X1+X2-X3+X4]* NCP}
T

, L1 = Lcalc
Definition of limits, Estimations: Track thickness t, Al and Cu coils (t > 30um). The printed

coils as high as possible. Estimation of turn exponent p is needed for inductance calculation.

Coil manufacturing technology P
Wired 18-19
Etched 1.75-1.85
Printed 1.7-1.8

Table 1.
Now I integrate the Lcalc value inside the differential equations which characterize the RFID
system with the Coil inductance.

ﬁ:0*1/1-&-1*V2+0*V3

dt

vz _ ! *V1- ! *V2+0*V3
C1*R1

dt c1*[“—0*[x1+xz—x3+x4]*NC”}
v
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%:0*V1+0*V2+0*V3+1

The above differential equations can be represent as Matrix formulation:

avi

d‘i;z 01 11 " [v1] o

a | |C 0 oo O 1V20
* /'l * *

ol c1 {7 [X1+X2- X3+ X4] Ncp} val |1

at || 0 0 0]

3. RFID TAG as a dynamic system

The above representation can be represent as dynamical system. Lets first represent it as f(x),
x formulation.

dx1] [dvi
ddf2 ddt2 x1] [v1
ix3 | |avs X3) |V3
dt dt

Get the following three dimensional linear system: The X1 .. X4 inside matrix elements are
not related to Variable X1 in the vector column ! later we return to the original
representation by by substitute Xi by Vi.

dX1

dc)l(tZ Ol 11 | X1 0

a || 0 bterrr O %20
* L* _ * P *

X3 C1 [” [X1+X2-X3+X4] Nc} x3| |1

dt 0 0

The notation of a dynamical system is the mathematical formalization of general scientific
concept of a deterministic process, in our case RFID equivalent circuit evolution with time.
The future and past states of RFID systems can be predicted to a certain extent by knowing
their present state and the laws governing their evolution. Provided these laws do not
change in time, the behavior of such a system could be considered as completely defined by
its initial state. Thus, the notion of a dynamical system includes a set of its possible states
(state space) and a law of the evolution of the state in time. All possible states of the RFID
system can be characterized by the points of some set X. This set is called the state space of
the system. Actually, the specification of a point x belong to X must be sufficient not only to
describe the current "position" of the system but also to determine its evolution. Often, the
state space is called a phase space, following d tradition from classical mechanics. The
following linear system is the right representation:
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dltl = f1(x1,x2,x3)
ax2
—=f2(x1,x2,x3

=== f2(x1,32,3)
% = f3(x1,x2,x3) +k

The above three equations can be investigate as two pair of simultaneous differential
equations of the form:

dx1
— = f1(x1,x2
= f11,x2)
ax2
— = f2(x1,x2
= f2x,22)

f1(x1,x2,x3) = f1(x1,x2), f2(x1,x2,x3) = f2(x1,x2)

I —Open..Interval.....e R

xi:l > R;t—>xi(t),vi=1,2
be...(cl..function..of..a..real..var iable..t.

fi: R > R;,,,(x1,x2) - fi(x1,x2)..¥i=1,2

It will be convenient to use Boldface letters to denote vector quantities. For instance, if we let:

dX dx1 dx2
X= (xl,x2),E = (F/W)/and///f = (fl,fZ)

dax
th —=f(X
en — m f(X)

Norm...on...Rz...function
[ R~ RiX > [X]

Consequently, all of the qualitative results concerning differential equations will be
independent of the choice of norm. Quantitative results, on the other hand, will of course
depend on the norm. Since the function f is independent of t, on any line parallel to the t axis
the segments of the direction field all have the same slope. Therefore, it is natural to
consider the projections of the direction field and the trajectories of equation dX/dt=f(x)
onto the (x1,x2) plane. To each point x on the (x1,x2) plane, when f(x) is defined, Association
the vector f(x)=(f1(x),f2(x)) which should be thought of as being based on x. Assign to the
point x the directed line segment from x to x + f(x). Now lets go back to 2 x 2 matrix
representation of the system respect to two variables V1 and V2.

dvi 0 1
dt |_ 1 - 1 . Vi
dv2 C1*R1 V2

{_
40 P
—_— Cl*| —*|X1+X2-X3+X4]|*
pn [” [ ] NC}
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and denote the matrix's elements as functions K1 and K2 of Coil overall parameters.

K1= Kl(aO,bO,w,g,d,NC,t,p,Cl,Rl) ={- 1

}
c1*[”—0*[x1+xz—x3+x4]* Ncp}
T

1
{_Cl*Rl}

Denote the RFID Matrix systems with those K1, K2 parameter function gives:

K2 = K2(a0,bO,w,g,d,NC,t,p,Cl,Rl)

dvi
at |_[0 1] [v1
dv2| |K1 K2| |Vv2
dt

Now consideration of trajectories of the form: V(t) = em *S

Where S <> 0 is some fixed vector to be determined, and A is a growth rate, also to be
determined. If such solution exist, they correspond to exponential motion along the line

spanned by the vector S. To find the condition on S and A, we substitute V(t) = em *S into

V=A%V

0 1
A=

K1 K2

“'+ A*S and cancellation the nonzero scalar factor eﬂ*

t

and obtain A * e}'*' *S=p
yields to A*S=A=*S which state that the desired straight line solutions exist if S is an
eigenvector of A with corresponding eigenvalue A and the solution is eigensolution. The
eigenvalues of a matrix A are given by the characteristic equation det(A-A1#*1)=0 whenI

1
is the identity matrix I = {

0 t
01 , we ge

A =det(A)=0-K1=-K1
7 =trace(A)=0+K2=K2
A -rxA+A=0

A7 -K2%2-K1=0

11,2:%*K2¢%*1/K22+4*K1

The above /], is a quadratic solution.

The typical solution is for the eigenvalues to be distinct A1# A2 . In this case, a theorem of
linear algebra states that the corresponding eigenvectors S1 and S2 are linear independent, and
hence span the entire plane. Any initial condition VO can be written as a linear combination of
eigenvectors, VO=C1*S1+C2*S2. Then the general solution for V(t) it is simply
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A1xt A2%t

V(t)=Cl*p

By insertion quadratic solutions into the last V(t) equation we get

V(t)=Clx eB*“*%*VKzz*““J” *S1+C2 eE*“‘%"VKT”"“}” %52

Now I use the theorem that state, if a coefficient matrix A has at least one eigenvalue with

*S1+C2%p " %52,

zero real part, then the planar linear system V =A=*V is topologically equivalent to

precisely one of the following five linear systems with the indicated coefficient matrices, in
our case only two options from five can fit;

01
{O 0} —; two..zero..eigenvalues..but..one..eigenvector

0 1
{ 1 0} —; two..purely..imaginary..eigenvalues

Lets implement each case option to our RFID sys

A

-
~L))

v

A

Fig. 5.
To fulfill the above behavior K2 = 0 and K1 = -1, In our case

1

K2 —0,V{-
C1*R1

} —0,vC1,R1 - oo

1

K1=-1,%{- -1

}
Cl*{”—o*[X1+X2—X3+X4]*NC”}
T

T

[X1+X2-X3+X4]=——
Cl*u0* Nc"
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From above K1 condition we get RFID overall relationship.

[X1+X2-X3+X4]=—F
Cl*u0* Nc"
then
Arog*In 2* Aavg Bczzvg : +Bavg*In 2% Aavg Bzzvg :
d*(Aavg+\/AaUg +Bavg’) d*(Bavg+\/AaZ)g +Bavg’)
2 2 T
-2 *| Aavg + Bav —\/[Aav +Bao H+ Aavg+Bavg) /4= ——
_ { g + Bavg 14 g ||+ (Aavg + Bavg) e n0s N’ |
.. |01
In case the A matrix is
ool
A V2

Fig. 6.
to fulfill those A matrix conditions, the following K1, K2 condition must exist:

K2 —0,V{- } —0,vC1,R1—> oo

1
C1*R1
1

K1=0,v{- 5
Cl*{’u—*[X1+X2—X3+X4]*NC”}
s

}=0
Cl*[ﬂ—o*[X1+XZ—X3+X4]*NC’}—>00
Va

4. RFID TAG behavior based on eigensolutions and eigenvalues
characterization

Sketch a typical phase portrait for the case
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A2<A1<0

l=x<1<2—1=k1/[<22+4=:<1<1<1*1<2+1*./K22+4=:<1<1<0
2 2 2 2
<0 > = K2> [ K D7 +45K1

1 1 ’ 1
—{- " } > { +4x{- 5 }
C1*R1 C1*R1 c1*[”—*[x1+xz—x3+x4]*NCP}
v

2

Lol 1 b - :
C1*R1 C1*R1 Cl*[ﬂ?o*[x1+xz—x3+X4]*Ncp}
A2< A1

%*K2—%*‘/K22+4*K1 <%*K2+%*.IK22+4*K1

}

s

1
}
C1*R1 Cl*{'u?o*[X1+X2—X3+X4]*NC”}

2

1 4
C1*R1° < *{”70 *[X1+X2- X3+ X4]*NC”}

{

Then both eigensolutions decay exponentially. The fixed point is a stable node, except
eigenvectors are not mutually perpendicular, in general. Trajectories typically approach the
origin tangent to the slow eigendirection, defined as the direction spanned by the
eigenvector with the smaller || . In backword time t — o the trajectories become parallel

to the fast eigendirection.

if we reverse all the arrows in the above figure, we obtain a typical phase portrait for an
unstable node. Now I investigate the case when eigenvalues are complex number. If the
eigenvalues are complex, the fixed point is either a center or a spiral. The origin is
surrounded by a family of closed orbits. Note that centers are neutrally stable, since nearby
trajectories are neither attracted to nor repelled from the fixed point. A spiral would accur if
the RFID sys were lightly damped. Then the trajectory would just fail to close, because the
RFID sys loses a bit of energy on each cycle. To justify these statements, recall that the
eigenvalues are

11,2:%*K2¢%*1/K22+4*K1

K2*+4*K1<0
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A V2

V1

A
/
v

Fig. 7.

To simplify the notation, lets write the eigenvalues as

/112:aiiw,a:%*K2,a}:—%*./K22+4*K1

1 1 2 1 1 2
w#0.3.V(t)=Cl* e[ym;mz A 6y o e[i*“’?‘”@ i, o
C's,S's...complex,...since,...A's...complex

V(t)=Cl# ol a 514025 ol 2 52

[i]*t

Euler's.. formula..—...e” =cos[o*t]+i*sin[wx*t]

Hence V(t) is a combination of terms involving

ea*' * cos[w * t],ea*' *sinfw* ]

Such terms represent exponentially decaying oscillations if o =Re(4) <0

And growing if >0 . The corresponding fixed points are stable and unstable spirals,

respectively. If the eigenvalues are pure imaginary o« =0 , then all the solutions are

periodic with period T = 2*7 . The oscillators have fixed amplitude and the fixed point is
1)

center. For both centers and spirals, its easy to determine whether the rotation is clockwise

or counterclockwise.

a :1*K2 = {—é}
2 2xC1*R1
Decaying..oscillators.V..a <0 — {—¥} <0—> _t >0
2*C1*R1 2xC1*R1
Growing..oscillators..V.a >0 — {—é} >0—> _ <0
2xC1*R1 2xC1*R1

C1, R1 > 0 always then only the first behavior, decaying oscillator can exist in our RFID system.
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a=Re(1)<0 a>0

Fig. 8.
In all analysis until now, we have been assuming that the eigenvalues are distinct. What
happens if the eigenvalues are equal ? Suppose eigenvalues are equal A1=42=4 then
there are two possibilities: either there are two independent eigenvectors corresponding to
A, or there's only one. If there are two independent eigenvectors, then they span the plane
and so every vector is an eigenvector with this same eigenvalue A. To see this, lets write an
arbitary vector X0 as a linear combination of the two eigenvectors: X0=C1*S1+C2*S2.
Then

AxX0=A*(C1*51+C2%52)=C1*A*S1+C2*A*52=4=X0
X0 is also an eigenvector with eigenvalue A.Since the multiplication by A simply stretches
every vector by a factor A4, the matrix must be a multiple of the identity :

A0
A:{ /J then if A#0, all trajectories are straight lines through the origin

X(t) = eM *X0 and the fixed point is a star node. On the other hand, if 1 =0 the whole

plane is filled with fixed points.
Lets now sketch the above options with RFID Overal parameters restriction.
Al=22=2+#0 then

%*K2+%*1/K22+4*K1:%*K2—%*1/K22+4*K1

JK2 +4%K1=0—KD*+4%K1=0—> K2’ =—-4*K1
LO*[X1+X2—X3+X4]*NC”:C1*4*R12
7

Now lets summarize the classification of fixed points in RFID system based on all

investigation I did. It is easy to show the type and stability of all the different fixed points on
a single diagram.

7 —4%A=KD +4*%K1=0,-K2=2xyJ-K1

7 = trace(A) = K2,A =det(A) =-K1

,12—1<2*/1—1<1=0,,11l2:%*[r¢,/2-2—4m}

t=A1+A2=K2,A=11%12=-K1
Charecteristic..equation...(A — A1) * (1 - A2) = AZ —7*x1+A=0
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A
V2
« Vi,
v
Fig. 9.
Unstable
T
nodes
Unstable
spirals
Saddle A
points Centers >
stable
spirals
stable
nodes
Fig. 10.
A<0..(K1>0) A>0..(K1<0) A=0..(K1=0)
The eigenvalues are real The eigenvalues are either At least one of the
and have opposite sign real with the same sign eigenvalues is zero. Then
hence the fixed point is a (nodes), or complex the origin is not an isolated
saddle point, conjugate (spiral & centers). | fixed point. There is either a
whole line of a fixed points,
or a plane of fixed point

Table 2.
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Nodes satisfy 2-2 -4+A>0 and spirals satisfy z-z —4+A<0. The parabola 2-2 -4%A=0 is
the borderline between nodes and spirals. Star nodes and degenerate nodes live on this
parabola. The stability of the nodes and spirals is determined by 7 value. When 7 <0, both
eigenvalues have negative real parts, so the fixed point is stable. Unstable spirals and nodes
have 7>0. Neutrally stable centers live on the borderline 7 =0, where eigenvalues are
purely imaginary.

5. RFID system phase plan

For our RFID system the general form of a vector field on the phase plan is

V1= f1(V1,V2)
V2=f2(V1,V2)

Where V1 is the voltage on RFID system (V) and V2 is the derivative of that voltage respect
with time (dV/dt). The f1 and f2 are given functions and this system can be written more
compactly in vector notation as:

av
2Y _ v
= V)
Where V=(V1,V2) and {(V)=(f1(V), £2(V)). Here V represents a point in the phase plane
(RFID voltage at time t), and dV/dt is the voltage change in time at that point. By flowing
the vector field, a phase point traces out a solution V(t), corresponding to a trajectory

winding through the phase plan.

dv(t)/dt
V(t)

Fig. 11.

Furthermore, the entire phase plane is filled with trajectories, since each point can play the

role of an initial condition. The most salient features of phase portrait are:

1. Fixed points satisfy f(V*)=0, and correspond to steady states or equilibria of the system.

2. The closed orbits, these correspond to periodic solutions, i.e. solutions for which
V(t+T) = V(t) for all t values, and T>0.

3. The stability or instability of the fixed points and closed orbits. Some fixed points are
unstable, because nearby trajectories tend to move away from them, where the closed
orbit is stable.

Now lets sketch the numerical computation of RFID phase portraits. Using Runge - Kutta

method, which in vector form is the following:
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Vn+1:Vn+%*(G1+2*GZ+2*g3+g4)
G, =f(V )*At
6=V, 4576 )

G, =f(V,+57G )l

¢ =SV, rg)xat
At =0.1.....(stepsize)

The step 0.1 usually provides sufficient accuracy for our RFID system. When plotting the
phase portrait, there is a grid of representative vectors in the vector field. The arrowheads
and different lengths of the vectors tend to clutter such pictures. A plot of the direction field
is clearer, short line segments are used to indicate the local direction of flow. Existence and
Uniqueness of RFID system: We consider in our system the initial state dV/dt=f(V) and
V(0)=V0 which is the initial RFID voltage before investigation the system dynamic change
with time. Suppose that f is continuous and that all partial derivatives

0
f, i,j=1,2,..,n
v,

Are continuous for V in some open connected set D c R" . Then for VO e D, the initial

value problem has a solution V(t) on some time interval about t=0 , and the solution is
unique. Existence and uniqueness of solutions are guaranteed if f is continuously
differentiable. We will assume that all our vector fields are smooth enough to ensure the
existence and uniqueness of solutions, starting from any point in the RFID phase space. The
existence and uniqueness theorem has an important corollary, different trajectories never
intersect. If two trajectories did intersect, then there would be two solutions starting from
the same point (the crossing point) and would violate the uniqueness part of the theorem.
Trajectories cant move in two directions at once in our RFID system. Because trajectories
cant intersect, phase portraits always have a well groomed look to them. Otherwise they
might degenerate into a snarl of criss crossed curves and the existence and uniqueness
theorem prevents this from happening. In our RFID two dimensional phase spaces, these
results have especially strong topological consequences. For example, suppose there is a
closed orbit behavior

in the RFID phase plan. Then any trajectory starting inside the closed orbit is trapped in
there forever. If there are fixed points inside that closed orbit, then of course the trajectory
might eventually approach one of them. For vector fields on the plane, the Poincare-
Bendixson theorem states that if a trajectory is confined to a closed, bounded region and
there are no fixed points in the region, then trajectory must eventually approach a closed
orbit. Now Lets suppose that V1* and V2* is fixed point (V1*,V2¥) then we get

f (V15V2%) =0
f (V1 V2% =0
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g 1 5 , - denote the components of a small disturbance from the fixed point. To see whether
the disturbance grows or decays, we need to derive differential equations for f . é’ ) Lets do

the 51 equation first.

E1=V, = FUVI*+E1,V2* +£2) =

* Yo o1 o1,
vl ’V2)+§1*6V1 52 6V2 ég 5 é: 5
V... fL(V1¥,V2*) = 0...Fixed..point..condition
f1=V2,f2=V1*K1+V2xK2
g, ot
vl ov2

Similarly we can write:

52 =V, = f2AVI*+£1,V2*+£2) =
o2 o2

f2(V1*,V2*)+§1* ovl é:z avz 5 g é: é:
V...f2(V1*,V2*) = 0...Fixed..point..condition
f1=V2,f2=V1*K1+V2xK2

P2y o2
oVl av2

Hence the disturbance § 1 ,f , evolve according to

S,

=K2

RN
él _| oVl ov2y, 51 + Quadratic..terms
- | |92 o2
S lavi ava) t°°
Matrix
of1 of1
A ovl oV2
of2  of2

V1 oV2 Jwiv
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Linearized..system
- of1  of1
51 _|ovl ov2|,| 5
o2 o2 £
S:J lovt aval 12
As we move from one dimensional to two dimensional systems, still fixed points can be
created or destroyed or destabilized as parameters are varied - in our system RFID global
TAG parameters. We can describe the ways in which oscillations can be turned on or off.
The exact meaning of bifurcation is: if the phase portrait changes its topological structure as
a parameter is varied, we say that a bifurcation has occurred. Examples include changes in
the number or stability of fixed points, close orbits, or saddle connections as a parameter is
varied.

6. RFID TAG with losses as a dynamic system

RFID TAG system is not an ideal and pure solution. There are some Losses which need to be
under consideration. The RFID TAG losses can be represent first by the equivalent circuit.
The main components of RFID TAG simple equivalent circuit are Capacitor in Parallel to
Resistor and additional Parallel inductance (Antenna Unit). The RFID equivalent circuit
Under Losses consideration is as describe below:

e
mloss =1

lL1IDss
T1 EHD

& % Lo o
RFID TAG Equivalent Circuit with Losses

N

Fig. 12.

Clloss, R1loss and L1loss need to be tuned until we get the desire and optimum dynamic
behavior of RFID system. Now, Lets investigate the RFID TAG system under those losses.
The C1, R1, L1 (Lcalc) move value displacement due to those losses: C1 >> C1+Clloss, R1
>> R1+R1loss, L1 >> L1+L1loss. We consider in all analysis that L1 is Lcalc and depend in
many parameters.

Lealc = Lcalc(Xl,XZ,X3,X4,NZ) = [’u—o #[X1+X2-X3+X4]* NZ}
T
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X1 — X1+ X1loss, X2 — X2 + X2loss

X3 — X3+ X3loss, X4 — X4 + X4loss

then.....Lcalc — Lcalc + Lealcloss

Lets..go..back..to..each..RFID. Coil..Parameter..and..his. loss..value

d — d+dloss,...Aavg — Aavg + Aavgloss,...Bavg — Bavg + Bavgloss
a0 — ao + a0loss,...bo — bo + boloss, ...t = t + tloss, w — w + wloss

g — g+ gloss

Now Lets sketch the X1...X4 graphs depend on Aavg and Bavg;:
X1=X1(Aavg, Bavg), X2=X2(Aavg, Bavg), X3=X3(Aavg, Bavg),
X4=X4(Aavg, Bavg).

* *
X1= davg*In 2* Aavg * Bavg

= X1(Aavg, Bavg) , 3D sketch

d*(Aavg+\/Aavg2+Ban2)

Fig. 13.

2* Aavg * Bavg

X2 =Bavg *In = X2(Aavg, Bavg) , 3D sketch

d* (Bavg + \/Aavgz + Bavgz)
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Fig. 14.

Fig. 15.

X4 = (Aavg + Bavg) / 4 = X4(Aavg, Bavg) , 3D sketch
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Fig. 16.

All X1, ... X4 draw in one 3D coordinate system

“v}\i‘\

A

YR

i

Fig. 17.
Now lets sketch 3D diagram of Lcalc = Lcalc (Aavg, Bavg)

=

\‘\‘

.
RN,

AN

SoSAN

Ty
ANy
AN

B ©
T
Y
——

— %
i
=

Fig. 18.
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K1= Kl(aO,bO,w,g,d,NC,t,p,Cl,Rl) ={

1

K1 = K1(Aavg, Bavg) 3D Sketch graph:

}
Cl*[ﬂ—o*[X1+X27X3+X4]*NC”}
T

Fig. 19.

K1 is a critical function in all RFID Bifurcation system. Calculation of Aavgloss, Bavgloss
and dlossgives:

Aavg — Aavg + Aavgloss =

a0 + aOloss — (Nc + Ncloss) * (g + gloss + w + wloss) =

a0 + aOloss — Nc * g — Nc * gloss — Nc * w — Nc * wloss

—Ncloss * g — Ncloss * gloss — Ncloss * w — Ncloss * wloss =

a0 — Nc * (g + w) + aloss — Nc * (gloss + wloss)

—Ncloss * (g + gloss + w + wloss) = Aavg + aloss — Nc * (gloss + wloss)
—Ncloss * (g + gloss + w + wloss).......... then

Aavgloss = a0loss — (Nc + Ncloss) * (gloss + wloss) — Ncloss * (g + w)
and..in..the..same..way..get..Bavgloss..value.. Bavg — Bavg + Bavgloss
Bavgloss = b0loss — (Nc + Ncloss) * (gloss + wloss) — Ncloss * (g + w)

d—>derloss=2*(t+t‘loss+w+wloss)/;z:d+M

dloss — 2 x(tloss + wloss)

T



148 Radio Frequency Identification Fundamentals and Applications, Design Methods and Solutions

Lets now describe the X1, .., X4, Lcalc internal function parameter under Losses.

X1— X1+ X1loss =

[Aavg + Aavgloss] I 2 * (Aavg + Aavgloss)(Bavg + Bavgloss) -

(d-+ dioss)* {Aavg + Aavgloss + \/(Auvg+Aavgloss)z +(Bavg+Bavgloss)’

[Aavg + Aaugloss] |

2#(Aavg+Aavgloss)(Bavg+Bavgloss)

2_

(d+dloss)*[Aavg+Auvgloss+\/ (Aavg+Aavgloss)*+(Bavg+Bavgloss)

X1+In 2 2
d*[Aavgh/Aavg +Bavg }

2« Aavg*Bavg

Auvg

[Aavg + Aavgloss]

2#(Aavg+Aavgloss)(Bavg+Bavgloss) |

{
(d+dloss)*[Aavg+Aavgloss+\/ (Aavg+Aavgloss)2+(Bavg+Bavgloss)2]

X1loss =1In 5 5 Aag
d*[Aavg+ Aavg“+Bavg }

2*Aavg*Bavg

X2 — X2+ X2loss =

[Bavg + Bavgloss] *In 2 #(Aavg + Aavgloss)(Bavg + Bavgloss) _

(d+ dloss) * [Bﬂvg +Bavgloss + \/(Aavg+Aavgloss)z + (Bavg+Bavgloss)2}

[Bavg + Bavgloss] ]

2#(Aavg+Aavgloss)(Bavg+Bavgloss)

{ }
(d+dloss)*[Bavg+Bavgloss+\/ (Aavg+Aavgloss)2+(Bavg+Bavgloss)2}

X2+1In 5 5
d*[BavghlAavg +Bavg }

2+ Aavg*Bavg

Bavg

[Bavg+Bavgloss] |

I { 2#(Aavg+Aavgloss)(Bavg+Bavgloss)

}
(d+dloss)*[Bavg+Bavgloss+\/ (Atwg+Aavgloss)2+(Bavg+Bavgloss)2}

X2loss =1In 2 3 e
d*[BavghlAavg +Bavg }

P

2+« Aavg*Bavg
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X3 — X3+ X3loss =

2 *[Aavg + Aavgloss + Bavg + Bavgloss — \/(AaZ)g+AElZ)gZOSS)z + (Buvg+BaUgloss)z] =

2%

Aavg + Bavg + (Aavgloss + Bavgloss) —\/(Aav(gf+Aavgloss)2 + (Bavg+Bavgloss)2 +]

JAavg’+Bavg' -|Aavg’ + Bavg’
(Aavgloss + Bavgloss) - \/ (Aavg+Aavgloss)’ +(Bavg+Bavgloss)’ ﬁ )

2{Aavg+Bavg—JAavgz+ Baz}gz}n* . .
JAavg +Bavg

(Aavgloss + Bavgloss) —\/(Aavg+Aavgloss)2 +(Bavg+Bavgloss)’ +

JAavg’+ Bavg’

(Aavgloss + Bavgloss) - \/(Aavg+AaUgloss)2 +(Bavg+Bavgloss)’ +]

JAavg'+ Bavg’

X4 — X4+ X4loss = [Aavg + Aavgloss + Bavg + Bavglos] /4=

X342

X3loss =2 *

Aavg + Bavg . Aavgloss + Bavgloss
4 4
Aavgloss + Bavgloss
4

X4loss =

7. Summery

RFID TAG system can be represent as Parallel Resistor, Capacitor, and Inductance circuit.
Linear bifurcation system explain RFID TAG system behavior for any initial condition V(t)
and dV(t)/dt. RFID's Coil is a very critical element in RFID TAG

functionality. Optimization can be achieved by Coil's parameters inspection and System
bifurcation controlled by them. Spiral, Circles, and other RFID phase system behaviors can
be optimize for better RFID TAG performance and actual functionality. RFID TAG losses
also controlled for best performance and maximum efficiency.
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Active RFID TAGs System Analysis
of Energy Consumption
As Excitable Linear Bifurcation System

Ofer Aluf
Department of Physics, Ben-Gurion University of the Negev, Be'er-Sheva,
Israel

1. Introduction

In this article, Very Critical and useful subject is discussed: Active RFID TAGs system
energy analysis as excitable linear bifurcation system. Active RFID TAGs have a built in
power supply, such as a battery, as well as electronics that perform specialized tasks. By
contrast, passive RFID TAGs do not have a power supply and must rely on the power
emitted by a RFID Reader to transmit data. Thus, if a reader is not present, the passive TAGs
cant communicate an data. Active TAGs can communicate in the absence of a reader. Active
RFID TAGs system energy consumption can be function of many variables : q(m), u(m),
z(m), t(m), tms (m), when m is the number of TAG IDs which are uniformly distributed in
the interval [0,1). It is very important to emphasis that basic Active RFID TAG, equivalent
circuit is Capacitor (Cic), Resistor (Ric), L (RFID's Coil inductance as a function of overall
Coil's parameters) all in parallel and Voltage generator Vs(t) with serial parasitic resistance.
The Voltage generator and serial parasitic resistance are in parallel to all other Active RFID
TAG's elements (Cic, Ric, and L (Coil inductance)). The Active RFID TAG equivalent circuit
can be represent as a differential equation which depending on variable parameters. The
investigation of Active RFID's differential equation based on bifurcation theory, the study of
possible changes in the structure of the orbits of a differential equation depending on
variable parameters. The article first illustrate certain observations and analyze local
bifurcations of an appropriate arbitrary scalar differential equation. Finally investigate
Active RFID TAGs system energy for the best performance using excitable bifurcation
diagram.

2. Energy aware anti collision protocol for active RFID TAGs system

Active RFID TAGs have a built in power supply, such as a battery. The major advantages of
an active RFID TAGs are: It can be read at distances of one hundred feet or more, greatly
improving the utility of the device. It may have other sensors that can use electricity for
power. The disadvantages of an active RFID TAGs are: The TAG cannot function without
battery power, which limits the lifetime of the TAG. The TAG is typically more expensive.
The TAG is physically larger, which may limit applications. The long term maintenance
costs for an active RFID tag can be greater than those of a passive TAGs if the batteries are
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replaced. Battery outages in an active TAGs can result in expensive misreads. Active RFID
TAGs may have all or some of the following features: Longest communication range of any
TAG. The capability to perform independent monitoring and control.

The capability of initiating communications. The capabilities of performing diagnostics. The
highest data bandwidth. The active RFID TAGs may even be equipped with autonomous
networking ; the TAGs autonomously determine the best communication path. Mainly
active RFID TAGs have a built in power supply, such as battery, as well as electronics that
perform specialized tasks. By By contrast, passive RFID TAGs do not have a power supply
and must rely on the power emitted by a RFID Reader to transmit data. There is an
arbitration while reading TAGs (TAGs anti collision problem). First identify and then read
data stored in RFID TAGs.

TAGO
_________ >
Reader | -~~~ Interrogation \
Unit - signal (query) N,
" | TAGn

Fig. 1.

It is very important to read TAG IDs of all. The Anti collision protocol based on two
methods: ALOHA and its variants and Binary tree search. ALOHA protocol reducing
collisions by separating TAG responds by time (probabilistic and simple). TAG ID may not
be read for a very long time. The Binary tree search protocol is deterministic in nature. Read
all TAGs by successively querying nodes at a different levels of the tree with TAG IDs
distributed on the tree based on there prefix. Guarantee that all TAGs IDs will be read
within a certain time frame. The binary tree search procedure, however, uses up a lot of
reader queries and TAG responses by relying on colliding responses of TAGs to determine
which sub tree to query next. Higher energy consumption at readers and TAGs (If they are
active TAGs). TAGs cant be assumed to be able to communicate with each other directly.
TAGs may not be able of storing states of the arbitration process in their memory. There are
three anti collision protocols: Alls include and combine ideas of a binary tree search protocol
with frame slotted ALOHA, deterministic schemes, and energy aware. The first anti
collision protocol is Multi Slotted (MS) scheme, multiple slots per query to reduce the
chances of collision among the TAG responses. The second anti collision protocol is Multi
Slotted with Selective sleep (MSS) scheme, using sleep commands to put resolved TAGs to
sleep during the arbitration process. Both MS and MSS have a probabilistic flavor, TAGs
choose a reply slot in a query frame randomly. The third anti collision protocol is Multi
Slotted with Assigned slots (MAS), assigning TAGs in each sub tree of the search tree to a
specific slot of the query frame. It's a deterministic protocol, including the replay behavior
of TAGs. All three protocols can adjusting the frame size used per query. Maximize energy
savings at the reader by reducing collisions among TAG responses. The frame size is also
chosen based on a specified average time constraint within which all TAGs IDs must be
read. The binary search protocols are Binary Tree (BT) and Query Tree (QT). Both work by
splitting TAG IDs using queries from the reader until all TAGs are read.
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Binary Tree (BT) relies on TAGs remembering results of previous inquiries by the readers.
TAGs susceptible to their power supply. Query Tree (QT) protocol, is a deterministic TAG
anti collision protocol, which is memory less with TAGs requiring no additional memory
except that required to store their ID.

Query
prefix)

TAGn+1 (no
Perfix)

Reader

Responds (Perfix
+ TAG ID)

TAGn+k (no
Perfix)

Fig. 2.

The approach to energy aware anti collision protocols for RFID systems is to combine the
deterministic nature of binary search algorithms along with the simplicity of frame slotted
ALOHA to reduce the number of TAG response collisions. The QT protocol relies on
colliding responses to queries that are sent to internal modes of a tree to determine the
location of TAG ID. Allow TAGs to transmit responses within a slotted time frame and thus,
try to avoid collisions with responses from other TAGs. The energy consumption at the
reader is a function of the number of queries it sends, and number of slots spent in the
receive mode. Energy consumption at an active TAG is function of the number of queries
received by the TAG and the number of responses it sends back. Neglect the energy spent in
modes other than transmit and receive for simplicity. Assumption: Time slot in which a
reader query or message is sent is equal to the duration as that of a TAG response. The

Reader Wait time
1 query ' (Receive mode) 1
T Energy ' No Energy !
' consumption consumption '
| One Frame |
Start of End of
Frame Frame

Fig. 3.
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energy model of the reader is based upon a half duplex operation. Reader transmits energy
and its query for a specific period and then waits in receive mode with no more energy
transmission until end of frame. The flow chart for reader query and TAGs response
mechanism is as below:

[ n=1 |

-

Reader query
(specific prefix)

-

TAG n, TAG n+1
..... respond

No. of TAGs respond YES
to a specific prefix

query (reader) > 1

Reader extends
the prefix by 0’
or ‘1" bit and
continues the
l query with this

| longer prefix

TAG is resolved and
uniquely identified

Fig. 4.
Pulse based half duplex operation is termed as sequential (SEQ) operation.

Power required by the reader | Power required by the reader
to transmit to receive
PRtx PRrx

Table 1.
And
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Power required by an active Power required by an active
TAG to transmit TAG to receive
PTtx PTrx
Table 2.
| L1l N |
1 | I I I L
One slot for a query F slots reader wait
from reader for response
Fig. 5.

Reader energy consumption: q(m)*(PRtx + PRrx*F) when q(m) is the number of queries for
read m TAGs. The energy consumption of all active TAGs: q(m)*PTrx + u(m)*PTtx when
q(m) is the number of reader queires, u(m) is the number of TAG responses. For MSS
scheme (include sleep command) the reader energy consumption is

q(m) * (PRtx + PRrx * F) + z(m) * PRtx.

The total energy consumption for all active TAGs is

q(m)*PTrx + u(m)*PTtx + z(m) * PTrx,
when z(m) is the number of sleep commands issued by the reader. The average analysis of
energy consumption:

((m) — — — average..number..of ..reader..queires.

7:{(”1) - average number of TAG responses.

z(m) - average number of sleep commands
issued by the reader (only for MSS Scheme)

t(m) - average number of time slots required
to read all TAGs.

tMS (m) - average number of time slots required to read m TAGs

m TAG IDs are uniformly distributed in the interval [0.1].
I get the expression for One active RFID TAG total energy consumption:

TAG Power = —* [Q(m)’Pm +U(m) P, + Z(m)-Pm}

SN

3. Active RFID TAG equivalent circuit

Active RFID TAG can be represent as a parallel Equivalent Circuit of Capacitor and Resistor
in parallel with Supply voltage source (internal resistance).
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Active RFID TAG
LA

A A

LB Voltage
source

—

Antenna

Fig. 6.
The Active RFID TAG Antenna can be represents as Parallel inductor to the basic Active
RFID Equivalent Circuit. The simplified complete equivalent circuit of the label is as below:

» Waliv
Active RFID Antenna
c1 L ) L1

: i >

Vs(t)

_l_ L

Active RFID's Equivalent circuit

Fig. 7.
dI 1 dvel .
VL] = Ll'a = Iu = E'_([Vu'dt’ IC] =Cl- dr ]2:1:1] =0
V=Vcl= VL] = VR]
t1

L+C1-d—v+ ! -IV-dt+LVS(t) =0
R1 dt L1 Rs

2 AVs(t)

V ————¢e(0<e<<
{L,ler A 2+i_V+dV 1} ose(0<o<t)

R1 dt dt L1 dt Rs
g3>1 = VeCl+(b+ v+ Ltov="Luv
R1 Rs L1 Rs

2,
i,dl+cl.ﬂ+i V+[dl_w].i:0

R1 dt g L1 'dt  dt R
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v2-dV1_4dV iy

i dt
W1, V211, 1 1 dve
ar dt  'C1.R1 Rs-Cl CLLl — RsCl dt
dvi 0 1 0
dt | V1 .
2 o I U S Y| P 1 avs(t)
—-) Ucun “cirt Recl Rs:C1 dt

Leale = [“—0 “[X1+X2- X3+ X4] *NCW}
T

, L1 = Lcalc
X1=Aavg*In 2" Aavg Bzvg =
d*(Aavg+\/AaZ)g +Bavg)
X2 =Bavg *In 2" Aavg Bzzwg -
d*(Buvg+\/Aa7]g +Bavg)

X3=0%* {Aavg + Bavg - \/[Aavgz + Buvgzﬂ

X4 =(Aavg + Bavg) / 4, The RFID's coil calculation inductance expression is

Definition of limits, Estimations: Track thickness t, Al and Cu coils (t > 30um). The printed
coils as high as possible. Estimation of turn exponent p is needed for inductance calculation.

Coil manufacturing technology P
Wired 1.8-19
Etched 1.75-1.85
Printed 1.7-1.8

Table 3.

Active RFID can be considered as Van der Pol’s system. Van der Pol’s equation provides an
example of an oscillator with nonlinear damping, energy being dissipated at large
amplitudes and generated at low amplitudes. Such systems typically posses limit cycles,
sustained oscillations a round a state at which energy generation and dissipation balance.

The basic Van der Pol’s equation can be written in the form:

X+ ()X +X=fp(1)

e>1 = X'}-C1+(i+i).\'/+ 1 V=

Vs ()
R1 Rs L1 Rs




158 Radio Frequency Identification Fundamentals and Applications, Design Methods and Solutions

e>>1 = V+i(— Lyl =
C1'Rl Rs’ L1-C1  RsCl

°Vs (t)

X->V, a-

@)= = Rl Rs)
! -1 ! 1% (t) > Bep(t)
[1:C1 " ReCl ' r

Lets define:

f.()=Vs(t) then <
e>1 = "}-C1+(i+i)-f/+ !
R1 Rs’ L1

1
V= E'fs ®

then “f “ is a “T” periodic function of the independent variable t, and A=—
s

The term A.f(t)=

Rl Vs (t) is called the forcing function.
s

A->0= e — 0= Rs >« there is no forcing and the system act as Van Der Pol Oscillator.
s

It is necessary to examine the trajectories (V1,V2,t) of the non-autonomous Active RFID
system in sz]R rather than the orbits in ]RZ . Equivalently, we may consider the orbits of

the Active RFID TAGs three dimensional autonomous system.

avi _v2

St

av?2 1 1 1 1 .
= + V2 — V1+ )V f.()=Vs(t

dt [Cl-Rl Rs.c1] C1.L1 RsC1 fsO 7 fsO=Vs @)

avs

ToE1 Y (V3

First examine the case of 1 =0= RssC1— o, Cl=const, then Rs — o

The limit cycle, the isolated periodic orbit, of the unforced oscillator of Van Der Pol becomes
a cylinder; that is, topologically it is homeomorphism to S]x]R . The cylinder is an invariant
manifold in the sense that any solution starting on the cylinder remains on it for all positive
time. This invariant cylinder attracts all nearby solutions. For A=0, A —>0, Rs —>oo the
Active RFID TAG invariant cylinder is filled with a family of periodic solutions. The
cylinder under the projection szR - Rz simply becomes the limit cycle. Actually Active
RFID TAGs act as periodic forcing with small amplitude, that |4] small. In this case, there is

still a cylinder in szR close to the invariant cylinder of the unforced oscillator. This new

cylinder is an invariant manifold of solutions of the forced equation and attracts all nearby
solutions. The flow on the invariant cylinder of the forced equation can be quite different
from the one of the unforced oscillator. In Active RFID TAG concern to Van Der Pol’s
equation we get the equation:
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X+ aeog(x)e X +X=Ae f (B

e>>1 = \>+(i+i) LI V= 1
R1 Rs” C1 L1.C1 RsC1

e>1 = \>+(i+i) ! v+ 1 V= 1
R1 Rs" C1 L1.C1 RsC1

then §(x)=1, a=((%+é) Ly L icie

fs(®)
Vs (t)

c1” L1C1

#(x)=1>0 V [t]| >1sec, f,(t)is T periodic and &,/ are non
1
RsC1

negative parameters. a=(%+Ri)-C1, p=
s

Unforced investigation: A=0= Ri — 0= Rs > then we return to Passive RFID TAG
s

since the battery has a very high serial resistance - disconnected status.

4. Active RFID TAG as a dynamic energy analysis

Active RFID equivalent circuit total TAG power is a summation of all element’s power.

P o= ipl = TAG Power , ZN;P,._ %* [q(m).PTrx +U(m)e P, + Z(m)'PTrx]

SZP,-:PRJPCJPRJPU, , energy = Wit t)2 [ p(t)dt' =[o(t)-i(t)dt

t0 t0

AW (D d &

1 2
P(t)mml - dt - E[; WJ 4 energy = windm‘mr = E -L- I

2
Q 2 2 2
energy = wCapnuitor = 2.C 4 Presismr = 1 ‘R 4 PRl = IRl ’ Rl’ PRE = IRS "Rs

1 2 d .
energy = ZUL1:E'L1'IL1 = PL]ZEle:L.ILl.ILl

Q. i Q.Q,

= _
2c1 - Pamgwa c1

energy = Wer =

C.V: d ;
energy = ZUC1:1TC1 = PC1:EWC1:C1'V61'VC1

1 -V
quﬁ'z‘;Vu.dt = IL1: Llu
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Zp IRl R1+Ip “Rs+L- IU Iu QCl QCl

N > [V=Vs(H)T : :
Zpi:‘I{l_‘_[RSS()]+L'IL1'IL1+C1'VC1'VC1

2.v-vsy [Vs()] v :
ZP =V’ [R1 R— I +ﬂ',£th+C1'V'V

Le[qom) P, +U(m)-P,, +ZmyP,. ] =

1y 2vev [Vs@]
V Rl R Rs Rs

V .
+—-(vat+C.-v-v
o g C,

5. Active RFID TAG fixed points and linearization

avi_
it

LA S S 75 SR SRS S
gt 'CLRL ReCl -~ CLL1  ReCl

Now we consider linear system: ddl— f(V1,Vv2), d;/tz g(V1,Vv2)

And suppose that (V1’V2) is a fixed point: f( ‘/1,‘/2 =0, g(V1'V2) =0
Let Ul=V1- Vl, u2=v2- ‘/2 Denote the components of a small disturbance from the

fixed point. To see whether the disturbance grows or decays, we need to derive differential
equations for Ul and U2. Lets do the U1l equation first:

aul _4vi . .
——=—— since |/ , 1sconstant.
dt dt
dui _ d V1 S of o
—=fUul+y, U2+ , +U1- +U2- +0( ., U], U1-U2
=S S AUV, U2H )= AV, V) + UL s 2= O U U1 02)
(Taylor series expansion)
To simplify the notation, we have written 6673/(1 and % these partial derivatives are to be

evaluated at the fixed point (Vl,Vz) ; thus they are numbers, not functions. Also the short
hand notation O(Uf, u; U1-U2) denotes quadratic terms in U1 and U2. Since U1 and U2

are small, these quadratic terms are extremely small. Similarly we find

duz 08 08
—=U1- +U2- +0 , , U1-U2), Hence the disturbance (U1, U2) evolves
m ovi avz *OU U ) ( ) evolv

according to :
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aul of of
oVl ove | (Ul
dt |_| oVl av2 | + Quadratic terms .
auz og og | \U2

dt ovl ov2

o o
The Matrix A= ovl ov2 is called the Jacobian matrix at the fixed point
A

..V and the Quadratic terms are tiny, its tempting to neglect them altogether.
dui of of

ui1
If we do that, we obtain the linearized system. dt | _| oVl av2 whose
auz og o0g | \uU2
dt oVl ov2
dynamic can be analyzed by the general methods.

f(V1,v2)=V2

1 1 1 1 -

sVLV) = e et 2 cnn et Y
R A S S SV B I
vl ov2 vl Cl-I1’ 9v2  \CI-R1 RsCl

dut

S0 0 1 1

auz |7t ot 1 [uzj

=) Ucrmn "Rt Rec

6. Active RFID TAG stability analysis based on forced Van Der Pol’s system
The basic Active RFID Forced Van Der Pol’s equation

e>1 = ‘}+(i+i) ! v+ ! V= !
Rl Rs’Cl L1.C1  RsCl
then §(x)=1, a=((——+—)—), —1_ 51 (L1-C1~1)
’ R1 Rs’ C1” L1.C1

Vs (t)

1

P=%sc

. 1 1,1 1
In our caseg(V)=1, ¢(V)>0 for |V|>1 and Vs(t) is T periodic and (—+—)—,
HV)=1, §(V) VI (1) is T peri R R Cl’ RecL

are non negative parameters. It is convenient to rewrite the Active RFID forced Van Der

, : ao
Pol’s equation as an autonomous system. =t = E=1
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ey Ly
V_Y(R1+RS)C1 #(V)
. _ 1 .,

Y— V+R1~C1 Vs(@)

9=1 (V,Y,0) ¢ R%S'

#(V)=1 remain strictly positive as |V| — o for unforced system -Vs(ﬁ) -0

R1-C1

but 1C1 =0 then Vs(6)=0 no energy is supply to the Active RFID TAG, become
Passive RFID TAG. First we suppose that o «1 ((%*‘Ri).é <« 1) is a small parameter, so
s

the autonomous system is a perturbation of linear oscillator. |/ =Y, Y’ =-V which has a

phase plane filled with circular periodic orbits each of period 2-z. Using regular
perturbation or averaging methods, we can show that precisely one of these orbits is
preserved under the perturbation. Selecting the invertible transformation:

&1) ([ cos(t) -sin(t)) (V
[52]‘(—%«) —cos(t)]'[Y]

which “freezes” the unperturbed system and the autonomous system become :

51 = -(%+ 115 ) g T cos t~[(él-cos(t)—§2-sin(t))3/ 3-(£1-cos(t) - &2 -sin(t))]
52 =- R11 + 135 ) g Jsin t~[(51-cos(t)—§2-sin(t))3/ 3-(£1-cos(t) - £2-sin(t))]

this transformation is orientation reversing approximation the function ¢£1, £2 which vary

slowly because &1, £2 are small. Integrating each function with respect to time (t) from 0 to
T=2-7 , holding &1, £2 fixed we obtain:

E1= (ot el 1-(E17+E2) /412
£2= (ot h g2 [1-(E1'+£27)/41/2
this system is correct at first order, but there is an error of O( (i+ 1 )e 1 2) . In polar
coordinates, we therefore have R1 Rs C1
PR ATE S K B +O([(R11+ Rls )'C11] )
p-ovorf(Le Lyl

R1 Rs .Cl
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Neglecting the o([(—— 1 L) 7] terms this system has an attracting circle of fixed
R1 Rs

points at r = 2 reflecting the ex1stence of a one parameter family of almost sinusoidal

solutions: V =r(t)- cos (t+¢(t)) with slowly varying amplitude

r(t):2+O([(i 1 .1 ) and the phase ¢(t) = (p+0([(1 1) 1
R1 Rs” C1 R1 Rs Cl

1.
Iyt

Constant (po being determined by initial conditions. When the value of (—
R1 Rs C1

Is not small the averaging procedure no longer works and other methods must be used.
The investigation can be done for Active RFID’s system forced Van Der Pole. Lets consider
’ 1,11 1
Vs(t)#0 —t—
()20 we suppose (o R el Rt

< 1 and use the same transformation as we

use in the unforced system Vs (t)=0 . when we interest in the periodic forced response we

2.z .. .
use the —— periodic transformation.
®

(‘flj cos(wt) —%sin((ot) (V]
§2) —sin(wt) —l-cos(a)t)
@

3 1.1 -1 . 1 . y
51: (H R—S)a oV )Cos(art)—(a)w )-V~sm(a)~t)—msm(art-Vs(t))

52 (i i)— #(V)- sin(a)vt)—(a) _1)~chos(a)vt)— 'COS(w't'Vs(t))

R1 Rs w Rs-Cl-w
1

—— —> 1,¢(W)=1 inour case.
CleLl1 o)

2

gl _(ﬁ R— é cos(w-t)— (a)T_l)-V~sin(a)-t)—ﬁ~sin(a)-t~‘./s(t))

2

52 (i+i)i sin(ew-t) - (w7_1)~V-Cos(a)-t)—

: Vst
Rl Rs’ C1 cos(@-t-Vs (1)

B
Rs-Cl-w

7. Summery

Active RFID TAG system can be represent as Voltage source (internal resistance) , Parallel
Resistor, Capacitor, and Inductance circuit. Linear bifurcation system explain Active RFID
TAG system behavior for any initial condition V(t) and dV(t)/dt. Active RFID's Coil is a
very critical element in Active RFID TAG functionality. Optimization can be achieved by
Coil's parameters inspection and System bifurcation controlled by them. Spiral, Circles, and
other Active RFID phase system behaviors can be optimize for better Active RFID TAG
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performance and actual functionality. Active RFID TAG losses also controlled for best
performance and maximum efficiency.
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1. Introduction

Auto identification provides information without direct contacts and human intervention
errors. Auto identification technology has become very popular in industries, such as the
service industry, inventory control, distribution logistics, security systems, transportation
and manufacturing process control. So far, the bar code technology leads the auto
identification industry, but it has several limitations such as low storage capacity, required
line-of-sight contact with the reader, and physical positioning of the scanned objects.
Recently, the radio frequency identification (RFID) has been an attractive alternative
identification technology to the barcode. The numerous potential applications of the RFID
system make ubiquitous identification possible at frequency bands of 125 KHz (LF), 13.56
MHz (HF), and 860-960 MHz (UHF). The RFID system generally consists of two basic
components: the reader and the tag, which communicate with each other by electromagnetic
waves. The reader can be a read or a read/write device that uses an antenna to send an
electromagnetic wave to wake up the tags. The tag is the data carrying device located on the
object being identified. In general, the performance of the tag seriously affects the
performance of the whole RFID system. The tag consists of the tag antenna and the
microchip. Since good connection and power transmission between the tag antenna and the
microchip directly impact on the RFID system performance, the tag antenna has to be
designed considering its operating environments or platforms.

As the use of RFID systems increases, manufacturers are pushing toward higher operating
frequencies (UHF band) for long reading range, high reading speed, capable multiple
accesses, anti-collision, and small antenna size compared to the LF or HF band RFID system.
As the operating frequency of the RFID system becomes higher, the major part of the RFID
system that mostly affects the ability to read the tag is the antenna.

There are several possible antenna types which can be used for RFID tags in this frequency
band. The dipole types of antennas such as folded dipoles and meandered dipoles are used
in many applications since they can be printed on a very thin film. However, when they are
mounted on the metallic objects, the antenna performance is seriously decreased because of
the reactance variation on the antenna impedance. Particularly, the UHF band RFID system
is a passive system where a tag does not contain its own power source. Therefore, the reader
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antenna sends a radio signal into the air to activate the tag, then listens for a backscatter
from the tag, and reads the data transmitted by the tag. Passive tag antenna must be
designed to transmit maximum power to the microchip without possible losses. Therefore,
near perfect impedance matching is required between the tag antenna and the microchip.
Designing a passive tag antenna matched with the complex microchip impedance is the
most challenging factor, since a microchip has very high Q (quality factor) due to its small
resistance and large capacitive reactance. Also, the impedance of an RFID tag antenna varies
when it is mounted on different objects. Especially, metallic objects strongly affect the
antenna performance by lowering the tag’s efficiency. Therefore, tag antennas have to be
designed to enable tags to be read near and on metallic objects without severe performance
degradation. In order to obtain stable antenna performance on various metallic platforms,
minimizing the effect of the metallic supporting object is meaningful work. In this chapter,
several types of antennas which are mountable on metallic platforms are introduced and
analyzed.

2. Electromagnetic waves near metallic platforms

An RFID system communicates by electromagnetic waves. When designing the RFID tag
antennas mountable on metallic platforms, it is very important to understand the behaviour
of the electromagnetic fields near metallic surfaces since the antenna parameters (the input
impedance, gain, radiation pattern, and radiation efficiency) can be seriously affected by
metallic platforms. In this section, the behaviour of electromagnetic fields near metallic
surfaces will be considered.

2.1 Boundary conditions for a general case

Boundary

Fig. 2.1 Electromagnetic boundary between two media

Now we want to see how the electromagnetic fields behave at the boundary between a pair
of dielectrics or between a dielectric and a conductor. Fig. 2.1 shows the electromagnetic
boundary for a general interface between two media. The amplitude and phase of the
incident and reflect waves are changed by the material (g y, 0) properties. A UHF-band
passive RFID system uses the modulated backscatter method, so the amplitude and phase of
the reflected signal are very important. The electromagnetic boundary conditions for a
general case can be expressed as follows:
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fix(E,—E,)=0 (2-1)
i-(D,—D,)=0 (2-2)
fix(H, —H,) =], (2-3)
fi-(B,~B,)=0 (2-4)

where

il is the unit normal vector to the boundary directed from medium 2 to medium 1

E is the electric field intensity (V/m), D is the electric flux density (C/m?)

H is the magnetic field intensity (A/m), B is the magnetic flux density (W/m?)

ps is the surface charge density (C/m), J; is the surface current density (A/m?)

By using above boundary conditions, we can also find the electromagnetic boundary
conditions for the cases of PEC (Perfect Electric Conductor).

2.2 Boundary conditions at the PEC interface

Medium 2

(&35 45,0, —> )

Boundary
Fig. 2.2 Boundary conditions at the interface of PEC

If medium 2 is a PEC with infinite conductivity, all field components must be zero inside of
the PEC. Then, we can express the boundary conditions at the interface as follows:

fixE, =0 or E, =0 (2-5)
i-D, = p, or D,, =p. (2-6)
nxH, =], or H, =], (2-7)

7B, =0 or B, =0 (2-8)

It is noticed that there are no tangential components of the electric field on a PEC boundary,
and there are only normal components of the electric field for oscillation. On the other hand,
there are no normal components of the magnetic field on a PEC boundary. There are only
tangential components of the magnetic field. In addition, normal incident waves are totally
reflected from the interface because the skin depth of the PEC is zero. Therefore, the
amplitude of incident wave and reflected wave are the same, but their phases are 1800
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different. In other words, while the total of the incident and reflected electric fields at the
PEC boundary will be zero, the total magnetic field (tangential component) will be doubled
at the PEC boundary surface.

3. Effects of metallic platforms on RFID tag antenna

Since RFID systems frequently apply near the metallic environment, the effect of metallic
platforms should be considered in designing the tag antenna. As mentioned in the previous
section, there are only the normal component of the electric field and tangential component
of the magnetic field near the surface of the metallic platform. Therefore, any RFID tag
antenna whose performance mostly depends on either the tangential component of the
electric field or the normal component of the magnetic field may be faced with considerable
performance degradation when it is attached to or close to a metallic platform. In addition,
the tag antenna parameters such as the input impedance, resonant frequency, gain, radiation
pattern, and the efficiency will be changed. The maximum power transmission can be
realized only if the tag antenna impedance is equal to the conjugate of the microchip
impedance. The impedance of the microchip is not the normal 50 ohm or 75 ohm, and it may
be a random value, or vary with frequency and driving power. A microchip has also a high
Q (quality factor) at its terminals, which makes it not easy to attain the conjugate match
between the tag antenna and the microchip. In other words, a small variation in the
impedance causes serious antenna performance degradation. A metal or liquid based
platform also causes the shifting of resonant frequency and degradation of radiation
efficiency. To solve these problems, some special types of tag antennas that will not be
affected too much when attached to a metallic platform should be designed. In general,
UHEF-band RFID systems have used dipole-type tag antennas for non-metallic platform.
However, if this type of tag antenna is mounted on the metallic platforms, then the reading
range is significantly decreased. So, we need another tag structure for metallic platforms.
One simple solution is to use an antenna which has its own ground plane to operate. Then,
the microstrip antenna may be a good choice for identifying metallic objects.

3.1 Dipole type of RFID tag antenna

In practical applications of a passive UHF-band RFID system, the tag antenna should be
designed with low profile, so that its vertical current is limited. The label-type tag antenna
where the dipole is printed on a thin film has been used in many non-metallic platforms.
When it is mounted near or on metallic platforms, its radiation will be damaged by an
inductive current excited in opposite direction. Now we will consider the performance
degradation of dipole type antenna near the metallic platform. Fig. 3.1 shows a meandered
dipole tag antenna above the metallic platform. Fig. 3.2 shows the simulated antenna
impedance by varying the distance (H) of a dipole antenna from a 2Ax 21 metallic platform
at UHF band. This simulation is done by Ansoft HFSS Ver. 11. One can see that the
impedance is varied due to a parasitic capacitance between the tag antenna and the metallic
platform. Fig. 3.3 shows the radiation efficiency by varying frequency and the distance (H)
of the antenna from a metallic platform. It is noticed that the radiation efficiency is
decreased significantly when a tag is located close to the metallic platform. To maintain a
certain level of radiation efficiency, the label-type tags where the dipole is printed on very
thin film generally should be kept the proper distance from the metallic platform. However,
this makes the size of a tag antenna larger and limits its applications.
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Metallic platform

Dipole antenna

Fig. 3.1 Conventional dipole tag antenna above the metallic platform
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Fig. 3.2 Impedance variation as a function of the distance (H) between a dipole antenna and
a metallic platform at UHF band

3.2 Microstrip patch antenna

Some studies have proposed using a microstrip patch tag antenna for metallic platforms.
Even if these microstrip patch tag antenna can be applied easily to metallic platforms, there
are several things to consider. Those are the size and shape of the metallic platform and
attached position. In general, a microstrip patch antenna has stable performance when it has
a ground plane size of more than 0.25 A from the radiating patch. However, a microstrip
patch antenna with such a ground size makes the antenna larger in dimension and more
expensive.

Fig. 3.4 shows a conventional microstrip patch antenna designed by Ansoft HFSS with 50 Q
input impedance on a dielectric substrate (e,=1). It has a dimension (L x W x h) of 140 mm x
154 mm x 10 mm, respectively, and its center frequency is 900 MHz. Now mounting this
patch antenna shown in Fig. 3.4 on the metallic platform as shown in Fig. 3.5, the antenna
input impedance is observed by varying the size (A) of the metallic platform. Fig. 3.6 notices
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Fig. 3.3 Radiation efficiency as a function of the distance (H) between a dipole antenna and a
metallic platform for different frequencies

900 MHz Patch

200 mm
Feed point

180 mm
Fig. 3.4 Conventional microstrip patch antenna operating at 900 MHz

A/

900 MHz
Patch W,
. .

Th

Fig. 3.5 Microstip patch antenna mounted on the metallic platform

that the input impedance and the resonant frequency change with different sizes of metallic
platforms. The characteristic of the input impedance changes rapidly when the size (A) of
the metallic platform becomes 0.2 1. Designing a passive tag antenna matched with the
complex microchip impedance is the most challengeable factor, since a microchip has very
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high Q(quality factor) because of its small resistance and large capacitive reactance.
Therefore, tag antennas have to be designed to enable tags to be read near and on metallic
platforms without severe performance degradation.

Frequency range : 800 MHz ~ 1000 MHz

Fig. 3.6 Impedance characteristic with varying the size of the metallic platform

4. RFID tag antennas mountable on metallic platforms

In the previous section, effects of metallic platforms on RFID tag antennas are considered.
Conventional tag antennas suffer degradation in performance when attached near or to
metallic platforms. To solve the problem brought by the metallic objects, some special tag
antennas should be designed. These antennas usually have a metallic ground. Some metallic
platforms, which make the performance of the tag antenna worse, are modified to be as an
extended part of the antenna to improve its performance. Therefore, in order to obtain stable
antenna performance on various metallic platforms, minimizing the effect of the metallic
supporting object is a very meaningful work. In this section, a number of RFID tag antennas
suitable for mounting on metallic platforms will be discussed. Brief design concepts and
some results will also be included for several tag antennas.

Shorting strips

Radiating
elements

Dielectric
Y substrates

¢
X

Ground plane

Fig. 4.1 Structure of the balanced-type microstrip patches for tag antennas
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4.1 Balanced-type microstrip patches

The direction of the fringing field of a PIFA-type antenna is always from the radiating
element to the ground plane, and vice versa. Although this type of an antenna has its own
ground plane, its performance will be affected when attached to the metallic platform. To
make up for this drawback, the balanced-type microstrip patch antenna (Yu et al., 2007) as
shown in Fig. 4.1 was proposed. The proposed tag antenna consists of two symmetric
shorted radiating elements and a feeding loop. Two symmetric radiating elements are
etched on a substrate layer, and electrically shorted to the ground plane through the
shorting strips. The feeding loop, which is connected to the microchip, is inductively
coupled so that the currents on patches are out of phase with equal amplitude. The

40
—— Without metallic platform
===+ 0.25\ X 0.25), metallic platform
0.5A X 0.5 metallic platform
30+ —-— 1 AX 1 2 metallic platform
g
3
c 20
8
2
(%]
]
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Frequency, [MHz]
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—— Without metallic platform
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Fig. 4.2 Simulated impedance characteristics with different sizes of metallic platforms
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conjugate match is achieved between antenna and microchip by adjusting the perimeter of
the feeding loop and the gap between the radiating elements. Then, the proposed tag
antenna gives a smaller variation of the antenna performance than that of conventional tag
antennas when the tag is mounted on the various sizes of the metallic platforms.

Fig. 4.2 shows the simulated impedance characteristics of the tag antenna with different
sizes of metallic platforms. One can see that the impedance variation is small without
metallic platform and with various sizes of metallic platforms. Therefore, we can expect that
this tag antenna gives smaller variation in the antenna performance than that of
conventional tag antennas when the tag is mounted on the various sizes of the metallic
platforms.

Although the currents on the radiating elements excited by the feeding loop are out of phase
with equal amplitude, the direction of the surface current is very important so as to obtain
the performance of a perfectly balanced antenna. Therefore, the symmetric shorting strips
with respect to the y-axis are used to achieve more balanced current distributions as shown
in Fig. 4.3. The main direction of the electric field is along with the x-axis since two
symmetric patches are excited out of phase. This is the major difference from the radiation
mechanism of the conventional PIFAs or IFAs, which cause the performance variation and
reduction due to the electrical coupling between the radiator and ground plane. The
proposed antenna has its main electrical coupling between two radiating elements rather
than between the radiator and ground plane. This means the radiation of this antenna comes
mainly from the two adjacent radiating elements. Therefore, considerable reduction of the
effect of the metallic platform can be achieved. Fig. 4.4 shows the radiation efficiency for
various sizes of metallic platforms. One can see that the reduction of radiation efficiency due
to size variation of metallic platforms has not reached values that impede operation.

Fig. 4.5 shows the measured power bandwidth for different sizes of the metallic platforms.
All the peaks have been normalized to 0 dB. The power bandwidth is defined as the half-
power bandwidth of the antenna aperture, which is equivalent to +3 dB in required
transmitted power P. HPBW (Half Power Band Width) is 902 MHz ~ 928 MHz, and the
variation of resonant frequency is less than 5.5 MHz. These variations are much smaller than
those of the conventional tag antennas. The bandwidth within the 3 dB power variation
shows that this antenna has a very good tolerance for different sizes of metallic platforms.
Fig. 4.6 shows the radiation patterns. It is noticed that the direction of the antenna’s main
beam does not vary with the size of the metallic platform.
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Fig. 4.3 Surface current distribution of balanced-type microstrip patches
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Fig. 4.4 Simulated radiation efficiency for different sizes of metallic platforms
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Fig. 4.5 Measured power bandwidth versus for different sizes of the metallic platforms

4.2 Compact microstrip patch

As mentioned, performance of a RFID tag antenna can becomes worse under the impact of a
metallic environment. To overcome this problem, several PIFAs, IFAs, or microstrip patch
antennas have been proposed. However, they still have the complexity of manufacturing
because of the vertical feeding structure along with a microchip and use thick or multi-
layered substrates. When it comes to designing RFID tag antenna for metallic platforms the
dimension and complexity of the antenna are very important factors as they relate to the
manufacturing cost. One way to reduce manufacturing costs is to keep the tag antenna
design as simple as possible.
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Fig. 4.7 Structure of the compact patch-type tag antenna

A new type of RFID tag antenna mountable on metallic objects in UHF band is proposed
(Lee & Yu, 2008). This antenna can reduce the complexity of manufacturing and thickness of
the antenna by using a microstrip patch type structure which has a single layer and the feed
line on the same layer of the simple radiating patch. Moreover, this antenna makes the
conjugate impedance match between the antenna and the microchip easy without additional
matching networks. Fig. 4.7 shows the geometry of the compact patch-type tag antenna (Lee
& Yu, 2008). The feed line is divided into the inset feed line (length of L;) and the short stub
line (length of Lg). The short stub line is electrically shorted to the ground plane by a via
hole. The slits are symmetrically embedded on the radiating patch along the y-axis to reduce
antenna size. The complex antenna impedance can be controlled by varying the length of the
feed line (length of the inset feed line: L;, length of short stub line: L). The conjugate match
between the antenna and microchip can be achieved by adjusting the length of the inset feed
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line (Li) and the length of the short stub line (L), which is much easier than previously
reported techniques. Impedance matching can be achieved without major modification of
the radiator and additional matching networks. It should be mentioned that changing L;
mainly affects the resistance while changing Ls mainly affect the reactance.
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Fig. 4.8 Simulated impedance characteristics for different sizes of metallic platforms

Fig. 4.8 shows the simulated impedance characteristics of a compact tag antenna with
different sizes of metallic platforms. It is noticed that the impedance variation is small
without metallic platform and with various sizes of metallic platforms. Therefore, the
impedance has very good tolerance for different sizes of metallic platforms. Fig. 4.9 shows
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the radiation efficiency versus frequency for various sizes of metallic platform. One can see
that the radiation efficiency increases as the size of the metallic platform increases.
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Fig. 4.9 Simulated radiation efficiency for different sizes of metallic platforms
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Fig. 4.10 Measured power bandwidth versus the different sizes of the metallic platforms

Fig. 4.10 shows the measured power bandwidth versus frequency when the tag is mounted
on different sizes of metallic platforms. The bandwidth within 3 dB power variation for the
square metallic platform of 150 ~ 300 mm length remains good. So, the bandwidth has a
very good tolerance for the large sized metallic platforms. Fig. 4.11 shows the measured
radiation patterns. It is shown that the direction of the antenna main beam does not vary
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with the size of the metallic platform, and its directivity is increased as the size of metallic
platform increases. One can see that the proposed antenna gives a good performance when
it is even mounted on various sizes of metallic objects.
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Fig. 4.11 Measured radiation patterns with different sizes of metallic platforms

4.3 Other RFID tag antennas

Two types of tag antennas which can be attached to metallic platforms have been
introduced and discussed in earlier subsections. In addition to these, there are other types of
tag antennas suitable for metallic platforms.

As mentioned in the previous section, incident electromagnetic waves totally reflects from
metallic surfaces with a phase reversal. The metallic objects near an antenna change the
antenna parameters and degrades radiation efficiency. Therefore, the metallic surface
should be used as a ground plane of the antenna or as an energy-improving reflector. Both
the patch with EBG ground plane and patch antenna with regular ground plane for a tag
antenna attachable to metallic surfaces are analyzed (Ukkonen et al., 2005). According to
their results, the patch antenna with EBG ground plane has higher radiation efficiency than
the regular patch antenna. This is due to the suppression of surface waves when the EBG
ground plane is used. However, the EBG structure needs a periodic structure. So it makes an
antenna expensive, and its structure becomes larger.

According to the electromagnetic boundary conditions we mentioned, for magnetic field,
there are only tangential components and no normal components of this field to the metallic
surface. The tangential component of the magnetic field will be doubled when it is very near
the metallic surface. The RFID tag antenna design (Ng et al., 2006) here exploits the fact
above by having a loop antenna oriented such that the plane of the loop is perpendicular to
the plane of the metallic surface where th